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ABSTRACT 
 

Advancement of technologies in electric power systems (EPS) gives a clean energy to maintainable 
worldwide economic development. Internet of Things (IoT) is at the cutting edge of this change conferring 
abilities, for example, data monitoring, situational decisions and insight, control, and cyber security to 
change the current EPS into digital empowered EPS, which is more productive, secure, solid, versatile, and 
practical. Furthermore, digitizing the electric power environment utilizing IoT improves resource 
permeability, ideal administration of circulated generation, disposes of energy wastage, and makes reserve 
funds. IoT essentially affects EPS and offers a few chances for development and improvement. There are a 
few difficulties with the arrangement of IoT for EPS. Feasible arrangements should be created to overcome 
these difficulties to guarantee the proceeded with development of IoT for EPS. The progressions in 
computational knowledge capacities can advance a shrewd IoT framework by imitating neural network 
system with psychological calculation, streaming, and investigation. This paper gives an assesment of the 
importance, effect, and difficulties of IoT in changing electric power and energy frameworks. 
Keywords: Internet of Things (IoT), Electric Power Systems (EPS), Smart Home Environment, Networking 

and Security for IoT, Impact of IoT 
 
1. INTRODUCTION  
 

Communication technology was enhancing in 
the past 50 years, the future decades shall be 
dominated by advances in electric power systems 
(EPS). IoT gives network connection to all physical 
systems. All physical systems on earth (for example 
merchandise, structures, apparatuses, machines, 
creatures, and people) are the things in IoT [1]-[2]. 
Since the worldwide monetary emergency of 2008, 
energy has begun to rule the market scene [3]. In 
any case, the rise of a genuine change in EPS began 
in 2015 through the reception of the environmental 
variation understanding at the Paris UN Climate 
Change Conference (COP21) [4]. The change in 
EPS accentuates expanding productivity and 
refining the dependability of power network tasks, 
protection of energy, inexhaustible wellsprings of  
disseminated generation of power, and decrease of 
fossil fuel by products [4]. The significant drivers 
of this change are appeared in Figure 1. 

IoT can change EPS by giving a practical 
arrangement, viz. a dynamic stochastic energy 
management system (DS-EMS), which is both keen 
and digital empowered, to fulfil the developing 
needs of admittance to moderate, clean, and 
practical energy. The objective of DS-EMS is to 
increase revenue generation, limit energy costs, and 

diminish fossil fuel consumption by enhancing the 
electric power such that absorbed electric energy is 
reduced from the electric power grid and most 
electrical generation is pumped to the electric 
network. The need of the conventional power grid 
for fulfilling the energy requirements of a 
consumers can be decreased by utilizing renewable 
energy assets including environmentally friendly 
power assets (for example sun powered and wind) 
and batteries to meet the main part of the energy 
requirements. When the energy requirements are 
fulfilled, some abundance generation from these 
renewable energy assets can be provided to the 
electric grid. The electric power trades to-and-from 
the networks are completed dependent on the 
season of utilization charges. With IoT, EPS will 
turn out to be more proficient, solid, secure, 
financially savvy, tough, and manageable [5]. 

IoT gives additionally input abilities to the 
utilities that capacity of electrical power they can 
readily deliver to the consumers through improved 
monitoring and regulator functionalities. This is the 
explanation that services are amid the biggest IoT 
arcade and will be the third-biggest trade by 
consumption in IoT items and administrations, by 
further than $69 billion previously consumed 
overall [6]. The selection of IoT in EPS is 
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additionally preferred by the huge decrease of 
expenses related to sensors, transmission capacity, 
preparing, and recollection/storage [7]. IoT 
provides various prospects in EPS having a huge 

cultural, monetary, and natural effect, in the end 
moving towards the vision of more smart urban 
communities and world. 

 Figure 1:  The Transformation In Electric Power System 
 

2. IOT IN ELECTRICAL POWER SYSTEMS 
 
EPS are at present confronting various 

limitations including adjusting the fuel blend, 
dependability of power conveyance and quality, 
resource level permeability, recognizing new 
revenue sources, maturing labor force and 
information catch, and innovation coordination [8]. 
EPS are contained generation, transmission, and 
distribution (T&D) organizations and their clients 
(private, business, and mechanical) (Figure 2) [9]. 

The fuel blend for power generation is 
turning out to be more mixed and adaptable 
containing incorporated generation (petroleum 
products and atomic), appropriated generation and 
energy storing. Adjusting this fuel blend is basic for 
improving the expense viability and energy yield of 
the EPS. The variety of generation technologies 
coupled in with the assortment of moving parts 
with various motivators and needs builds the energy 
esteem chain unpredictability. This debases the 
dependability and nature of power conveyance 
whenever left unmonitored. Accordingly, it is basic 
to have resource level permeability through which 
framework administrators can ceaselessly screen all 
EPS resources' state and execution continues to 
survey interest and supply and their responsiveness  

 

 
 
 
 

to value signals. The customary revenue model for 
EPS where volumetric duty was utilized to repay 
utilities is turning out to be imperfect. New revenue 
sources that accurately esteem and designate 
speculation costs and different endeavors should be 
recognized for future EPS. Such revenue models 
will activate players to enhance EPS through 
activities and data arrangement by satisfactorily 
repaying venture and boosting inventive 
experimentation. Population maturing presents the 
test of abilities, information, and experience lack 
resulting from retirement of number of experienced 
technical experts. Advanced developments 
(cooperation, correspondence, and computerized 
memory creation) are expected to catch the 
information and experience of the senior specialists, 
consolidate it into the organizations' institutional 
memory, and make it open to the new labor force. 
With the approach of IoT, keen machines, and large 
information, the customarily isolated data 
innovation (IT) and activities innovation (OT) 
presently should be coordinated to build up another 
data-driven framework for upgrading efficiency 
utilizing information. 
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Figure 2:  Electric Power System  

The fuel mix for power generation is 
turning out to be more assorted and adaptable 
containing incorporated age (petroleum products 
and atomic), appropriated generation and energy 
storing. Adjusting this fuel blend is basic for 
amplifying the expense viability and energy yield 
of the EPS. The variety of fuel blend attached in 
through the assortment of affecting parts with 
various motivators and needs builds the energy 
esteem chain unpredictability. This debases the 
dependability and nature of power conveyance 
whenever left unmonitored. Accordingly, it is basic 
to have resource level permeability through which 
framework administrators can ceaselessly screen all 
EPS resources' state and execution continues to 
survey interest and supply and their responsiveness 
to value signals. The customary revenue model for 
EPS where volumetric duty was utilized to repay 
utilities is turning out to be imperfect. New revenue 
sources that accurately esteem and designate 
speculation costs and different endeavors should be 
recognized for forthcoming EPS. Such revenue 
models will actuate players to enhance EPS through 
activities and data arrangement by satisfactorily 
repaying venture and boosting inventive 
experimentation. Populace maturing presents the 
test of abilities, information, and experience lack 
coming about because of the planned concurrent 
retirement of an enormous number of experienced 
labourers. With the approach of IoT, keen 
machines, and large information, the customarily  

 

isolated data innovation and activities innovation 
presently should be coordinated to build up another 
data-driven framework for upgrading efficiency 
utilizing information. 

To overcome these difficulties, present 
unidirectional EPS are changing into bidirectional 
keen electric power companies. "The smart power 
network is a robotized, adaptable, keen, emphatic, 
and buyer-driven organization that underpins 
bidirectional exchange of power and information. 
Energy storing assumes a vital part in making 
bidirectional power stream practical empowering 
dynamic client interest in selling/purchasing power. 
A smart power network is the mix of digital secure 
advancements, smart gadget correspondences, and 
high-entrance circulated energy age across all 
components of power age, transmission, 
appropriation, and utilization that make a tough, 
dependable, safe, and manageable energy 
conveyance organization. It makes them recuperate 
and shrewd estimation and control capacities. It 
additionally confers on going power network 
observing capacities for better disappointment 
forecast/analysis to distinguish 
inconsistencies/feeble focuses in a convenient way. 
The keen electric power networks have a few 
preferences including expanded energy 
effectiveness, diminished expense, better interest 
supply reaction, and decreased T&D misfortunes 
[5] & [10]. 
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IoT has been a necessary piece of the 
change towards smart electric power organizations. 
Instances of IoT advances that are right now 
utilized in astute electric power networks 
incorporate advanced metering infrastructure (AMI) 
and supervisory control and data acquisition 
(SCADA) [11] - [12]. There are a few advantages 
of conveying IoT in wise electric power 
organizations: 

 Improved unwavering quality, flexibility, 
versatility, and energy proficiency [5]  

 Arranged activity and improved data 
activity abilities [13]  

 Improved command over home machines 
[14]  

 Empower on-request data access and start 
to finish administration provisioning [15] 

 Diminished number of correspondence 
conventions [16]  

 Upgraded versatility and interoperability 
[17]  

 Decreased harms from catastrophic events 
[18]  

 Diminished actual assaults (for example 
substation break-ins [19]) on EPS by 
ceaselessly observing the electric power 
organization's actual resources 
progressively. 
Understanding the maximum capacity of 

IoT is basic to upgrade the adaptability, resource 
the board, activities, and dependability of astute 
electric power organizations. To improve the 
strength of electric power organizations, it is 
fundamental for represent variances presented by 
decentralized age from distributed energy resources 
(DER) reconciliation. The advantages related to 
digitizing clever electric power networks across 
generation, transmission, and distribution 
organizations and utilization with IoT are examined 
underneath. 

 
2.1 Digitizing of Power Generation 

IoT innovations use cloud-based 
progressed investigation just as an all-
encompassing data innovation (IT) and tasks 
innovation (OT) point of view to give ongoing 
experiences into power plant activities, in this 
manner improving permeability across all electrical 
generation plant resources. This aids in 
guaranteeing ideal electrical power plant activities, 
maintainable age portfolios, and 
prescient/convenient upkeep [9]. An illustration of 

the energy generation is the Digital Twin/Virtual 
Power Plant, created by General Electric (GE) 
utilizing Predix – a cloud-based IoT stage [20]. 

 For ideal adjusting of the 
generation arrangement of electrical power plants 
and shrewd EPS activity, it is imperative to gather 
information progressively from both the 
distribution and transmission electric power 
resources. This hence should be dissected to 
achieve load gauges, state forecasts, and circulated 
controller of the EPS. This information can be 
gathered utilizing IoT gadgets, for example, shrewd 
meters, wise feeders, miniature phasor estimation 
units (PMUs), and PMUs [21]. 
2.2 Digitizing of Power Consumption 

Advancement of microgrids, electric 
vehicles, smart home and energy management 
systems depends on the IoT technologies. 
Customers having renewable generation can 
participate in electricity trading. Therefore, 
Distributed energy storing systems are 
advantageous over conventional power generating 
systems to the extent having more vital flexibility, 
better control, adaptability, and improved quality 
[22]. Batteries and EVs, can help in power balances 
on grid during critical power outages. EV/battery 
can enhance the chance of shortage in power 
system. Then again, abundance generation from 
inexhaustible sources can be put away in a 
battery/EV or it very well may be provided to the 
electric power system. Instances of situations where 
customers can take an interest in power trades with 
the power grid incorporate keen smart home 
systems (Figure 3) [23] and Smart Parks [24]. 
Different pricing schemes and key plans of action 
should be actualized by the utilities to extract profit 
by these situations [25]. 
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 Figure 3:  Smart Home Energy Management Systems  
 
2.3 Smart Home Environment 
 A home energy management system (Figure 4) 
is included various IoT sensors and actuators (for 
example pressure sensor, lighting sensor, 
movement sensor, temperature sensor, and 
stickiness sensor); a computational framework that 
incorporates remote correspondence advancements  
 
 

 
 
 
(for example Zigbee, Bluetooth, Wi-Fi and IPv6), 
control frameworks (for example controller, cell 
phone, and tablet), and calculation framework; and 
perceptions (both far off and in-house). This gives 
sense making, dynamic, and variation capacities to 
various home machines present in the keen home 
[26]. 
 

 Figure 4:  Home Energy Management Systems IoT sensors offer a few advantages in home usage 
systems. They help limit energy wastage, lessen 
costs, effectively screen the home climate, decrease 

the danger of hurtful ecological openings, for 
example, carbon monoxide and smoke, and make 
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home life more advantageous and agreeable [27] – 
[29]. The various sorts of IoT sensors are:  Smart Home Sensors  Environmental Sensors  Smart Home Monitoring Devices 
Smart home sensors are helpful in protection of 
house from buglers. These include motion sensors, 
perimeter sensors and open/close sensors. 
Environmental sensors gives the data of parameters 
like temperature, smoke, gas leak and light sensors. 
These make the home to have more security and 
viable. Monitoring devices record the amount of 
power usage by a particular appliance and types of 
monitor sensors include history sensors and instant 
display sensors.  
3. CONTROL OF ELECTRIC POWER AND 
ENERGY SYSTEMS USING IOT 

 In this part, the monetary, ecological, and 
cultural effect of IoT on EPS is discussed about. 
 

3.1 Commercial Influence of IoT on Electric 
Power Systems 

 The market for IoT sensors for EPS is 
going through an ideal movement too and offers 
various freedoms for development and 
advancement. Driven by a decrease in expense and 
energy per sensor, IoT sensors are currently getting 
better known for modern and customer applications 
[30]. Straightforwardness Market Research has 
assessed the increment in the worldwide market for 
IoT sensors from $9 billion out of 2012 up to 
$21.60 billion by 2019, developing at an 
accumulate yearly development rate (CAGR) of 
12.2 percent (Figure 5).  

 Figure 5:  Global Iot Sensor Market Forecast ($ Billion)  
ABI Research has assessed an expansion in the 
market estimation of big business IoT examination 
from $4.2 billion out of 2014 to $23 billion by 
2020, demonstrating the expanding interest in IoT 
investigation [31]. While there are extensive 
freedoms for expanded revenue in EPS, these 
noteworthy measurements should be offset with the 
exorbitant ventures, organizations should make 
forthright while utilizing novel IoT gadgets and 
innovations. By the by, the excess produced will 
exceed the underlying costs. Furthermore, IoT 
innovations can be conveyed in existing 
administrations and frameworks, further limiting 
costs. 
 Presently, there are a few obstructions to the 
market section of IoT gadgets and advancements 
including availability, network protection, large 
information dealing with, singular security, 
maintainable minimal effort power assets, and 
sensors that are modest, proficient, and solid. 

Feasible arrangements are expected to defeat these 
hindrances to guarantee the proceeded with 
development of IoT for EPS [32] – [34]. 
 

3.2 Ecological Effect of IoT on Electric Power 
Systems  With IoT conveyed in EPESs, power is 

used all the more effectively. Additionally, control 
frameworks are advanced for greatest power 
assimilation from inexhaustible sources (sunlight 
based and wind) [4]. This decidedly affects the 
climate regarding less energy squander and 
decreased carbon dioxide (CO2) outflows. By 
2020, 2 Gigatons yearly lessening in CO2 
discharges is normal [35]. 
 

3.3 General Control of IoT on Electric Power 
Systems 

 As the total populace EPS on developing, it 
turns out to be progressively important for its 
occupants to really focus on the accessible assets. 
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With rising expectations for everyday comforts 
worldwide, wellbeing, accommodation, and solace 
have become individual needs. IoT can address 
these issues and wants through its capacity to 
detect, gather, send, break down, and appropriate 
large information. To fulfil these needs, 
associations and organizations will convey IoT 
EPS, prompting expanded energy effectiveness and 
more prominent control and evaluating abilities.  
 While there are network protection and 
security hazards related with IoT sending in EPS, 
there are overpowering cultural advantages 
including way of life comfort, public wellbeing, 
energy preservation, cost decrease, and a solid 
living climate [36]. People and enterprises should 
choose the ideal utilization of the innovation for 
their necessities dependent on these tradeoffs. IoT 
arrangement can't be pushed onto society and 
expected to be promptly acknowledged. Individuals 
like to assume liability for their prosperity. 
Thinking about the various advantages of the 
organization of IoT innovation, many individuals 
may give it a shot. In any case, there will be a few 
people who will oppose this innovation, even in the 
wake of monitoring its advantages. For them, IoT 
innovation probably won't be the need of great 
importance, or they may very well dread the 
obscure. Furthermore, the opposition between 
countries to dominate at IoT gadget assembling and 
innovation advancement makes it hard for an 
organization to set up a base in a far off country and 
use its assets. An occurrence of this was accounted 
for as of late in [37] where GE dispatched its 
advanced foundry in Shanghai and is confronting 
extreme rivalry from the Chinese nearby firms. 
Regardless, individuals' decisions should be 
regarded, and they ought not to be constrained 
down a way that makes them awkward. 
 
4. DEPLOYMENT OF IOT IN ELECTRIC 

POWER SYSTEMS 
 

 Not so distant upcoming situational insight can 
be executed by incorporating verifiable IoT sensor 
information with IoT sensor information acquired 
continuously. Advantages of executing not so 
distant future situational knowledge in IoT sensors 
incorporate security and steadiness limit 
expectation with possibility investigation, burden 
and age gauging, online protection, and on-
going/prescient perceptions. For proficient power 
the board, arrangements incorporate utilizing 
varieties of low-exactness sensor modules with 
ensuing information combination to create high-
exactness data, utilizing energy reaping 

arrangements (for example light, warmth, RF, and 
vibration) to drag out battery life. There are 
numerous availability norms for IoT applications 
that can extensively be ordered into three 
classifications: administration related, interchanges 
related, and information related [38]. 
Interoperability between all the various norms 
accessible for IoT applications is basic to help the 
reconciliation of various sorts of information 
created from an assortment of sources. 
Interoperability empowers the IoT gadgets to help 
the curation, provenance, and openness of 
information to outsider applications empowering 
fast advancements in the application and 
administration of biological systems [39] – [40]. 
 Without interoperability, there will be 
difficulties with information portrayal designs, 
information dispersal systems, and information the 
board stages. For EPS, the different physical and 
virtual resources can at this point don't stay unique 
substances. They should be interoperable elements 
across IoT applications. These difficulties alongside 
the consistently expanding number of IoT gadgets 
request the turn of events and usage of far-reaching 
network norms that will be basic in accomplishing 
interoperability and consistent changes between the 
physical and virtual spaces of IoT [39] – [40]. 
Consolidating power the executives is basic for an 
IoT gadget to play out its assigned capacities. In 
light of the position and usefulness of IoT gadgets 
in EPS, their power mixture techniques differ. This 
makes it trying to join power the board in IoT 
gadgets. 
 The energy reaping framework involves three 
parts: fuel source, gathering engineering, and 
burden (sink for the collected energy) [41]. There is 
no compelling reason to foresee energy 
accessibility prior to reaping them. Instances of 
controllable fuel sources incorporate finger 
movements and footfalls. Noncontrollable fuel 
sources should be gathered at whatever point they 
are accessible. Forecast models are required for 
noncontrollable fuel sources to conjecture their 
accessibility to design the following energize cycle. 
Instances of non-controllable fuel sources 
incorporate (sun oriented, wind, and vibrations) 
[42]. 
Studies have indicated that an energy reaping 
framework can possibly draw out the lifetime of 
low-power IoT sensor hubs when sent in arbitrarily 
dispersed multi-bounce geography and consistently 
appropriated ring geography [43]. Energy 
utilization in correspondence networks is expanding 
at a colossal rate, which is ascribed to the quick 
ascent in the quantity of IoT gadgets with systems 
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administration capacities and the reformist 
development of data and correspondence 
innovation. Along these lines, compelling power 
the executive’s arrangements should be created to 
defeat this issue. Energy-effective correspondence 
networks for EPS can be accomplished by 
consolidating power on the board in both fringe (for 
example IoT sensor hubs and cell phones) and 
access (for example base stations, switches, and 
switches) network hardware of the communications 
organization. This segment examines the energy 
proficient correspondence procedures for remote, 
wired, optical, and optical-remote correspondence 
networks [44]. 
 Optical-remote correspondence organizations, 
regularly known as fiber-remote (Fi-Wi) 
correspondence organizations, join the universality, 
inclusion, and adaptability of remote 
correspondence networks with the speed and the 
dependability of optical correspondence 
organizations. A great many IoT gadgets associated 
across EPS produce a lot of information (or 
enormous information), making it trying to store, 
track, break down, catch, fix, search, share, move, 
secure, envision, and decipher the created 
information [45]. It is trying to deal with enormous 
information utilizing conventional information 
preparing applications because of the 
accompanying exceptional attributes that are related 
to large information [46]. 
A prescribed answer for conquer enormous 
information storage and preparing challenge is 
Apache Hadoop – an open-source programming 
system. Hadoop uses huge groups of ware workers 
to empower dispersed handling of enormous 
information. Hadoop has various favorable 
circumstances including equipment framework 
adaptability, cost productivity, information type 
adaptability, and adaptation to non-critical failure, 
which makes it a main possibility for putting away, 
overseeing, and handling huge information [47]. 
Giving computational capacities to the IoT gadgets 
and the organization edge gadgets (for example 
entryways and switches) have brought about a 
change in outlook from associated/organized IoT 
gadgets to keen IoT gadgets. The distinctive IoT 
gadgets and applications producing constant 
information are scattered over huge geological 
zones and uphold an assortment of utilization cases 
and areas. A unified calculation and capacity 
arrangement (for example cloud) for on-going 
heterogeneous IoT information isn't ideal. IoT 
applications have exacting prerequisites like high 
throughput during brief timeframe periods, 
exceptionally low inertness, and brief dynamic 

dependent on continuous information examination, 
which distributed computing can't fulfil. With all 
the IoT gadgets and applications sending 
administration solicitations to the cloud, it is trying 
to serve these solicitations progressively bringing 
about wasteful help provisioning and expanded 
inertness. Moreover, IoT biological systems are 
compelled as far as low power communication 
devices, limited energy, and lossy transactions, 
which require confined calculation and capacity 
solutions for handling, investigating, and putting 
away IoT information [48-52]. 
 As referenced previously, incorporated 
calculation and capacity are not ideal for IoT 
applications. The expanded IoT information speed 
and volume from the developing size of IoT 
gadgets can raise the weight on the correspondence 
network assets to a point where asset starvation 
happens. Along these lines, it is basic to limit the 
traffic embedded into the correspondence network. 
One approach to diminish the information traffic is 
by suitably conveying the information between the 
organization components dependent on their 
calculation capacities and accessible assets. 
Another approach to diminish the IoT information 
impression is the dimensionality decrease 
technique. This technique depends on the 
worldwide mindfulness and information on the IoT 
environment for disposing of excess and sifting 
through the commotion from IoT information 
parcels. The downside with the dimensionality 
decrease strategy is that it doesn't address the effect 
of IoT information trades on the correspondence 
organization. Information sifting strategies are 
utilized to address the effect of IoT information 
trades at an operational level. These strategies are 
circulated all through the correspondence 
foundation, checking the IoT information on the 
way for critical occasions. When a huge occasion is 
identified, information separating techniques name 
them with basic neighborhood data (for example 
network load) bringing about a more proficient 
treatment for these occasions at the operational 
level. The IoT information impression on the 
correspondence organizations can be additionally 
decreased by utilizing both information separating 
and information preparing techniques inside a 
similar IoT hub [53]. 
 “A cyber security vulnerability is a 
weakness in a computing system that can result in 
harm to the system or its operation, especially when 
this weakness is exploited by a hostile actor or is 
present in conjunction with particular events or 
circumstances [69]." Consider the theoretical 
danger where a rival can take data or bring down 
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servers, which could upset power system network 
tasks [53]. Cyber security protection is an issue for 
EPS modernization. On-going cyber-attacks on IoT 
devices incorporate the circulated distributed denial 
of service (DDoS) assault on Mirai botnet affecting 
more than 1,00,000 endpoints [54], ransom ware 
for smar devices that lock the consumers out, and 
request bitcoins to release, Bluetooth controlled 
locks that are effectively hacked, DoS attacks by a 

light that froze the controls of the whole keen home 
[55], and the simplicity by which a neighbor had 
the option to open the resident's front entryway 
smart lock, associated over Apple HomeKit, and 
acquired section into the house by basically giving 
the open voice order to Siri. 
 
 

 
Table 1: Different Challenges and Solutions for IoT in Electric Power systems 

IoT Challenge Solution Related reference 
Lack of features like energy 
management, cyber security  Obtain real time data through IoT  Adding hardware security to the 

existing sensors 
[19] 

Interoperability between 
different IoT standards  Maintaining standard connectivity  Having dynamic license spectrum 

[37-38] 
Energy management issues due 

different data formats 
Multi Hop technologies and 

distributed ring topology 
[39-42] 

Latency and data storage issues  Localized computation and Fog 
computing 

[34], [44-48] 
 Cyber Security  DoS Attacks 

 Limited access to IoT devices  Using more secured gateways 
[50-55] 

 
5. CONCLUSIONS 

The significance of IoT in changing EPS was 
introduced in this paper. Digitalizing the electrical 
parameters by utilizing IoT assists with bettering 
record for DER coordination; reduced energy 
wastage; and improve the effectiveness, 
unwavering quality, versatility, sustainability, and 
security of the electrical power grid. The job of IoT 
sensors for brilliant home situations was 
additionally introduced in this paper, wherein an 
itemized evaluation of the specialized boundaries of 
IoT sensors was given. Also, IoT sensors that are as 
of now available were reviewed. IoT for EPS 
presents an energizing zone of inventive 
development and improvement and essentially 
affects the economy, society, and climate; as far as 
expanded revenue in EPS, diminished CO2 
discharges, way of life accommodation, public 
security, energy preservation, cost decrease, and a 
sound living climate. 

Aside from the various focal points of IoT for 
EPS, it likewise has some related difficulties, viz. 
detecting, network, power the board, large 
information, calculation, multifaceted nature, and 
security. To guarantee the proceeded with 
development of IoT for EPS, it is fundamental to 
create practical answers to handle its developing 
unpredictability. A portion of the suggested 
arrangements were audited in the paper. A possible 
course to deal with the intricacy of future IoT can 
be propelled by cerebrum processing. 

Computational knowledge is the eventual fate of 
dealing with unpredictability in counterfeit 
frameworks. 
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