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ABSTRACT 
The objective of this research is to develop a taxonomy of software development projects risk factors in 
Kuwait. An intense review of more than 30 papers published in peer review journals in the field of 
information technology area in the period of 2000-2018. A number of 59 risk factors from the literature 
were collected. Seven IT experts from Kuwait validated these risk factors in two focus group sessions. 
The outcome of this research produced taxonomy of 28 risk factors that applies to Kuwait. 
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1. INTRODUCTION 
 

Kuwait is an Arab state located in the 
northeast of the Arabian Peninsula in Western 
Asia. Oil was discovered in 1934, which 
transformed the local economy. The Kuwaiti 
standard of living was among the highest in the 
world by the early 1980s. Kuwait's Gross 
Domestic Product (GDP) reached 112.81 
billion US dollars in 2015, representing 0.18 
percent of the world economy. 
 

In 2017, the government of Kuwait lunched 
a new national strategic plan, NEW KUWAIT 
2035, in which Information communication 
technology (ICT) sits at the heart of the 
government’s strategy, New Kuwait. According 
to the new strategy many ICT projects needs to 
be delivered. However, according to [1] critical 
success factors in the developed world cannot 
be adopted in the developing world without 
alterations and modifications due to cultural and 
social dissimilarities. Further, with a high 
failure rate of software development projects [2] 
and [3], this could involve many challenges for 
government entities delivering successful 
projects. [4] Suggests that professionals should 

concentrate on the factors that contribute most 
to the failure of IS projects in their 
organizations. One of the most challenging 
processes in a software development project is 
risk management, i.e. risk assessment and 
mitigation. Further, it is argued that risks exist 
in every software development project leading 
to a challenging task recognizing and evaluating 
risks and uncertainties [5]. 
 

This paper focuses on identifying risk 
factors available in the selected literature and 
verifying which factors could apply and could 
affect the success of software development 
projects included in Kuwait new strategic plan. 
The objective of this research focuses on 
surveying the literature to collect available risk 
factors as an attempt to produce risk taxonomy 
that could apply to Kuwait environment and can 
be used as a checklist, which is a common and 
simple method for IT practitioners to execute at 
the commencement of software development 
projects. 
 
2. REASERCH EXPERIMENT 

 
The research design is divided into two 

steps: addressing the research questions (section 
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2.1) then presenting how the research 
experiment will be executed (section 2.2). 

 
2.1 Research Questions 

This research attempt to answer the 
following questions: 
1. What are the software development risk 

factors that exist in the literature? 
2. To what extent do the identified risk factors 

in the literature apply to Kuwait? 
 
2.2 Research Design 

A survey of the literature was carried out as 
an attempt to identify information system 
development risk factors. The literature review 
focused on 25 peer review journals ranked 
among computer science and information 
system journals. The papers were selected from 
the time period of 2000 until 2018, with 
considerations of certain key words. Key words 
such as risk, risk factors, critical success factors, 
and critical failure factors were noted during the 
exploration of the titles and abstracts. The 
authors argue that a total of 34 research papers 
could provide a reasonable representation of the 
literature. Some of the methodologies used in 
the recognized papers were based on qualitative 
and quantitative approaches and were 
conducted in various parts of the world. 
The final finding of the literature review 
identified 59 risk factors. Seven local experts in 
the field of IT validated this list and participated 
in two focus group sessions with the objective 
of investigating the extent of the applicability of 
each risk factor to the local environment of 
Kuwait, as explained in Appendix A. 
 
3. ANALASYS OF LITRATURE REVIEW 

 
The literature survey was conducted in 

three steps: data collection from peer reviewed 
journals (section 3.1), review of similar work 
(section 3.2), and validating the outcome with 
experts in the field (section 3.3). 
 
3.1 Risk Factors (RF) Taxonomy 59 RF 

The authors have conducted an intense 
literature review to identify software 
development risk factors. This section describes 
the collection of risk factors that were collected 
from 34 research articles/papers and were 
derived from 25 different Journals from the 
period of 2000-2018. A total of 59 risk factors 
were collected from previous studies. The 
journals were in the discipline of computer 

science and information systems with a key 
word search of risk factors, critical factors and 
failure factors. 

The number of references per risk factor was 
accumulated according to the number of 
references that appeared in the literature; the 
most frequent risk factors were ranked 
accordingly. Table 1 (see Appendix A for more 
details) presents risk factors collected from 
previous papers and shows the number of 
references or frequency of appearance in 
literature for each risk factor. 
 

Table 1: risk factors collected from literature 
No of 
Risk 
factor 

Risk factor No of ref 

RF1 Budget related risk 21 
RF2 Miscommunication 19 

RF3 
Poor understanding of 
user requirements 

17 

RF4 Unrealistic schedules 17 
RF5 Complexity of a project 17 

RF6 
Lack of top management 
commitment to project 

15 

RF7 
No planning or 
inadequate planning 

15 

RF8 
Inadequate project 
management 

14 

RF9 
Project manager may 
have no control 

14 

RF10 Inadequate requirements 13 
RF11 Technological newness 13 
RF12 Lack of expertise 13 
RF13 Team related risk 12 

RF14 
People and personality 
failures 

12 

RF15 Conflicts of people 12 

RF16 
Ineffective 
communications with 
users 

12 

RF17 
Poor or nonexistent 
control 

12 

RF18 Insufficient training 11 
RF19 User resistance to change 11 

RF20 
Organizational 
environment risk 10 

RF21 
Lack of definition of roles 
and responsibilities in 
software projects 

10 

RF22 Lack of knowledge 10 
RF23 Schedule pressure 10 

RF24 

Lack of senior 
management 
commitment and 
technical leadership 

10 

RF25 
Lack of agreement on 
project goals 

10 
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RF26 
Changing 
scope/objectives 

10 

RF27 Inappropriate staffing 10 

RF28 
Lack of adequate user 
involvement 

10 

RF29 
Lack of adequate 
technology 
infrastructure 9 

RF30 Resource insufficiency 9 
RF31 Application complexity 9 

RF32 
Inadequate user 
participation 

9 

RF33 Team Turnover 9 

RF34 
Choosing the wrong 
development strategy 

9 

RF35 A climate of change 8 

RF36 
Unclear Description of 
the real environment 8 

RF37 
Lack of strategy 
alignment 

8 

RF38 Poor quality deliverables 8 

RF39 
Ignoring the Non-
functional requirements 7 

RF40 
Lack of frozen 
requirements 7 

RF41 Technology shortfalls 7 

RF42 
Failure of technology to 
meet specifications 7 

RF43 Task complexity 7 

RF44 
Inability to test in the 
operational environment 6 

RF45 

Mismatch between 
company culture and 
required business 
process changes 6 

RF46 Data Loss 6 

RF47 
Continually changing 
scope and system 
requirements 5 

RF48 
Conflicting User 
Requirements 5 

RF49 Lack of data integration 5 

RF50 
Budget not enough for 
maintenance activities 

5 

RF51 
Not thoroughly defining 
the scope of the new 
system 

5 

RF52 
Trying new development 
method/technology 
during important project 

5 

RF53 Low quality of testing 5 
RF54 Scope Risk 4 

RF55 

Failure to follow an 
enterprise-wide design 
that supports data 
integration 

4 

RF56 
Lack of architecture and 
quality software project 

4 

RF57 
Failure to get project 
plan approval from all 
parties 

4 

RF58 
Un acceptance of the 
Plan in time by client 

3 

RF59 
Lack of knowledge 
needed for component 
integration 

2 

 
 

3.2 Validation of Risk Factors through Focus 
Group 
The focus group method was used to reveal 

individual opinions through prepared group session. 
The focus group method has become a primary 
qualitative method in social science research and is 
increasingly used across numerous academic 
disciplines [8], [9], but it is rarely applied in the 
information system development discipline. 

The Focus Group study was divided into two 
sessions (see figure 1) to validate the risk factors 
from Table1. The sessions were applied in this 
research with seven IT experts from Kuwait 
forming a group for validating risk factors, which 
were collected from the literature. The seven IT 
experts have more than 20 years of experience 
managing IT projects in different sectors (private and 
government). The experts hold different roles in the 
IT discipline. Three are directors of an IT center and 
one as head of the decision support department in a 
government entity, and three are from academia 
acting as IT consultants in private and government 
sectors. Each one of these experts has managed or 
participated in more than ten software development 
projects with a budget for each project ranging from 
100,000$ US and up to ten million US dollars. The 
aim of the focus group is to validate each risk factor 
from Table 1 and investigate to what extent it applies 
to the Kuwait environment. 
 

Literature Review
59 Risk Factors

Focus Group session 1
37 Risk Factors

Focus Group session 2
28 Risk Factors
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Figure 1: Experiment validation steps with IT experts 
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The focus group method allows the collection 
of multiple individual opinions simultaneously [10] 
and helps in establishing agreement or 
disagreement on explanations and or 
understandings of the study [11]. 
Two session were conducted with a quest to answer 
the following four questions: 
a. Does each risk factor apply to the Kuwait 

environment? 
b. How often did each risk factor exist in any   

project you have participated in? 
b. Do we need to reliable the risk factor? 
c. Do we need to combine one risk factor with 

another/others? 
 

The authors played the role of facilitator to 
administer the focus group session, which is an 
important part of conducting a successful session. 
Prior to the session, an explanation of the purpose 
of the sessions was passed to the participants along 
with a complete set of information covering a) risk 
factor list (Table 1), b) description of each risk 
factor, c) explanation of the questions above.  
3.2.1 Session 1 

In session one the experts/participants 
started to validate each risk factor in the list (Table 
1), comparing each risk factor with the others, 
looking for similarities of meaning. Risk factors 
with a similar meaning were combined. Risk 
factors that do not apply or rarely applied to Kuwait 
were dropped from the list. 

Session one took four hours to complete the 
list and produced a new list as seen in Table 2 
(listed below) which consists of 37 risk factors.  

 
 
 

Table 2: Risk Factor List Post Session One 
Risk  
factor 
NO 

Risk factor 

R1 Miscommunication 

R2 
Insufficient control of Project 
manager 

R3 Team capability 

R4 
Poor understanding of user 
requirements 

R5 Complexity of a project     
R6 Unrealistic schedules    
R7 Team Conflict  
R8 Innovative Technology 

R9 
Lack of top management 
commitment to project    

R10 
No planning or inadequate 
planning         

R11 Changing scope/objectives            
R12 Inadequate project management   
R13 Inadequate requirements          
R14 Lack of expertise           

R15 
Lack of agreement on project 
goals      

R16 resistance to change      
R17 Insufficient training    
R18 Organizational environment risk   

R19 
Lack of definition of roles and 
responsibilities  

R20 Lack of knowledge      
R21 Schedule pressure          

R22 
Lack of senior management 
technical leadership    

R23 Resource insufficiency    
R24 Team Turnover      

R25 
Choosing the wrong development 
strategy      

R26 A climate of change 
R27 Lack of strategy alignment           
R28 Poor quality deliverables     

R29 
Insufficient enterprise-wide 
design and data integration 

R30 Lack of frozen requirements    
R31 Technology shortfalls     

R32 
Failure of technology to meet 
specifications    

R33 
Inability to test in the operational 
environment 

R34 Data Loss      

R35 
Budget not enough for 
maintenance activities 

R36 Low quality of testing     

R37 
Lack of architecture and quality 
software project      

 
 
 
 

3.2.2 Session 2 
In session two, which was conducted after 

two days, the participants were asked to go 
through each risk factor from Table 2 and apply 
the same approach that was conducted in session 
one. More insights and remarks were raised by the 
participants about the existence of each risk factor 
in the environment of Kuwait. The 
experts/participants relate the discussions with 
real examples from projects they executed. The 
session ended with a number of 28 risk factors as 
seen in Table 3 and took more than three hours. 

 
Table 3: Final Risk Factor List Post Session2 
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Risk factor 
number 

Risk factor 

R1 Miscommunication 

R2 
Insufficient control of Project 
manager 

R3 Team capability 

R4 
Poor understanding of user 
requirements 

R5 Complexity of a project 
R6 Unrealistic schedules 
R7 Team Conflict 

R8 
Lack of top management 
commitment to project 

R9 
No planning or inadequate 
planning 

R10 Changing scope/objectives 
R11 Inadequate project management 
R12 Inadequate requirements 
R13 Lack of expertise 
R14 Resistance to change 
R15 Insufficient training 

R16 
Lack of definition of roles and 
responsibilities 

R17 Lack of knowledge 
R18 Schedule pressure 

R19 
Lack of senior management 
technical leadership 

R20 Resource insufficiency 
R21 Team Turnover 

R22 
Choosing the wrong 
development strategy 

R23 Lack of strategy  alignment 
R24 Poor quality deliverables 
R25 Lack of frozen requirements 
R26 Technology shortfalls 

R27 
Budget not enough for 
maintenance activities 

R28 Low quality of testing 
 
 

4. DISCUSSION AND LIMITATION 
 
This research undertook an intense literature 

review of the risk factors in software development 
projects. The outcome of the review produced 59 
risk factors available in the literature. This 
taxonomy was filtered at a later stage by experts 
from Kuwait in the field of Information Technology 
and produced 28 risk factors to present risk factors 
taxonomy more common to the Kuwait 
environment according to experts’ judgment. 
However, this produced taxonomy needs to be 
updated frequently due to rapidly changing 
technology. This produced taxonomy could be 
considered as a generic list to be used in software 
development projects, however its not specific to 
the nature of different project, i.e., ERP, agile, e-

Government. This limitation could be resolved by 
categorization into different types of software 
development projects, then 
emphasizing/categorizing the risk factors by the 
type of project. On the level of risk factor, it might 
be more descriptive to categorize each risk factor 
by its relative dimension/environment, i.e. 
personnel, project, technology and organization. 
The taxonomy lacks the degree of severity of each 
risk factor that could help in providing a ranked list. 
This could present each risk factor with its degree 
of severity which calls for a survey instrument 
among experts in the field to reach a general view 
of the severity of each risk factor. 

 
Focus group methodology used in the two 

sessions assisted in revealing insights from the 
experts. For example, one expert revealed that “in 
government organizations, there is a need to 
provide more training programs on Project 
Management to all team personal because it was 
apparent that most lack proper knowledge in this 
important area”. Focus group method was 
successful method to be used to extract the opinion 
and insight from experts. however, it consumes 
some time and needs prior preparation and precise 
control to achieve a successful outcome. 
 
5.     CONCLUSION 
 
      This research has used qualitative 
methods to identify and validate the risk 
factors that exist in software development 
projects in Kuwait. An intense literature 
review was conducted to collect 59 different 
risk factors from a number of peer reviewed 
journals in the field of information technology 
from the period of 2000-2018. Focus group 
methodology which is rarely used in the field 
of information technology was applied as a 
mean for a) validating 59 risk factors that could 
be applicable to the Kuwait environment, and 
b) filtering, combining, and or renaming each 
risk factor. A final list of 28 was produced in 
this research providing more contemporary 
risk factors taxonomy that can be used by IT 
practitioners in Kuwait. It was noted that IT 
practitioners in government organizations 
needs more training in the field of Project 
Management in order to achieve successful 
outcome. 

 
REFERENCE 
 



Journal of Theoretical and Applied Information Technology 
15th May 2020. Vol.98. No 09 

 © 2005 – ongoing  JATIT & LLS    

 

ISSN: 1992-8645                                                                  www.jatit.org                                                      E-ISSN: 1817-3195 

 
1518 

 

[1] Azimi, A., & Manesh, F. S. (2012). A New 
Model to Identify and Evaluate Critical 
Success Factors in the IT Projects; Case 
Study: Using RFID Technology in" Iranian 
Fuel Distribution System”. International 
Journal of Information Science and 
Management (IJISM), 99-112. 

[2] J. Charlotte& T. Macaulay, 2019, 
Computerworld, Accessed [1 December 
2019] 
https://www.computerworld.com/article/3
412197/top-software-failures-in-recent-
history.html 

[3] Hirsch, J. (2014). Toyota recalls 1.9 million 
Prius hybrids to fix software problem. 
Accessed [10 October 2019] from: 
http://articles.latimes.com/2014/feb/12/autos/
la-fi-hy-toyota-prius-recall-20140212 

[4] Sweis, R. (2015). An investigation of failure in 
information systems projects: The case of 
Jordan. Journal of Management Research, 
7(1), 173-185. 

[5] Vahidnia, S., Tanrıöver, Ö. Ö., & 
Askerzade, I. N. (2016). An Evaluation 
Study of General Software Project Risk 
Based on Software Practitioners 
Experiences. International Journal of 
Computer Science & Information 
Technology (IJCSIT) Vol, 8. 

[6] Abdelrafe, E., Hussin, B., & Salleh, N. 
(2016). Top fifty software risk factors and 
the best thirty risk management techniques 
in software development lifecycle for 
successful software projects. International 
Journal of Hybrid Information 
Technology, 9(6), 11-32. 

[7] Alfaadel, F., Alawairdhi, M., & Al-Zyoud, 
M. (2012, April). Success and failure of IT 
projects: a study in Saudi Arabia. In 
Proceedings of the 11th WSEAS 
international conference on Applied 
Computer and Applied Computational 
Science (pp. 77-82). World Scientific and 
Engineering Academy and Society 
(WSEAS). 

[8] S. Wilkinson. Focus groups. Doing social 
psychology research, pages 344–376, 
2004. 

[9] Subiyakto, A. A., Ahlan, A. R., Putra, S. J., 
&Kartiwi, M. (2015). Validation of 
information system project success model: 
a focus group study. SAGE Open, 5(2), 
2158244015581650. 

[10] Carey, M. A., & Smith, M. W. (1994). 
Capturing the group effect in focus 

groups: A special concern in analysis. 
Qualitative health research, 4(1), 123-127. 

[11] Cyr, J. (2016). The pitfalls and promise of 
focus groups as a data collection method. 
Sociological methods & research, 45(2), 
231-259. 

[12] Forbes, C., Evans, M., Hastings, N., & 
Peacock, B. (2011). Statistical 
distributions. John Wiley & Sons. 

[13] Lokman, A. M., Yamanaka, T., Lévy, P., 
Chen, K., & Koyama, S. (Eds.). (2018). 
Proceedings of the 7th International 
Conference on Kansei Engineering and 
Emotion Research 2018: KEER 2018, 19-
22 March 2018, Kuching, Sarawak, 
Malaysia (Vol. 739). Springer. 

[14] Hajeer, S. A. I. (2012). Critical Risk 
Factors for Information System (IS) 
Projects (IS) Projects between Sink and 
Swim. International Journal of Computer 
Science Engineering & Technology, 2(6). 

[15] Reed, A. H., & Knight, L. V. (2013). 
Project duration and risk factors on virtual 
projects. Journal of Computer Information 
Systems, 54(1), 75-83. 

[16] Shrivastava, S. V., & Rathod, U. (2017). A 
risk management framework for 
distributed agile projects. Information and 
software technology, 85, 1-15. 

[17] Hijazi, H., Alqrainy, S., Muaidi, H., & 
Khdour, T. (2014). Identifying Causality 
Relation between Software Projects Risk 
Factors. IJSEIA, 8(2), 51-58. 

[18] Schmidt, R., Lyytinen, K., Keil, M., & 
Cule, P. (2001). Identifying software 
project risks: An international Delphi 
study. Journal of management information 
systems, 17(4), 5-36. 

[19] Mohapatra, B. R., & Panda, J. K. (2016). 
Investigation of Risk Factors in Software 
Engineering Projects. International 
Journal of Engineering and Management 
Research (IJEMR), 6(5), 207-211. 

[20] Gholami, S. (2012). Critical risk factors in 
outsourced support projects of IT. Journal 
of Management Research, 4(1), 1. 

[21] Hoodat, H., & Rashidi, H. (2009). 
Classification and analysis of risks in 
software engineering. World Academy of 
Science, Engineering and Technology, 
56(32), 446-452. 

[22] Ziemba, E., &Oblak, I. (2013, July). 
Critical success factors for ERP systems 
implementation in public administration. 
In Proceedings of the Informing Science 



Journal of Theoretical and Applied Information Technology 
15th May 2020. Vol.98. No 09 

 © 2005 – ongoing  JATIT & LLS    

 

ISSN: 1992-8645                                                                  www.jatit.org                                                      E-ISSN: 1817-3195 

 
1519 

 

and Information Technology Education 
Conference (pp. 1-19). Informing Science 
Institute. 

[23] Egbokhare, F. A. (2014). Causes of 
software/information technology project 
failures in nigerian software development 
organizations. African J. Comput. 
ICT, 7(2), 107-110. 

[24]. Risk factors in enterprise-wide/ERP 
projects. Journal of information 
technology, 15(4), 317-327. 

[25] Samantra, C., Datta, S., Mahapatra, S. S., 
&Debata, B. R. (2016). Interpretive 
structural modelling of critical risk factors 
in software engineering project. 
Benchmarking: An International Journal. 

[26] Sherer, S. A., & Alter, S. (2004). 
Information systems risks and risk factors: 
are they mostly about information 
systems?. Communications of the 
Association for Information Systems, 
14(1), 2. 

[27] Al-Shehab, A., Al-Fozan, T., Montibeller, 
G., Hughes, R. T., & Winstanley, G. 
(2009). Structuring risk in e-government 
development projects using a causal 
model. In ECIW2009-8th European 
Conference on Information Warfare and 
Security: ECIW2009 (p. 78). Academic 
Conferences Limited. 

[28] Ibrahim, R., Ayazi, E., Nasrmalek, S., & 
Nakhat, S. (2013). An investigation of 
critical failure factors in information 
technology projects. Journal of Business 
and Management, 10(3), 87-92. 

[29] Kaur, B. P., &Aggrawal, H. (2013). Critical 
failure factors in information system: an 
exploratory review. Journal of global 
research in computer science, 4(1), 76-82. 

[30] Sarigiannidis, L., & Chatzoglou, P. D. 
(2014). Quality vs risk: An investigation 
of their relationship in software 
development projects. International 
Journal of Project Management, 32(6), 
1073-1082. 

[31] Zhou, L., Vasconcelos, A., & Nunes, M. 
(2008). Supporting decision making in 
risk management through an evidence‐
based information systems project risk 
checklist. Information management & 
computer security. 

[32] Ackermann, F., & Alexander, J. (2016). 
Researching complex projects: Using 
causal mapping to take a systems 

perspective. International Journal of 
Project Management, 34(6), 891-901. 

[33] Bloch, M., Blumberg, S., &Laartz, J. 
(2012). Delivering large-scale IT projects 
on time, on budget, and on value. Harvard 
Business Review, 2-7. 

[34] Bartlett, J. (2002). Managing risk for 
projects and programmes: a risk 
management handbook. Project Manager 
Today Publications. 

[35] Bratton, M., &Liatto-Katundu, B. (1994). 
A focus group assessment of political 
attitudes in Zambia. African Affairs, 
93(373), 535-563. 

[36] Barki, H., Rivard, S., & Talbot, J. (1993). 
Toward an assessment of software 
development risk. Journal of management 
information systems, 10(2), 203-225. 

[37] Boehm, B. W. (1991). Software risk 
management: principles and practices. 
IEEE software, 8(1), 32-41. 

[38] Cule, P., Schmidt, R., Lyytinen, K., & Keil, 
M. (2001). Strategies for heading off IS 
project failure. In New Directions in 
Project Management (pp. 47-62). 
Auerbach Publications. 

[39] Cowton, C. J., & Downs, Y. (2015). Use of 
focus groups in business ethics research: 
potential, problems and paths to progress. 
Business Ethics: A European Review, 24, 
S54-S66. 

[40] Dorofee, A. J., Walker, J. A., Alberts, C. J., 
Higuera, R. P., & Murphy, R. L. (1996). 
Continuous Risk Management 
Guidebook. CARNEGIE-MELLON 
UNIV PITTSBURGH PA. 

[41] de Oliveira Barros, M., Werner, C. M. L., 
& Travassos, G. H. (2004). Supporting 
risks in software project management. 
Journal of Systems and Software, 70(1-2), 
21-35. 

[42] D. L. Morgan. Focus groups. Annual 
review of sociology, 22(1):129–152, 1996. 

[43] Gammie, E., Hamilton, S., &Gilchrist, V. 
(2017). Focus group discussions. The 
Routledge Companion to Qualitative 
Accounting Research Methods, Taylor & 
Francis, New York, NY, 372-386. 

[44] Gupta, R., & Naqvi, S. K. (2014). A 
framework for applying critical success 
factors to ERP implementation projects. 
International Journal of Business 
Information Systems, 17(4), 469-490. 

[45] Gupta, D., & Sadiq, M. (2008, August). 
Software risk assessment and estimation 



Journal of Theoretical and Applied Information Technology 
15th May 2020. Vol.98. No 09 

 © 2005 – ongoing  JATIT & LLS    

 

ISSN: 1992-8645                                                                  www.jatit.org                                                      E-ISSN: 1817-3195 

 
1520 

 

model. In 2008 International Conference 
on Computer Science and Information 
Technology (pp. 963-967). IEEE. 

[46] Gammage, M. (2011). Why Your IT 
Project May Be Riskier Than You Think. 
HARVARD BUSINESS REVIEW, 
89(11), 22-22. 

[47] Gil-García, J. R., & Pardo, T. A. (2005). E-
government success factors: Mapping 
practical tools to theoretical foundations. 
Government information quarterly, 22(2), 
187-216. 

[48] Hamdan, A. R., Yahaya, J. H., Deraman, 
A., &Jusoh, Y. Y. (2016). The success 
factors and barriers of information 
technology implementation in small and 
medium enterprises: an empirical study in 
Malaysia. International Journal of 
Business Information Systems, 21(4), 
477-494. 

[49] Keil, M., Li, L., Mathiassen, L., & Zheng, 
G. (2008). The influence ofchecklists and 
roles on software practitioner risk 
perception and decision-making. Journal 
of systems and software, 81(6), 908-919. 

[50] Kliem, R. L. (2000). Risk management for 
business process reengineering projects. 
Information systems management, 17(4), 
71-73. 

[51] Liu, S. (2015). Effects of control on the 
performance of information systems 
projects: the moderating role of 
complexity risk. Journal of Operations 
management, 36, 46-62. 

[52] Lianying, Z., Jing, H., &Xinxing, Z. 
(2012). The project management maturity 
model and application based on 
PRINCE2. Procedia Engineering, 29, 
3691-3697. 

[53] M.M.Hennink.Cross-
culturalfocusgroupdiscussions.InANewEr
ainFocusGroup Research, pages 59–82. 
Springer, 2017. 

[54] Macrotrends. Brent crude oil prices - 10 
year daily chart. Sponsored Financial 
Con- tent, Accessed [20Oct. 2018]. URL 
https://www.macrotrends.net/2480/brent-
crude-oil-prices-10-year-daily-chart. 

[55] McFarlan, W. (1982). Portfolio approach to 
information-systems. Journal of Systems 
Management, 33(1), 12-19. 

[56] Mursu, A., Lyytinen, K., Soriyan, H. A., & 
Korpela, M. (2003). Identifying software 
project risks in Nigeria: An international 
comparative study. European Journal of 
Information Systems, 12(3), 182-194. 

[57] Pandian, C. R. (2006). Applied software 
risk management: A guide for software 
project managers. Auerbach Publications. 

[58] Rotchanakitumnuai, S. (2007, September). 
The important risk factors of e-government 
service adoption. In 2007 International 
Conference on Wireless Communications, 
Networking and Mobile Computing (pp. 
3657-3660). IEEE. 

[59] Standing, C., Guilfoyle, A., Lin, C., & 
Love, P. E. (2006). The attribution of 
success and failure in IT projects. 
Industrial Management & Data Systems. 

[60] Smithson, J. (2000). Using and analysing 
focus groups: limitations and possibilities. 
International journal of social research 
methodology, 3(2), 103-119. 

[61] Vrhovec, S. L., Hovelja, T., Vavpotič, D., 
& Krisper, M. (2015). Diagnosing 
organizational risks in software projects: 
Stakeholder resistance. International 
journal of project management, 33(6), 
1262-1273. 

[62] Wong, G., Cooper, B. J., &Dellaportas, S. 
(2015). Chinese students’ perceptions of 
the teaching in an Australian accounting 
programme–an exploratory study. 
Accounting Education, 24(4), 318-340. 

[63] Wat, F. K. T., Ngai, E. W., & Cheng, T. E. 
(2005). Potential risks to e-commerce 
development using exploratory factor 
analysis. International Journal of Services 
Technology and Management, 6(1), 55-71. 

[64]. Risk factors in enterprise-wide/ERP 
projects. Journal of information 
technology, 15(4), 317-327. 

 
 
 

 
 
 
 
 

 
 

 
 



Journal of Theoretical and Applied Information Technology 
15th May 2020. Vol.98. No 09 

 © 2005 – ongoing  JATIT & LLS    

 

ISSN: 1992-8645                                                                  www.jatit.org                                                      E-ISSN: 1817-3195 

 
1521 

 

Appendix-A 
  

No 
of Risk 
factor 

Risk factor References No 
of 
reference
s 

RF1 Budget related risk 
[6],[14],[15],[17], [18],[19] ,[20],[21],[25],[26],[28],[29]  

,[30],[31],[32],[35],[36],[40],[42], [47],[50] 
21 

RF2 Miscommunication 
[14],[15],[16],[17], [18] ,[20] , [22],[27] ,[28] , [29] , [30],[56],[26],[21] 

, [31],[32],[33] 19 

RF3 
Poor understanding of user 
requirements 

[6], [15] , [16], [17], [18], [19] ,[21],[22],[23] ,[24],[26] 
[29],[30],[51],[52], [56] , [64] 

17 

RF4 Unrealistic schedules [6],[14],[15],[16],[17],[18],[19],[22],[28],[64], [56] ,[26],[25] ,[30] ,[21] 15 

RF5 
Complexity of a project [12],[13], [14], ]15[ ,[16],[17], [18],[20],[61] , [22] , [26], [27] 

,[29],[51],[30] ,[21] ,[52] 
17 

RF6 
Lack of top management 
commitment to project 

[12], [15], [24], [25],[18],[19],[20],[22], [14], [28], [29], [30],[56], [26], 
[61] 

15 

RF7 
No planning or inadequate 
planning 

[6],[12],[15],[18], [19], [20],[22] , [23],[14] , [52],[56] ,[26], [27],[30], 
[31] 

15 

RF8 
Inadequate project 
management 

[12],[13], [15],[24], [18],[19],[20],[26], [27],[25],[21],[51],[52],[64] 14 

RF9 
Project manager may have 
no control 

[12],[20] , [21],[22] ,[14],[15],[27],[28] , [29]  ,[21] , [16],[18],[23],[24] 
14 

RF10 Inadequate requirements 
[14],[15],[16] , [17],[18],[27],[28] , [29],[30],[40],[51],[52],[53] 

 
13 

RF11 Technological newness [18] , [19],[20],[22] , [14] ,[15],[56],[25],[26],[51],[30],[32],[21] 13 
RF12 Lack of expertise [18],[15],[16], [22] , [14] , [13],[15],[18],[20],[22],[30],[55] 12 
RF13 Team related risk ]15[ , [22] , [14],[28] , [29] ,[26],[30] ,[21] , [16],[17],[18],[12] 12 

RF14 
People and personality 
failures 

]15[ , [24], [18] ,[19],[20],[21],[22], ,[26],[25],[30] ,[21] 11 

RF15 Conflicts of people [13], [24], [18] ,[19],[22] ,[25],[28] , [30],[55],[56] ,[26],[21] 12 

RF16 
Ineffective communications 
with users 

[12], [16],[14],[15],[16],[29] ,[26],[25], 
,[21] ,[22],[30],[32] 

12 

RF17 Poor or nonexistent control [12],[14],[15],[28],[51] ,[30] ,[21] , [22],[25],[26],[32],[64] 12 
RF18 Insufficient training [12],[15],[16],[17],[19],[20] ,[28] , [56] , [27],[21],[24] 11 
RF19 User resistance to change [22] , [14],[15],[16],[28] ,[29]  ,[26], [27],[28],[29],[30] 11 

RF20 
Organizational environment 
risk 

]15[ , [13] , [14],[20],[21],[22],[23],[25],[26],[30] 
 10 

RF21 
Lack of definition of roles 
and responsibilities in 
software projects 

[16[ ,[18] ,[19],[22],[29] , [30],[56] ,[26],[20],[21] 10 

RF22 Lack of knowledge [14],[15],[16], [29]  ,[26],[25] ,[20],[21] , [30] 10 
RF23 Schedule pressure [6],[12],[15], [18],  [28],[29],[25] ,[26], [27],[30] 10 

RF24 
Lack of senior management 
commitment and technical 
leadership 

[24], [18] , [22] , [14]  ,[28] , [29] , [6],[12],[15],[16] 10 

RF25 
Lack of agreement on project 
goals 

]24[ , [18] , [22] , [14] ,[28], [56] ,[26],[21], [14],[15] 10 

RF26 Changing scope/objectives [14],[28] , [56] ,[26], [16], [12],[17],[18],[27],[28] 10 
RF27 Inappropriate staffing ]24[ , [18] , [22] ,[14] , [56] ,[26], [27],[21],[15],[12] 10 

RF28 
Lack of adequate user 
involvement 

[14] ,[15],[16],[20] ,[28] , [29] ,[30],[31],[32],[56] 10 

RF29 
Lack of adequate technology 
infrastructure 

[14] ,[15],[16],[20] ,[21],[22] , [29] , [56]  ,[26] 
9 

RF30 Resource insufficiency [14] ,[15],[16],[17] , [22] ,[28],[27],[21] , [16] 9 
RF31 Application complexity [20] , [14],[26], [27],[21],[15],[12],[6],[30] 9 
RF32 Inadequate user participation [13] , [22], [56] ,[51], [14] ,[15],[16], [17] ,[20] 9 
RF33 Team Turnover [15],[22] ,[28] ,[26], [27] ,[21] , [16],[17],[18] 9 

RF34 
Choosing the wrong 
development strategy 

[14] ,[15],[16], [17] ,[20] ,[26],[30],[21] , [22] 9 

RF35 A climate of change [14] ,[28] ,[26],[21],[15],[16], [17] , [22] 8 

RF36 
Unclear Description of the 
real environment 

[14] ,[15],[ 19],[28] ,[26],[51] 
6 

RF37 Lack of strategy alignment [13] , [22] , [14] , [56] ,[26],[21], [17] , [22] 8 
RF38 Poor quality deliverables [14] ,[15],[16], [17] ,[20] ,[22] ,[28] ,[26] 8 
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RF39 
Ignoring the Non-functional 
requirements 

]17[ ,[29] ,[26],[25],[30],[21],[15] 
7 

RF40 Lack of frozen requirements ]18[ , [19], [22] , [14] , [56], ,[15],[16] 7 
RF41 Technology shortfalls [13], [19], [22] , [14] ,[15],[30], [32] 7 

RF42 
Failure of technology to meet 
specifications 

]24[ , [19],[28] , [56] ,[26], [14],[15] 
7 

RF43 Task complexity [14] ,[15],[16], [17] ,[18]   ,[26],[21] 7 

RF44 
Inability to test in the 
operational environment 

[14] ,[15], [19],[28] ,[26],[51] 
6 

RF45 
Mismatch between company 
culture and required business 
process changes 

]18[ , [22] , [14] ,[15],[16],[26] 

6 
RF46 Data Loss [14],[15],[20] ,[26], [16],[30] 6 

RF47 
Continually changing scope 
and system requirements 

[14],[15],[22] ,[21] , [16] 
5 

RF48 
Conflicting User 
Requirements 

]17[  , [22] ,[26],[21] , [16] 
5 

RF49 Lack of data integration ]24[  ,[28] ,[26],[14],[15] 5 

RF50 
Budget not enough for 
maintenance activities 

]17[ , [18] , [14] , [56] ,[21] 5 

RF51 
Not thoroughly defining the 
scope of the new system 

[22] ,[26],[25],[14],[15] 5 

RF52 
Trying new development 
method/technology during 
important project 

]18[  , [22] , [14] ,[15],[16] 5 

RF53 Low quality of testing [14] ,[15],[16], ]29[   ,[21] 5 

RF54 
Scope Risk [14], ]15[ , [17] ,[26] 

 4 

RF55 
Failure to follow an 
enterprise-wide design that 
supports data integration 

]24[  ,[26],[30],[32] 4 

RF56 
Lack of architecture and 
quality software project 

[26],[28],[29],[30] 4 

RF57 
Failure to get project plan 
approval from all parties 

]18[ , [19], [14] ,[15] 4 

RF58 
Un acceptance of the Plan in 
time by client 

]19[ , [29],[30] 3 

RF59 
Lack of knowledge needed 
for component integration 

[14] ,[15] 2 

 


