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ABSTRACT 

 

The discussion is made on the issue of transmitting video in a JPEG 2000 format using the JPWL tools 

(Wireless JPEG 2000) for noise-immunity coding through a noisy channel under conditions of burst errors 

occurrence. The major problem is the restoration of the lost packet using the JPWL tools. It is set out to 

conduct an experimental study on the ability of JPWL tools to correct burst errors. The methodology of the 

study consists in modelling a transmission of the JPWL protected video composed of 1,000 frames of one 

and the same image with a size of 1,024 x 768 pixels. The variable parameters of the study are as follows: 

the Reed-Solomon codes applied for protection, the number of image tiles, and the RTP (Real-time 

Transport Protocol) packet loss ratio. A standard variant of protection and a combination of the standard 

variant with an interleaving algorithm are considered. The final results of the experiment are the average 

values of the percentage of fully and partially restored tiles of the number of tiles in a code stream. A 

software system developed for the conduction of study is described, which includes the JPWL encoder and 

decoder, the tools for partitioning code streams into RTP packets, the tools for packet loss modelling, and 

the tools for frame assembly from the RTP packets. A macro flowchart of the JPWL encoder and decoder 

functioning is described. A method for the code stream interleaving is suggested, which is intended for 

increasing its resistance to burst errors. During the study process, the two hypotheses were put forward, 

which were confirmed by the experimental results obtained. The first hypothesis is that the standard JPWL 

tools are not able to correct burst errors. The second hypothesis is that the standard JPWL tools used in 

conjunction with the interleaving algorithm can recover burst errors. A side effect of the study is the 

conclusion on a slight improvement of the recoverability of tiles with the increasing number of tiles in a 

code stream. 
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1. INTRODUCTION  

 

This paper deals with the general problem of 

video transmission in the JPEG 2000 format [1] 

through a noisy channel, in particular, over wireless 

networks. The transmission is related to forwarding 

network packets that carry fragments of an encoded 

video stream. Due to the noise contamination of a 

channel, some packets can be corrupted and 

discarded. The consequence of such burst errors is a 

lack of adjacent fragments of video data in a 

receiver, which either complicates their decoding or 

renders the decoding procedure impossible. In order 

to protect a JPEG 2000 code stream during the 

transmission over wireless networks, a specification 

of ITU T.810 [2] was developed. It describes a set 

of tools applied for a single image, which are called 

JPWL. Since the JPEG 2000 video is a sequence of 

mutually independent images [3], JPWL is also 

used to protect video data. 

The purpose of this work is to conduct 

experimental studies on the ability of JPWL tools to 

correct burst errors. By a burst error is meant the 

loss of at least one network packet with data when 

transmitting it from a source to a receiver [4]. In 

order to carry out this study, a specialized software 

system is developed that is capable of performing 

JPWL encoding and decoding, partitioning a JPWL 

code stream into a sequence of network packets, 

and reassembling a JPWL code stream from the 

network packets with the modeling of their losses. 

This paper also considers the method of 

interleaving that can significantly improve the 

ability of standard tools to correct the burst errors, 

which is also a subject of the experimental study. 
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2. STUDY METHODOLOGY  

1.1. The studied structure of a code stream 

The study methodology is based on the set of 

JPWL protection tools designed to protect the code 

stream of a video frame [5]. When encoding in the 

JPEG 2000 format, a frame can be divided into 

several rectangular fragments (tiles), each of which 

is coded separately. The structure of a code stream 

is presented in Figure 1 [6]. 

 

 
 

Fig. 1. The Structure Of A JPEG 2000 Code Stream 

 

The SOC and EOC markers indicate the 

beginning and the end of a particular frame. The 

main header contains the image data as a whole: 

size, color scheme, number of tiles, etc. The tile 

header contains information on the rectangular 

image fragment including its grid lock. The tile data 

is actually an encoded image fragment. 

The JPWL tools can use two methods of 

protection [2]: 

• The CRC-16 or CRC-32 checksums 

that can only allow detecting the availability of 

errors in the data when using a minimum amount 

of parity codes. 

• The Reed-Solomon codes [7] of 

RS(n,k) (RS-codes) – intended not only for 

detecting but also for correcting the (n-k)/2 

corrupted data. Here, n is the length in bytes of a 

code word consisting of the protected data 

fragment and parity codes, and k is the number 

of bytes of the protected data. The RS(n,k) code 

allows correcting up to (n-k)/2 of corrupted bytes 

in a code word. The ITU T.810 specification 

provides for the usage of an entire family of RS-

codes from the "weakest" ones of RS(37,32) up 

to the "strongest" ones of RS(128,32) and 

RS(160,64). 

Since the checksums cannot be used to protect 

against burst errors, the present paper discusses the 

use of RS-codes only. 

A code stream is protected by adding thereto 

special segments. There are four types of segments 

provided. 

• EPC — the error protection 

capability. It is inserted only into the main 

header. Its mission is to inform a decoder that a 

code stream includes JPWL tools. It contains the 

description of the applied protection methods 

and, if necessary, their parameters. 

• EPB — the error protection block. It 

actually implements the data protection using the 

RS-codes. It is inserted into the main header and 

the tile headers. It contains the applied protection 

parameters and the redundant parity codes. 

• ESD — the error sensitivity 

descriptor. It determines the degree of sensitivity 

to errors in the code stream fragments. The more 

a code stream fragment contributes to the image 

being formed, the greater the sensitivity is. 

• RED — the residual error descriptor. 

It is used only in the headings of a decoded code 

stream. It describes the areas, which are either 

fully recovered or have not been recovered by 

the JPWL descriptor and contain residual errors. 

The ESD segment is used only by the JPWL 

encoder in order to implement the better protection 

of the most valuable areas of a code stream. It does 

not carry any useful information for the JPWL 

decoder, therefore significantly increasing the sizes 

of headings and of the entire code stream in 

general. In this regard, during the video 

transmission, it is advisable to abandon the use of 

the ESD segment [8, 9], and in the present study, 

this segment is not used. 

1.2. The method and program of the study 

The methodology of the study consists in 

modelling a transmission of the JPWL protected 

video composed of 1,000 frames of one and the 

same image with a size of 1,024 x 768 pixels, 

which was previously encoded by the JPEG 2000 

encoder of the OpenJpeg 2.1.0 system [10]. The 

resulting code stream is loaded into the research 

software system developed by the author, in which 

he consistently passes the following stages of 

processing: 

• The JPWL encoding.  

• The partitioning into RTP packets, which 

correspond to the RFC 5371 specification [11, 

12]. 

• The modelling of packet losses according 

to the specified percentage of losses. 

• The assembly of a code stream from the 

remained packets. 

• The JPWL decoding and the calculation of 

the decoding statistics.  

The constant parameters in the study are the 

method of headings protection and the size of an 

RTP packet. In order to protect the main header and 

the tile headers, the RS-codes are applied, which 
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are predefined in the T.810 specification. The RTP 

packet size equals to 1,024 bytes. 

The variable parameters of the study are the 

types of RS-codes being applied for the data 

protection, the packet loss ratio, and the number of 

tiles, into which an image is partitioned (it is 

determined by the selected size of a tile). The study 

program is presented in Table 1. 

 
Table 1. Study Program 

 

The 

number of 

tiles 

(tile size) 

The RS-codes for 

data protection 

The RTP 

packets loss 

ratio 

12 (256 x 

256) 

48 (128 x 

128) 

192 (64 x 

64) 

RS(37,32), 

RS(64,32), 

RS(96,32), 

RS(128,32) 

1, 3, 5, 10, 

15, 20, 25, 

30, 35, 40, 

45, 50 

 

The statistical results of the decoding are the 

number of fully and partially recovered tiles of a 

code stream. 

It should be noted that the most important part of 

a code stream is its main header. Therefore, for its 

added protection, the excessive duplication is 

usually applied to the packets containing its 

fragments [13], due to which, in this study, the 

burst errors will not be applied to the packets of the 

main header. 

2. MATERIALS AND METHODS  

2.1. The structure and functioning of the 

software system 

The dedicated software system was specially 

developed for this study, which consists of two 

modules: the preparatory one and the modelling 

one. The scheme of the system functioning is 

shown in Figure 2. 

The input data for the preparatory module is the 

JPEG 2000 code stream preliminary generated 

using the OpenJpeg 2.1.0, which comprises 12, 48 

or 192 tiles in compliance with the study program 

as well as the set of study parameters, in which the 

coding mode (with or without the use of 

interleaving) and the percentage of discarded 

packets are specified. The preparatory module 

performs the JPWL coding and the interleaving, if 

required, partitions the obtained code stream into 

the RTP packets in compliance with the RFC 5371 

specification, and downloads into intermediate files 

the obtained sequence of packets, their parameters 

(quantity, length, etc.), and the study parameters.  

 

  

Fig. 2. The Research Software System 

 

From the intermediate files, the modelling 

module uploads the prepared sequence of packets 

and the study parameters. Further, the cyclical 

iterations of the packet discard, the assembly of a 

frame and its processing by the JPWL decoder are 

carried out. The decoder counts the number of fully 

and partially recovered tiles. After executing 1,000 

of similar iterations, the arithmetic mean of these 

values is calculated, which characterizes the ability 

of the decoder to recover the code stream at the 

given parameters of encoding and at the specified 

level of burst errors. 

The JPWL encoder and decoder are the main 

units of this system. The present study uses the 

encoder and decoder libraries developed by the 

author for the system of video streaming [14, 15, 

16, 17]. 

2.2. The JPWL encoder 

A generalized flowchart of the JPWL encoder 

operation is shown in Figure 3. The input data are 

in fact presented by the JPEG 2000 code stream and 

the parameters of the applied JPWL protection 

tools. The encoder performs the markup of the main 

header and of each subsequent tile in the output 

buffer. At the same time, the data on the parameters 

of JPWL markers and their locations are recorded 

in the markup table of the output buffer. After 

finishing the passage through the output buffer, the 

length of the output stream is calculated as the sum 

of the input stream length and the lengths of all 

markers added thereto. The obtained length value is 

put into the markup table into the parameters of the 

EPC marker. Further, the input data and the 

 The modelling module 

 

 

 

 

 The preparatory module 
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parameters of the JPWL markers are copied to their 

places in the output stream. The last stage of 

encoding is the calculation and input of the EPB 

markers’ parity codes into the output stream. After 

this stage, the JPWl code stream is generated that 

meets the requirement of the backward 

compatibility, i.e. the JPEG 2000 decoder is 

capable of decoding this stream if it is not 

corrupted. When applying the algorithm of 

interleaving, an additional interleaving is 

performed, which results in the JPWL code stream 

that meets the requirement of the backward 

compatibility with the extension: the JPEG 2000 

decoder is capable of decoding such stream only at 

the availability of the JPWL decoder. 

  

Fig. 3. The JPWL Encoder Operation Flowchart 

2.3. The JPWL decoder 

A generalized flowchart of the JPWL decoder 

operation is shown in Figure 4. The JPWL decoder 

decodes the preassembled frame consistently 

analyzing the main header and the tile headers. If it 

is impossible to recover the main header, the whole 

frame is discarded. If the main header is 

successfully recovered, then the EPC segment 

analysis makes it possible to determine whether the 

interleaving of a code stream is applied or not. If 

the interleaving is applied, the decoder at first 

performs the inversion and only afterwards 

proceeds to analyze the tiles. If it is impossible to 

recover the tile heading, the whole tile is omitted, 

and the heading of the next tile is searched for. 

However, the omitted fragment is marked in the 

markup table of the input buffer as a corrupted one. 

In the event of a successful recovery of the main 

header or the tile header, the markup table is 

completed with the parameters and locations of all 

found JPWL markers. The recovery of the tile data 

is carried out only in the event of a successful 

recovery of its heading. At the same time, a part of 

the tile data can prove to be corrected and the other 

part — non-corrected. In this case, the entries are 

made into the table of RED intervals, which 

describe the beginning and the end of both the 

corrected and the non-corrected data fragments. 

 

 

Fig. 4. The JPWL Decoder Operation Flowchart 

Upon completion of viewing the input buffer, the 

data are copied into the output buffer, wherein all 

the JPWL input markers are omitted. If the table of 

RED intervals contains entries, the EPC segment is 

inserted into the main header indicating the 

presence of the RED segments in the code stream, 

and the headings of the partially recovered tiles are 

supplemented with the RED segments describing 

the addresses of the recovered or non-recovered 

fragments.  

The statistics of the JPWL decoder is calculated 

based on the results of the recovery of tile headings 

and data. If, after the process of decoding, the tile 

Recovery of the major 

heading 

 

Recovery of the tile 

headings 

 

Tile data recovery 

 

Markup table of the 

input buffer 

 

Markup table of the 

RED intervals 

 

Copying to the 

output buffer 

 

Segments to delete 

 

Segments to add 

 

JPEG 2000 code 

stream with the 

EPC and RED 

segments 

 

JPWL code stream 

 

To interleave? 

Yes 

 

Inversion 

 

No 

 

JPEG 2000 code stream JPWL protection 
parameters 

Markup of the main header 

Sequential markup of tiles 

Record of the stream length 
in EPC 

Markup table of the output 

buffer 

 

Data transmission to the 
output buffer 

Calculation of parity codes 

JPWL code stream 
To interleave? 

No 

Interleaving 

Yes 

Code stream with 
interleaving 



Journal of Theoretical and Applied Information Technology 
 10

th
 November 2015. Vol.81. No.1 

© 2005 - 2015 JATIT & LLS. All rights reserved.  

 

ISSN: 1992-8645                                                       www.jatit.org                                                          E-ISSN: 1817-3195      

 
38 

 

heading does not contain a RED segment, such tile 

is considered to be totally recovered. If a RED 

segment is present, the tile is considered to be 

recovered partially. The availability of the RED 

segment says nothing about the data quality in the 

partially recovered tile. Therefore, this study does 

not address this issue. 

2.4. The method of interleaving 

The JPWL encoder and decoder support both the 

standard method of protection corresponding to the 

T.810 specification and the algorithm of 

interleaving not relating to this specification [18]. 

The essence of the algorithm is that the main header 

remains unchanged, and the rest part of the code 

stream is subjected to the inversion. The main 

header contains an EPC segment, in which the total 

length of the code stream is recorded. The 

difference of the total length and the length of the 

main header determines the length of data that are 

to be inversed. These data are considered as a 

rectangular matrix filled in "by rows". The data in 

this matrix are inversed so that it could be filled in 

"by columns".  

Let us assume that L is the total length of a code 

stream, M is the length of the main header. Then, 

according to [19], the number of columns and rows 

of the matrix is calculated by the following 

formula: 

  ., 






 −
=−=

C

RC
N

ML
NMLN  

It should be noted that as a result of such 

inversion, the actual length of the code stream is 

somewhat increased on the side of the encoder, 

since the matrix can include up to NR-1 of "extra" 

elements. The JPWL encoder and decoder should 

consider this fact. 

The difference of the proposed interleaving 

method from the method described in [19] is that in 

this case, the interleaving is applied to the entire 

code stream except for the main header. The 

specification [19] suggests the interleaving of the 

parity codes only that are recorded in the EPB 

segments. 

3. THE EXPERIMENTAL STUDY  

3.1. Hypotheses and criteria 

The study verifies two main hypotheses. 

Hypothesis 1. The standard JPWL tools 

corresponding to the T.810 specification are not 

able to correct the burst errors. The criterion for 

confirming this hypothesis is the inverse linear 

dependence of the packet loss ratio and the total 

number of fully and partially restored tiles. 

Let us analyze the standard method of protection 

using the RS-codes. The RS(n,k) code word 

comprises two parts located in different portions of 

the code stream. The first part consists of the 

redundant parity codes with the length of n-k bytes, 

which are located in the main header or in the tile 

headers. The second part consists of the k 

information bytes protected from corruption. If a 

packet is lost, three variants are possible [20]. 

1. Both parts of the code word are lost — the 

recovery is impossible. 

2. The redundant parity codes are lost — the 

recovery is impossible. 

3. Only the information bytes are lost — the 

recovery is possible only if k≤(n-k)/2. This 

condition is met only by the RS(160,64), 

RS(80,25), RS(40,13) codes applied to protect 

the tile headings, and by the RS(96,32), 

RS(112,32), RS(128,32) codes applied to 

protect the tile data. The remaining 14 codes 

predefined by the standard are not able to 

perform a recovery. 

The analyzed in the study methods of protection 

by the RS(37,32) and RS(64,32) codes are not able 

to correct data in neither of the above mentioned 

variants. When applying the RS(96,32) and 

RS(128,32) codes, the data correction is possible in 

the variant 3, though this will cause a significant 

increase in the tile headings, which makes them 

much more vulnerable and can neutralize a possible 

positive effect.  

Hypothesis 2. The standard JPWL tools applied 

in conjunction with the algorithm of interleaving 

can recover the burst errors. The recovery ability 

depends on the used RS-codes and on the packet 

loss ratio. The criterion for confirming this 

hypothesis is the nonlinear dependence of the 

packet loss ratio and the total number of fully and 

partially restored tiles. 

3.2. The test of hypothesis 1 

In order to verify the hypothesis 1, let us conduct 

an experiment 1. The experiment is conducted on a 

JPEG 2000 code stream, which comprises 48 tiles, 

and to which the standard protection is applied. The 

applied RS-codes and the modelled percentage of 

RTP packet losses are specified in the study 

program. The results of the experiment are given in 

Table 2 with rounding to integer values. The size of 

the JPWL code stream, the mean percentage of the 

fully and partially recovered tiles, and the 
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correlation coefficient of the sum of the recovered 

tiles percentage and the packet loss ratio are 

specified for each type of RS-codes. 

Table 2. Results Of The Experiment 1 

 

Packet 

losses, 

% 

RS(37,32) 

1,025,691 bytes 

RS(64,32) 

1,767,653 bytes 

RS(96,32) 

2,647,205 bytes 

RS(128,32) 

3,526,937 bytes 

Fully Partially Fully Partially Fully Partially Fully Partially 

1 81 18 71 28 69 30 58 40 

3 53 44 34 63 35 61 21 76 

5 35 60 18 77 16 79 8 85 

10 12 78 4 86 4 86 1 87 

15 5 81 1 84 1 84 0 81 

20 2 78 0 81 0 80 0 76 

25 1 75 0 76 0 75 0 71 

30 0 69 0 70 0 70 0 65 

35 0 64 0 65 0 64 0 60 

40 0 59 0 59 0 61 0 54 

45 0 55 0 55 0 56 0 50 

50 0 50 0 49 0 51 0 43 

 -0.999 -0.999 -0.999 -0.999 

 

The correlation coefficients given in the bottom 

line demonstrate an absolute inverse dependence of 

the sum of the recovered tiles percentage and the 

packet loss ratio. This result completely confirms 

the hypothesis 1. Moreover, the expectations for 

that the RS(96,32) and RS(128,32) RS-codes will 

give a better result as compared to the RS(37,32) 

and RS(64,32) codes were not justified due to the 

excessive increase in the tile headings when 

applying these codes.  

Within the framework of verification of the 

hypothesis 1, the experiments 2 and 3 were also 

conducted, in which the JPEG 2000 code stream 

consisting of 12 and 192 tiles, respectively, was 

used. The rest conditions corresponded to the 

experiment 1. The results of the experiments 2 and 

3 are shown in Tables 3 and 4. 

Figures 5–7 demonstrate dependency graphs of 

the cumulative percentage of fully and partially 

restored tiles (ordinate) on the percentage of burst 

errors (abscissa) for the experiments 1–3. The 

obtained dependences completely correspond to the 

criterion that confirms the hypothesis 1 in all 

experiments.   Furthermore, it can be concluded that 

alongside with the increase in the number of tiles, 

the percentage of their recovery also increases. This 

comes from the fact that the higher the quantity of 

tiles is, the smaller their size is, which reduces the 

probability of damage of a certain tile, especially of 

its heading, at a burst error occurrence. On the 

contrary, the lower the quantity of tiles is, the 

bigger their size is and the more vulnerable for a 

burst error they become. 

Table 3. Results of the experiment 2 

 

Packet 
losses, 

% 

RS(37,32) 

1,003,010 bytes 

RS(64,32) 

1,733,367 bytes 

RS(96,32) 

2,599,119 bytes 

RS(128,32) 

3,464,911 bytes 

Fully Partially Fully Partially Fully Partially Fully Partially 

1 45 54 23 76 25 72 13 83 

3 10 87 3 92 2 91 1 87 

5 2 91 1 92 0 88 0 82 

10 0 90 0 83 0 75 0 68 

15 0 87 0 77 0 63 0 54 

20 0 79 0 71 0 55 0 45 

25 0 76 0 62 0 49 0 36 

30 0 70 0 55 0 37 0 27 

35 0 63 0 49 0 34 0 21 

40 0 60 0 42 0 25 0 16 

45 0 55 0 39 0 20 0 11 

50 0 51 0 32 0 17 0 7 

 -0.998 -0.997 -0.988 -0.979 

 

Table 4. Results of the experiment 3 

 

Packet losses, 

% 

RS(37,32) 

1,003,010 bytes 

RS(64,32) 

1,733,367 bytes 

RS(96,32) 

2,647,205 bytes 

RS(128,32) 

3,526,937 bytes 

Fully Partially Fully Partially Fully Partially Fully Partially 

1 94 5 90 9 90 9 86 13 

3 83 14 73 24 74 23 63 34 

5 73 22 60 35 60 35 47 48 

10 52 38 36 54 36 54 23 67 

15 38 47 21 64 22 64 11 74 

20 27 53 13 68 13 68 5 75 

25 19 56 7 68 7 68 3 72 

30 13 57 4 66 5 66 1 68 

35 9 56 3 63 2 63 1 64 

40 6 53 2 58 1 58 0 60 

45 4 51 1 54 1 54 0 55 

50 3 47 1 49 0 50 0 50 

 -0.999 -0.999 -0.999 -0.999 

 

 

Figure 5. The Graph Of The Experiment 1 
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Figure 6. The Graph Of The Experiment 2 

 

 

Figure 7. The Graph Of The Experiment 3 

 

3.3. The test of hypothesis 2 

In order to verify the hypothesis 2, let us conduct 

an experiment 4. Its input data correspond to the 

experiment 1, but the standard method of protection 

is combined with the interleaving algorithm. The 

results of the experiment are given in Table 5.  

An analysis of Table 5 confirms the hypothesis 2. 

Indeed, at the level of packet losses being up to 

25%, any RS-codes can recover almost all tiles, 

only the distribution of the fully and partially 

recovered tiles is changed. Alongside with the 

further growth of the packet losses, the percentage 

of the recovered tiles starts to decrease. Experiment 

4 demonstrated another explicit dependence — 

when applying "longer" RS-codes, the quality of the 

recovery improves, primarily due to a greater 

percentage of the fully recovered tiles. 

 

Table 5. Results Of The Experiment 4 

Pac

ket 

loss

es, 

% 

RS(37,32) 

1,027,949 

bytes 

RS(64,32) 

1,770,615 

bytes 

RS(96,32) 

2,649,924 

bytes 

RS(128,32) 

3,529,845 

bytes 

Ful

ly 

Parti

ally 

Ful

ly 

Parti

ally 

Ful

ly 

Parti

ally 

Ful

ly 

Parti

ally 

1 39 61 10

0 

0 10

0 

0 10

0 

0 

3 0 100 10

0 

0 10

0 

0 10

0 

0 

5 0 100 10

0 

0 10

0 

0 10

0 

0 

10 0 100 98 2 10

0 

0 10

0 

0 

15 0 100 28 72 10

0 

0 10

0 

0 

20 0 100 0 100 85 15 10

0 

0 

25 0 98 0 99 7 91 83 15 

30 0 92 0 92 0 92 7 84 

35 0 72 0 73 0 72 0 70 

40 0 37 0 39 0 39 0 35 

45 0 11 0 11 0 11 0 9 

50 0 1 0 1 0 1 0 1 

 -0.86 -0.86 -0.86 -0.86 

 

Figure 8 demonstrates a dependency graph of the 

cumulative percentage of fully and partially 

restored tiles (ordinate) on the percentage of burst 

errors (abscissa) for the experiment 4. The obtained 

dependences completely correspond to the criterion 

that confirms the hypothesis 2.   

 

 

Figure 8. The Graph Of The Experiment 4 

 

Within the framework of this study, the 

experiments 5 and 6 were conducted, the conditions 

of which coincided with the conditions of the 

experiment 4, but the JPEG 2000 code stream 

consisting of 12 and 192 tiles, respectively, was 

used. The results of these experiments largely 

coincide with Table 5 and Graph 8 with some 

deterioration at 12 tiles and improvement at 192 

tiles. 

4. SUMMARY  

This study was conducted on a basis of the 

software system developed in C language within the 

Microsoft Visual Studio 2008 programming 

software. The obtained results can be used to 

choose the optimal JPWL parameters depending on 

the characteristics of a data transmission channel. 

The focus of the further research is an 

experimental study of the impact caused by the 
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burst errors on the quality of a decoded image in the 

JPEG 2000 format. In order to conduct this study, it 

is required to develop a JPEG 2000 decoder capable 

of decoding a partially recovered code stream, in 

which some tiles may be missing, and in the 

headers of the available tiles, the segments of the 

residual RED error can be present. Unfortunately, 

the known available decoders, such as JasPer, 

OpenJpeg [21], cannot decode such code stream. 

5. CONCLUSIONS  

According to the results of the conducted 

experiments, the following conclusions can be 

made. 

1. A set of standard JPWL tools 

corresponding to the T.810 specification is 

insufficient for the effective correction of burst 

errors. 

2. A combination of the standard JPWL tools 

with the algorithm of interleaving suggested in 

this work allows to successfully correct the 

burst errors. 

3. An increase in the number of tiles slightly 

enhances the immunity of a code stream to the 

burst errors.  
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