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ABSTRACT

As with many other e-services, the adoption rate of Internet banking services (IBS) in developing countries is relatively low compared to developed countries. It is well-established that customer’s trust plays an important role in adopting new technologies, and hence, initial trust could be the first issue that needs to be investigated when studying the adoption of online banking. The aim of this study is to develop and validate a research instrument empirically, and then use it to examine a proposed conceptual model of initial trust for IBS in developing countries. The model’s constructs are integrated from the trust literature, diffusion of innovation theory (DoI), and the Hofstede’s culture theory. This paper also aims to develop and validate a research instrument to examine the research model. We conducted a pilot study in Jordan, one of the developing countries in the Middle East. A survey was carried out, and a total of 75 responses were gathered in the study. The collected data was analyzed using IBM SPSS 22.0. Results of the pilot study are used to validate the instrument and to refine the proposed model. The validated and refined instrument will be used to examine the model in the intended primary study.
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1. INTRODUCTION

Banks started offering new communication channels to deliver their services since early 1980’s [1]. Different methods have been used to make the bank’s services more convenient for customers, such as phone banking and internet banking. In the current study, we focus on the adoption of internet banking service (IBS), as that the adoption of IBS offers many advantages such as: saving time and cost, availability of the services at any time, and convenience. For the purpose of this study, we define IBS as the customer’s ability to interact with the bank through its website and perform his/her banking transactions without the need to be physically present at the bank branch.

A study published by Statista.com in April 2012 [2] showed that there is a substantial difference in the adoption rate of IBS between developed and developing countries. The study reported that 45% of the people of North America who browsed the internet in April that year used IBS; compared to, only 8.8% from Middle East and Africa. Table 1 shows the penetration rate of using IBS for different regions of the world.

<table>
<thead>
<tr>
<th>Region</th>
<th>Online banking penetration</th>
</tr>
</thead>
<tbody>
<tr>
<td>North America</td>
<td>45.0%</td>
</tr>
<tr>
<td>Europe</td>
<td>37.8%</td>
</tr>
<tr>
<td>Worldwide</td>
<td>28.7%</td>
</tr>
<tr>
<td>Latin America</td>
<td>25.1%</td>
</tr>
<tr>
<td>Asia Pacific</td>
<td>22.0%</td>
</tr>
<tr>
<td>Middle East &amp; Africa</td>
<td>8.80%</td>
</tr>
</tbody>
</table>

In Jordan, as one of the developing countries in the Middle East, banks started embracing IBS since 2000. Awamleh, Evans [3] mentioned that the Arab Bank and the Jordan Kuwait bank were the first to provide IBS through their websites. According to a recent study, the number of banks that provide IBS in Jordan increased to 20 banks out of the available 26 banks [4]. This indicates a gradual increase in the adoption of IBS by Jordanian banks. In addition, according to the Telecommunication
Regulation Committee (TRC) of Jordan, the penetration rate of internet in Jordan is quite high. Where based on a study conducted by TRC, 73% of Jordanians use general Internet [5].

Although the internet penetration in Jordan is relatively high and the majority of banks provide IBS through their website, a survey was conducted by the Department of Statistics (DOS) in Jordan indicated that the usage of IBS in Jordan was only 1.8% in 2012 (DOS 2012). Previous studies argued that many factors affect the penetration rate of using new technological innovations; and they have particularly considered trust to be the most influential factor to adopt new innovations [6], and IBS in particular [7]. Accordingly, banks should firstly seek to increase their customers’ trust in IBS to increase the rate of IBS adoption.

A number of studies that discussed the general effect of trust on the adoption of IBS adoption can be found in the literature [8]. However, only few studies investigated the effect of initial trust in IBS in developing countries [9]. To the best of our knowledge, the adoption of IBS from an initial trust perspective has not been investigated in the Jordanian context before [10]; thus, this study aims to fill the gap by proposing a unified theoretical as well as practical framework to understand and identify the factors that affect Jordanians’ initial trust in IBS. Also, this study develops and validate research instrument (questionnaire) to examine the proposed model.

More precisely, in this study, we propose a conceptual model and refine it based on the outcomes of the pilot study. This study also develops and validates an instrument that will be used in the main study.

This paper is organized as follows. Section 2 and section 3 provide a background and a review of related studies. Section 4 presents the research model and the developed instrument of this research. Section 5 presents the instrument development. Section 6 presents the methodology and the pilot study with its major results. Section 7 discusses the outcomes of the pilot study. Finally, the paper rounds off with a conclusion.

2. THEORETICAL BACKGROUND

In this section we discuss trust formation, trust antecedents, and other theories such as diffusion of innovation theory and national culture theory.

2.1. Trust Formation

Trust has two different types, which are: ongoing trust and initial trust. In one hand, Gefen, Karahanna [11] stated that ongoing trust requires previous experience and takes relatively long time to be formed. On the other hand, initial trust is a temporary stage of trust which is formed in a short period of time [12]. It is defined as the status quo in which customer trusted an unfamiliar e-vendor [6] without any previous experience [13]. The transmission from initial trust to ongoing trust depends on a decision making process that is made by the consumer according to his/her satisfaction.

Gefen, Karahanna [11] defined a trust lifecycle for consumer’s purchasing behavior, and stated that the first stage of the trust lifecycle is the initial trust, which comes before the purchasing behavior. Decision making process will take place after the first purchase, which determines the level of customers’ satisfaction with his/her first purchase. If the customer is satisfied with the first purchase, then the final stage of the trust lifecycle is achieved and the customer will engage with an ongoing trust stage; however, if he/she is not satisfied, then the customer will distrust the product.

2.2 Trust Antecedents

To date, five antecedents of trust have been introduced: Personality-based trust, cognition-based trust, institution-based trust, calculative-based trust, and Knowledge-based trust, [11, 14]. Below is a brief description of these antecedents.

2.2.1 Personality-based trust:

Mayer, Davis [15] and McKnight, Cummings [16] defined personality-based trust as the tendency of someone to believe or disbelieve in others resulting in trusting them or not. This antecedent is also known as propensity to trust or disposition to trust. Generally, this type of trust depends on one’s beliefs that others are usually reliable and well-meaning. Personality-based trust plays significant role and has significant effect on one’s initial trust when he/she is in situation without firsthand knowledge or experience [6, 16]. [17] stated that personality-based trust is built by the trustor lifelong experience and does not change. Thus,
initial trust can be built based on the personality-based trust that the individual has.

2.2.2 Cognition-based trust:
As personality-based trust, cognition-based trust is important in forming initial trust in the absence of firsthand experience. It represents the way that trust is formed during the first impression or meeting rather than firsthand knowledge or previous interaction (Meyerson et al. 1996). Cognitive-based trust is formed through a categorization process and illusion of control (McKnight et al. 1998). They also added that the categorization process proposes that individuals trust those who have similarity to them more than others and evaluate trustworthiness based on unit grouping (high trusting beliefs toward another from the same group), stereotyping (positive stereotyping lead to positive trusting beliefs), and reputation categorization (high reputation for one leads to high trust beliefs on that one). Both subcomponents, unit grouping and stereotyping, have been explored in previous studies and found to be related to the personal interaction. Li et al. (2008) examined the influence of cognition-based trust (reputation component) on trusting beliefs and excluded the other components. They justified the exclusion of unit grouping and stereotyping by the nature of their study which focused on users who have no previous observations of the system.

2.2.3 Institutional-based trust:
This antecedent supposes the customer will have trust in the product or service provided by the provider if it fits a common standard [18]. Two institutional predictors of initial trust have been introduced [16]; situational normality and structural assurance. According to Baier [19] and Lewis and Weigert [20], situational normality means that the normality of such a situation make someone believe that his/her order is in a proper environment and will succeed. Structural assurance means that the existence of structures such as guarantees, regulations, rules, polices, security, legal resources, or other procedures will increase and promote success [16, 21]. Accordingly, if the provider provides significant cues and evidence that the situation is normal, then the customer will use these cues to build his/her trust in a short period of time [13].

2.2.4 Calculative-based trust:
Also called economic-based trust, in this antecedent trust is built based on logical analysis and rational assessment of the cost and benefits of the provider cheating or cooperating in the relationship [22]. Accordingly, calculative-based trust takes place on an existing (i.e. ongoing) relationship between two parties (i.e. customer and provider); thus, calculative-based trust is considered as a source of ongoing trust [11].

2.2.5 Knowledge-based trust:
Knowledge or experience-based trust is the base in which the customer uses a firsthand data and/or his previous experiences with the provider to build his trust [11, 13, 23]. Obviously, knowledge-based trust is used when the relationship between the parties is already existed; so it is a source for ongoing trust. Moreover, knowledge-based trust does not suite individuals without firsthand knowledge or previous experience of an unknown or unfamiliar provider [16].

According to the above, personality-based trust, cognitive-based trust, and institutional-based trust may have influence on initial trust; however, all of these antecedents can be considered to be move related to ongoing trust. Figure 1, adapted from [13], explains the steps of trust formation with the antecedents considered as a source for each trust type.

![Figure 1: Trust Antecedents and Formation Process](image-url)

2.3 Diffusion of Innovation Theory
Innovation is defined as “idea, practice, or object that is perceived as new by an individual or other unit of adoption” [24]. The diffusion of innovation theory (DoI) is used to discuss new technological innovations based on the innovation’s characteristics [25], and it has been applied to the adoption of IBS [26]. Rogers [24] introduced five characteristics of new innovation: relative advantages, complexity, compatibility, triability, and observability. In the context of initial trust, many researchers combined one or more factors of
2.4 National Culture

The human culture has been associated with a number of disciplines, such as anthropology, sociology, politics and psychology. Hofstede [29] defined culture as “the collective programming of the mind which distinguishes the members of one group or category of people from another”.

According to Leidner and Kayworth [30], the Hofstede culture theory is the most used culture theory in the field of management information systems. The dimensions of Hofstede’s theory are: Power distance index (PDI), Uncertainty avoidance index (UAI), Individualism vs. collectivism (IDV), Masculinity vs. femininity (MAS), and Long-term vs. short-term orientation (LTO).

3. LITERATURE REVIEW

Initial trust is important for establishing new relationship between two entities and adopting new innovations in a poor firsthand knowledge and previous experience context [6]. In this section, we present the importance of initial trust in online environment.

In the context of online environment, the two engaged parties in a new relationship are users or customers who represent the trustor part and unknown e-vendor or new technological innovation or system which represent the trustee part. Initial trust is defined as the level of trust the trustor has before starting the relationship and before building the attitude on that relationship [6].

Initial trust has been considered as prerequisite for economic and social interactions [15, 20]. In online environment, initial trust has been addressed as crucial for: dealing with an unknown vendor [6], new and unfamiliar systems [14], ecommerce [31-33], e-government [34], and IBS and mobile banking services [7, 9, 27].

A systematic literature review of 21 studies was conducted by [35] showed some facts regarding previous studies in the context of initial trust in online environment. Firstly, most of the reviewed studies were conducted in developed countries; while only a small number of studies were conducted in developing countries. Secondly, most of the studies focused on online retailing, while technological innovation, such as e-government [36], IBS [9], or mobile banking services [27] received little attention. Thirdly, large portion of the studies conceptualize their models based on a combination between technology theories and the trust literature.

Although the literature has widely investigated initial trust in online environment, a small number of studies focused on initial trust within the banking sector. In this study, we focus on initial trust in IBS; therefore, the research model aims to extend previous models that investigate initial trust in online banking. The literature provides two studies that investigated initial trust in IBS [7, 9], and one study in mobile banking services [27]. Factors of the models presented in these studies will be examined when constructing our proposed model of initial trust.

Kim and Prabhakar [7] examined the impact of propensity to trust (personality-based trust), structural assurance (institutional-based trust), and word of mouth referrals (part of users’ culture). They found that these factors are significant predictors for initial trust in e-channels. Kim, Shin [27] extended the work of [7] to examine initial trust in mobile banking services. In addition to propensity to trust and structural assurance, they added a reputation and relative advantages which is one of the DoI characteristics. Results indicated that relative advantages (benefits), propensity to trust, structural assurance are significant predictors for initial trust in mobile banking services. Finally, Susanto, Lee [9] conceptualized a model of initial trust in IBS in Indonesia, which is one of the developing countries. They examined propensity to trust, relative advantages, and reputation from the previous models and added perceived security and perceived privacy instead of structural assurance, website usability, and government support. The findings show that all of the examined factors are significant predictors for initial trust in IBS. The following section explains the model component and development.

4. RESEARCH MODEL

This study attempts to propose a unified model of initial trust that extends existing models, such as these described in [7, 9, 27], by considering their individual factors and introducing some new factors. In particular, the model adapts the following key elements from the existing models: propensity to trust (disposition to trust), structural
assurance, reputation, relative advantages, perceived security, and perceived privacy. It also includes new factors from the broader literature, such as: organizational situational normality, dividing structural assurance into organizational structural assurance and technical structural assurance to guarantee deep analysis in both aspects. Also, the model includes new elements such as national culture dimensions, compatibility of the service, and computer and internet self-efficacy. Figure 2 shows the models’ elements and their relationships.

Figure2: The Research Model: Proposed By the Researchers.

The model contains the following constructs: intention to use IBS, initial trust in IBS, trust antecedents constructs, diffusion of innovation constructs, national culture dimensions, and internet related constructs. The model is conceptualized based on: initial trust literature, information system adoption studies that have been conducted in developing countries, and certain characteristics of developing countries, especially national culture.

The model has three parts: predictors of initial trust in IBS, initial trust in IBS, and intention to use IBS. Initial trust in IBS is mediating the relationship between the predictors and intention to use IBS. Most of the relationships in this model have been examined previously; however, in this study, we will investigate them in new context which has never been examined before with initial trust in IBS. The significance of our study is represented by building a unified model to investigate initial trust issue from the point view of different disciplines. Relationships between the model constructs will be summarized in the following sections.

4.1 Relationship between Initial Trust and Intention to Use

Generally, initial trust is found to have a positive effect on the individual behavior such as intention to use. In the context of online environment, many researchers have investigated initial trust and agreed on the positive relationship between the individual’s initial trust and his/her behavior to adopt, accept, intention to use or to deal with the trustee part [6, 7, 9, 11, 13, 14, 16, 23, 27, 31, 33, 36-45]. In the context of online banking, the literature shows that initial trust significantly influence the customer’s behavior to adopt IBS. For example, Kim and Prabhakar [7] found that customer’s initial trust in e-channel significantly influence his/her intention to adopt internet banking. Kim, Shin [27] have also reached similar findings when they studied the relationship between initial trust and intention to adopt mobile banking. Their major results of their study indicated that the level of initial trust a customer has in mobile banking is positively associated with his/her intention to adopt it. Recently, Susanto, Lee [9] agreed with previous literature and stated that the degree of one’s initial trust in Internet banking is positively correlated with his/her intention to use.

4.2 Initial Trust Predictors with Initial Trust

We provide an explanation for the independent variables, their definitions, and empirical evidences that these factors have significant effect on initial trust. This information is shown in Table 2.

5. INSTRUMENT DEVELOPMENT

The research model has six constructs: intention to use IBS, initial trust in IBS, trust antecedents, diffusion of innovation, national culture, and internet related factors. These constructs are theoretically based on systematic literature review that has been conducted on initial trust. To measure the model constructs, we adopted multi-item scale which is considered as useful way to measure latent construct [46]. The items of this instrument are adopted or adapted from previous empirical research. The adapted items are considerably modified. The final version of the questionnaire is included in Appendix 1. Also, Table 3 illustrates the model’s constructs, number of items for each construct, and the source of these items.
Table 3: Number of items and sources

<table>
<thead>
<tr>
<th>Construct</th>
<th>No. of items</th>
<th>Source</th>
</tr>
</thead>
<tbody>
<tr>
<td>Disposition to trust.</td>
<td>4 [31, 47]</td>
<td></td>
</tr>
<tr>
<td>Organisational structural assurance</td>
<td>3 [14]</td>
<td></td>
</tr>
<tr>
<td>Technical structural assurance</td>
<td>3 [6]</td>
<td></td>
</tr>
<tr>
<td>Organisational situational normality</td>
<td>3 [33]</td>
<td></td>
</tr>
<tr>
<td>Reputation</td>
<td>4 [42, 48]</td>
<td></td>
</tr>
<tr>
<td>Relative advantages</td>
<td>4 [25]</td>
<td></td>
</tr>
<tr>
<td>Compatibility</td>
<td>4 [25]</td>
<td></td>
</tr>
<tr>
<td>Power distance</td>
<td>5 [49]</td>
<td></td>
</tr>
<tr>
<td>Uncertainty avoidance</td>
<td>5 [49]</td>
<td></td>
</tr>
<tr>
<td>Individualism vs. collectivism</td>
<td>3 [49]</td>
<td></td>
</tr>
<tr>
<td>Masculinity vs. femininity</td>
<td>3 [49]</td>
<td></td>
</tr>
<tr>
<td>Long-term vs. short-term orientation</td>
<td>3 [49]</td>
<td></td>
</tr>
<tr>
<td>Internet and computer self-efficacy</td>
<td>5 [50]</td>
<td></td>
</tr>
<tr>
<td>Perceived security</td>
<td>4 [37, 42]</td>
<td></td>
</tr>
<tr>
<td>Perceived privacy</td>
<td>5 [37]</td>
<td></td>
</tr>
<tr>
<td>Initial trust in IBS</td>
<td>4 [27, 42]</td>
<td></td>
</tr>
<tr>
<td>Intention to use IBS</td>
<td>3 [51, 52]</td>
<td></td>
</tr>
<tr>
<td>Total</td>
<td>65</td>
<td></td>
</tr>
</tbody>
</table>

6. METHODOLOGY

6.1 The Pilot Study

It is well-established that performing a pilot study helps researchers in terms of refining the research instrument and increasing the accuracy of the method and the anticipating results [53, 54]. For instance, De Vaus [54] says “Do not take the risk, pilot study first”. Further, performing a pilot study helps in refining the research instrument and increasing the accuracy of the method and the anticipated results.

In this pilot study, the methodology has been started with validating the content of the instrument using face, content, and constructs validity. Then, we conduct detailed item analysis (person’s correlation) techniques to find the correlation between variables in order to remove redundant variables. Finally, a reliability test is used to clean up and optimize the measure of each variable.

6.2 Participants

In this study, a convenient sample composed of 75 Jordanian citizens was surveyed. The returned surveys were 63, which compose 84% survey response rate. From those, seven were exempted, as three of the respondents had already used IBS in Jordan, and four surveys were filled arbitrarily. Therefore, 56 surveys were usable. 33% of the respondents were females (58.9%) and 23 were males (41.1%). Most of the respondents working in the public sector (89.3%). Large portion of the respondents had considerable level of experience in using computer, (67.9% had more than 5 years of experience). Moreover, 53.6% of them used the internet at least once a day. However, only 8.9% of the respondents performed an online transaction.

6.3 Validity and Reliability

Instrument validity process is essential before conducting the main survey. Generally, different types of validity are used to assess whether the instrument is valid: face, content, criterion, and construct validity. However, Sekaran [55] pointed that face validity is the base of the other types. Face validity is defined as the level in which a group of measurement items represent the concept under investigation.

To assess the validity of the instrument under study; we sent the instrument to four PhD students and four experts in the field of management information system. The process started by sending the questionnaire to the PhD students, who were asked to provide feedback on the wording of the items and their clarity level. The items were refined based on the received comments and sent to the four experts to examine if the items properly represented the variables and their degree of ambiguity and redundancy. Finally, the instrument has been modified based on the experts’ comments. After that, we sent the instrument (questionnaire) to a translator who was related to the study area. The translator was asked to translate the questionnaire to Arabic (the first language in Jordan), and then from Arabic to English to ensure consistency between the original questionnaire and the one resulted from translating the obtained Arabic questionnaire back to English.

According to Sekaran [55], reliability of a research instrument is concerned with its consistency and stability. Inter-item consistency (also known as internal consistency) of a group of items reflects the degree to which this group is homogeneous. To examine the internal consistency of the research instrument, we employ Cronbach’s alpha [56], as it has been widely adopted by many researchers [57].

To measure the reliability of the research instrument; we used SPSS 16.0 to test the internal consistency of the individual items of each construct. The analysis resulted in: eliminating some items to increase the alpha coefficient. In the
The correlation coefficient analysis of our data revealed that few variables have high correlation between them as follows:

- The correlation between technical structural assurance and security is .867.
- The correlation between technical structural assurance and privacy is .871.
- The correlation between organizational structural assurance and organizational situational normality is .877.

Based on these results, we combined the two variables that were found to be highly correlated to avoid redundancy and multicollinearity.

### 7. DISCUSSION

The current paper has twofold: firstly it proposes a model of initial trust in IBS in the context of developing countries. The proposed model extends the previous models, which examined initial trust in IBS [7, 9] or mobile banking [27]. The model’s factors are mainly extracted from existing related models, as well as from the literature of initial trust and IT/IS adoption. In spite of the similarity between our model and previous models, our model has many distinctions. The model discusses initial trust in IBS in the context of developing countries where there is hardly any thorough study in this context. In addition, our model adds the crucial and important factor of national culture. Literature of IT/IS in developing counties showed the importance of national culture in adopting new technological innovations [59]. Also, the proposed model integrates factors from different perspectives such as psychological, technological, social, and organizational.

Based on the results of the pilot study, the proposed model has been refined. Three variables have been removed due to the high level of correlation between them and other variables. Perceived security and perceived privacy have showed high correlation with technical structural assurance, and hence those two variables are removed. Moreover, a high correlation has also been observed between organizational structural assurance and organizational situational normality. A combination between those two variables is considered. Combining highly correlated variables is found to be a good solution to avoid any redundancy and multicollinearity in the main study. The literature supported our decision to use...
technical structural assurance to represent perceived security and perceived privacy such as [60], where they named this variable “trust in the internet”.

Secondly, this paper shows the steps of developing an instrument to examine our research model. All the instrument’s items are adopted or adapted from existing empirical studies. After we created a pool of items, we validated the content of our instrument using the validity types: face, content, and construct validity. Further, we conducted the pilot study using the instrument and collected data from 56 subjects and analyzed it. Based on the reliability test results, we deleted some items to increase the value of Cronbach’s alpha.

In summary, the results of the pilot study helped us in to achieve the aims of this paper. We refined the proposed model by combining the high correlated variables. Also, the instrument of this study has been validated in order to use it in the main study. Lastly, the results decreased the number of the items from 65 to 46. Figure 3 explains the new model after refining it.

The major contributions of this paper are: Firstly, we developed a research instrument (questionnaire) and validated it empirically. Secondly, developing a unified model based on different disciplines and perspectives, and refining this model based on the empirical results of the pilot study. The validation process was started with content, face, and construct validity using experts in the field. Then, we used a statistical package (SPSS) to analyze the collected data and find the reliability of the questionnaire.
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Table 2: Factors’ Definitions and Relations with Initial Trust

<table>
<thead>
<tr>
<th>Construct</th>
<th>Definition</th>
<th>Significant with initial trust</th>
</tr>
</thead>
<tbody>
<tr>
<td>Disposition to trust (DT)</td>
<td>A propensity or tendency to believe in the positive attributes of others in general[33]</td>
<td>[6-9, 11, 15, 16, 27, 40, 45]</td>
</tr>
<tr>
<td>Organizational structural assurance (OSA)</td>
<td>Safeguards such as promises, contracts, regulations, and guarantees are in place [14]</td>
<td>[14, 61]</td>
</tr>
<tr>
<td>Technical structural assurance (TSA)</td>
<td>The belief that the web has protective legal or technical structures that assure that web business can be conducted in a safe and secure manner[6]</td>
<td>[6, 7, 11, 14, 27, 28, 33, 45, 62]</td>
</tr>
<tr>
<td>Organizational situational normality (OSN)</td>
<td>The belief that success is likely because the situation is normal[16]</td>
<td>[14]</td>
</tr>
<tr>
<td>Reputation (REP)</td>
<td>The extent to which buyers (customers) believe a selling organization (banks) is honest and concerned about its customers[63]</td>
<td>[8, 14, 27, 28, 38]</td>
</tr>
<tr>
<td>Relative advantages (RA)</td>
<td>The degree to which an innovation is perceived as being better than the idea it supersedes[24]</td>
<td>[9, 27]</td>
</tr>
<tr>
<td>Compatibility (CPT)</td>
<td>The degree to which an innovation is perceived as consistent with the existing values, past experiences, and needs of potential adopters[24]</td>
<td>[28]</td>
</tr>
<tr>
<td>Power distance index (PDI)</td>
<td>The extent to which the less powerful members of organizations and institutions (like the family) accept and expect that power is distributed unequally[64]</td>
<td>[23, 39, 65]</td>
</tr>
<tr>
<td>Uncertainty avoidance index (UAI)</td>
<td>The extent to which the members of a culture feel threatened by uncertain or unknown situations[64]</td>
<td>[23, 39, 65]</td>
</tr>
<tr>
<td>Individualism vs. collectivism(IDV)</td>
<td>The extent to which individuals are integrated into groups[64]</td>
<td>[23, 39, 65]</td>
</tr>
<tr>
<td>Masculinity vs. femininity (MAS)</td>
<td>The extent to which gender roles are assigned in a culture[64]</td>
<td>[23, 39, 65]</td>
</tr>
<tr>
<td>Long-term vs. short-term orientation (LTO)</td>
<td>A society’s preference to be more forward looking or future oriented[64]</td>
<td>[23, 39, 65]</td>
</tr>
<tr>
<td>Perceived security (PS)</td>
<td>The level in which the users feel that their information on the internet is secure</td>
<td>[8, 9, 14, 33, 37, 42, 66]</td>
</tr>
<tr>
<td>Perceived privacy (PP)</td>
<td>The level in which the users feel that their information on the internet is private</td>
<td>[8, 9, 14, 33, 38, 66]</td>
</tr>
<tr>
<td>Computer and internet self-efficacy (CISE)</td>
<td>An individual’s perception of his or her ability to use computer (and internet) in the accomplishment of a task[67]</td>
<td>[14, 38]</td>
</tr>
</tbody>
</table>
APPENDIX 1. SURVEY ITEMS

Disposition to trust [31, 47]
1. a. I feel that people are generally reliable.
2. b. I generally have faith in humanity.
3. c. I generally trust other people unless they give me reason not to.

Organizational Structural Assurance
4. a. I feel assured that legal structures adequately protect me from any problem with bank services.
5. b. I feel confident that regulations, laws, and social norms make it safe for me to use bank services.
6. c. In general, bank services are robust and safe.

Technical Structural Assurance [6]
7. a. The Internet has enough safeguards to make me feel comfortable using it to transact personal business.
8. b. I feel assured that technological structures, such as encryption of data, provide adequate level of protection when using Internet Banking Services.
9. c. The technological structures ensure privacy when using Internet Banking Services.
10. d. In general, the Internet is now a robust and safe environment in which to transact business.

Reputation [42, 48]
11. a. My bank is well-known.
12. b. My bank has a good reputation.
13. c. My bank is recognized widely.
14. d. My bank offers good services.

Uncertainty Avoidance [49]
15. a. It is important to have job requirements and instructions spelled out in details so that people always know what they are expected to do.
16. b. Rules and regulation are important because they inform workers what the organization expects of them.
17. c. Order and structure are very important in a work environment.
18. d. Working in structural environment is better than working (rules and regulations) in an unstructured work environment.

Power Distance [49]
19. a. Managers should make most decision without consulting subordinates.
20. b. Employees should not question their manager’s decision.
21. c. Manager should not ask subordinates for advice, because they might appear less power.
22. d. Decision making power should stay with top management in the organization and not be delegated to lower level employees.

Masculinity vs. Femininity [49]
23. a. It is preferable to have a man in high level positions rather than a woman.
24. b. Men usually solve problems with logical analysis; unlike women who usually solve problems with intuition.
25. c. Solving organizational problems usually requires an active, forcible approach which is typical of men.

Individualism vs. Collectivism [49]
26. a. Individual rewards are not as important as group welfare.
27. b. Group success is more important than individual success.
28. c. Working within a team is better than working alone.

**Long term vs. short term orientation**

29. a. Respect for tradition will not hamper performance.
30. b. The exchange of favours and gifts is not necessary to excel.
31. c. Upholding one’s personal image contributes in goal achievements.

**Computer and internet self-efficacy**

I could use IBS

32. a. ...if I could call someone for help if I got stuck
33. b. ...if someone else had helped me get started
34. c. ...if someone showed me how to do it first.

**Relative advantages**

35. a. I believe that internet banking is more convenient than off-line banking.
36. b. I believe that internet banking is more efficient than off-line banking.
37. c. I believe that internet banking is more effective than off-line banking in managing a bank account.

**Compatibility**

38. a. I think internet banking services fits well with the most aspect of my banking activities.
39. b. I think using internet banking is compatible with my lifestyle.
40. c. I think using internet banking fits well with the way I like to manage my finance

**Initial trust**

41. a. The bank is trustworthy.
42. b. I believe in the information that the bank provides me.
43. c. I believe that internet banking always provides accurate financial services.
44. d. I believe that internet banking always provides reliable financial services.

**Intention to use**

45. a. I intend to use Internet Banking Service.
46. b. I expect to perform my bank transactions through internet banking in the future.