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ABSTRACT

Image Watermarking is a technique by which a peisaim attach hidden data into the image by use of
embedding and extraction process. In reversiblemsrking, after the extraction of the watermahlg t
cover image can be restored completely. Reversibégme watermarking algorithm is proposed in this
paper. Initially, the image is resized and applie@rthogonal discrete wavelet transform to decosep
into bands. The best band suitable for embeddirigusd with the help of entropy. The best locatiams
the selected band are found using the importanasune model. Subsequently, the proposed embedding
process is carried out to embed the image withtanwerk image which is binary. The proposed exiwact
procedure is carried out after finding out bestdand location. The evaluation metric used to eatalthe
proposed watermarking technique is carried out with use of PSNR and NC. The proposed technique
obtained good results having an average PSNR \#l34.3 and NC value of 1. The robustness of the
proposed watermarking technique is evaluated wigheid of different filtering techniques and goedults
were achieved in all cases. Comparison is also matteexisting technique and from the results; w@ ¢
see that our technique outperforms other techrigugaving better PSNR and NC values.

Keywords.- Reversible Watermarking, Biorthogonal DWT, Entropy, Robustness, Importance Measure,
PSNR, NC.

1. INTRODUCTION ‘digital watermarking’ which is nothing but the art

of concealing data in a healthy way and without

Nowadays, prominent share of the multimedideing noticed by pirates or others of the sort2]1,

fabrication and dissemination is carried oubOf late, watermarking is employed extensively for
digitally. The rapid growth of digital media like rights safety, endorsement, and content reliability
Internet and Compact Discs has ushered in authentication of intellectual property in digi{8]
wonderful era where the flow, duplication and[4]. By watermarking what is meant is the method
modification of digital images have become all thedf implanting data into multimedia rudiments such
more easier and simpler. Mega distribution ofs images, audios and videos. This embedded data
flawless replicas of multimedia data at ancan be mined and located from the multimedia at a
accelerated degree has become the order of the diyer stage when needed and can be effectively used
And this phenomenon has unfortunately resulted ias a testimony to the proof of rights correlated
tremendous threats to multimedia safety angurposes [5].
larm Dell Tor uthors, when the  stark realiy, B1o2dY. digial watermarking s carred out ith
dawned upon them, convincing that conservativ@.e aim of frustrating illicit reproduction or

safety systems, like encryption were incapable Lft'l'ﬁa.t'on c_>f d|g:r1]|FarI]|mages [6][.9]]; Itis a fam“(;]
affording the much-needed shelter. This ha echnique in which a piece of information such as

motivated many investigators to devise alternatgate.rmar.k or d.'g'tal signature Is entrenched into a
multimedia object so that this can be made

methods, one of which is known by the termavailable at a later date to have an affirmatioouab
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the object. Such objects can be in the form of As a rule, watermarking systems fine-tune an
images, audios or videos [7, 8]. As a rule, digitaimage by implanting client data, and once an
watermarks are prototypes of bits that are integrat adaption is made, it cannot be revoked. It follows
into digital substance and can be identified othat the revival of primary image is not feasible
mined subsequently when needed. Digitahfter mining the watermark. Still, it becomes
watermarking [7] technology is swiftly spreadingessential for certain programs, involving mediaal o
its wings in computer science, cryptography, signahilitary images, to retrieve the original from the
processing, Image Processing and communicationsatermarked image to assess the contents of the
It is designed by the architects of this technolagy image with a greater degree of precision. Thisscall
the solution to provide high quality security opto for innovative approaches such as reversible
of data encryption and dishevelled rush for safetwatermarking techniques which would guarantee
of digital data. [10]. It refers to the method whic reversibility of the original image, when needed
implants data in the form of a watermark or digit [14]. This technique for revertible watermarking
signature or tag or label into a multimedia obgxt required two indispensable stipulations ie (1) rafte
that watermark can be subsequently identified antrenching the watermark into the cover image,
mined to make an affirmation of the object. Thehe specified image should be defaced to the least
object may take the shape of an image or audio @) after taking out the watermark; the cover image
video. A simple model of a digital watermarkis capable of being re-established entirely. A
would be a noticeable “seal” placed over an imageatermark exhibits number of noteworthy traits.
to distinguish the patent [8]. Some of them are (i) its quality of being invisilide

The fundamental benefit of watermarking is thethe naked eye, (ii) its ability to withstand regula

indivisibility of the content from the watermark. deformations (iij) its wonderful capacity to defy

This enables the watermarks appropriate for Variourgalevol_ent assaulj[ (v) ab|l|t_y to hold mega daip (
programs which are detailed below: Signaturesl'S quality of coexistence with its peers (v) afal |

The watermark does the function of detecting th%usilltt?lon/c(i);tecst:?np“;;ggetlr?er ;T/?)idirﬁ)éogﬁsskirf(;) fo
titte-holder of the subject matter. This data egten '

a heloing hand to a prospective client to aChievcalculation. So as to be highly beneficial, it is
ping prosp L Essential for the watermark to exhibit a higheelev
legal rights for reproducing or publishing the

subject from the owner of the subject.Of vigour to several potential piracies [8, 10].€jh

Fingerprinting: Watermarks are also employed agomprise sturdiness against solidity,

invaluable tools for the recognition of the real such as JPEG, dimension and feature ratio
buyers of the subject. This will go a long way inalterations, alternation, trimming, deletion of Lw
tracking the source of illegitimate copies. Broagdca and columns, accumulation of sound, sifting,
and publication monitoring: Though the watermarkassaults on cryptography and data, and inclusion of
pinpoints the owner of the subject as is done bgifferent watermarks. This paradox has afforded a
signatures, the detection is actually carried gut bshot in the arm for investigators to toil hard tossa
mechanised techniques supervising television ardkvising an innovative reversible image
radio broadcasts, computer networks, and the likwatermarking technique to ward off the potential
and they are always agile and hawk-eyed to find otitreats there from.

the time and place of appearance of the content.

Authentication: The function of the watermark here S

is to program data essential for ascertaining thgontributionsof the paper:-

authenticity of the contents. Copy control: The ¢ In this paper, reversible watermarking

watermark holds out the data on the rules of based on biorthogonal DWT and
handling and replicating imposed by the content importance measure is proposed.
owner. These may take the form of easy The image is resized initially and bi-

regulations like “this content shall not be copied”

or “this content may be copied, subject to no ferth orthogonal discrete wavelet transform is

replications of the copy”. Secret communication: applied which decomposes the image ”_“0
The entrenched signal carries out the function of CA, CH, CV and CD bands. Of this CA is
communicating confidential data from one person neglected and entropy of other bands are
(or computer) to another, without any intermediary computed. The band with maximum
being aware of this. entropy is selected as the band and from it,

the best locations are found out. Here the
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image is divided into blocks andal. [12], on the other hand, have devised a
importance measures of all blocks ardgeversible watermarking system based on

computed and the best blocks are Sebcté%redicti_on-error .expans.ion (PEE.), fle)_<ible
as the locations for embedding implanting, and pixel choice. In their technique,

. the spotlight was vastly linked regions and pixels,

* Subsequently, the proposed embeddingn it was able to take maximum advantage of the
process is carried out to embed thepatial surplus snatching a higher level
watermark image into the original imageaccomplishment over the competing conservative
to have the watermarked image. PEE.

* In the extraction process, initially the Coltuc. D [13] has taken pains to develop a low-
watermarked image is employed inversedeformation transform for forecast —error growth
discrete wavelet transform and thereversible watermarking. The transform
proposed extraction procedure is carried®commended produced a reduced amount of

out in the found out location. deformation than _the tra_d|t|onal_ forecast-er_ror

. . rowth for composite predictors like the median

*  The evaluation metric used to evaluate th%dge detector or the gradient-adapted predictor.
proposed watermarking technique ischien-Chang Chenaet al. [14] have given
carried out with the use of PSNR and NC. expression to a novel flexible block sized revéetib

« The robustness of the proposedmage watermarking scheme. The main feature of
watermarking technique is evaluated withthe te_chnque was that it was capable .of restoring
the aid of different filtering techniques. the ongmal image frc_>m a watermarked image after

i , , _ . extraction of the implanted watermarks. The
*  Comparison is also made with existingmeasyre of embedded quantity was calculated by
techniques. the biggest variance in a block and watermarks
implanted into LSB bits of the same variance.
The rest of the paper is organized as followsfrom the outcomes of investigation, it was

Section 2 gives the literature review. Section 2videnced the new adaptive block size scheme

describes the proposed technique. Section 4 givpsssessed superior competence levels than those of

results and discussions. Conclusions are summednservative fixed block sized techniques. Kuo-

up in Section 5. Liang Chunget al. [15] were instrumental in
devising a distortion decline method for histogram
2. LITERATURE SURVEY adaptation-based reversible data concealment.

They gave shape to a watermark supplement

With an eye on affording much-needed copyrighinethod which could decrease the deformation
and safety to multimedia data, a number of methodyising in HM-based RDH technique. Subsequently,
have been put forward by experts in the fieldco-ordinated scrutiny for standard deformationorati
Among them, digital watermarking has gainedf the scheme suggested was made available. The
supreme significance, keen enthusiasm beirgwap between the deformation and the number of
invested on watermarking of digital images. Theletached blocks was also experimented. The
first half 0f1990s saw digital watermarking stegdil outcome of investigation was a pointer to the
emerging as the cynosure of a substantial numbgecreased degree of deformation and higher PSNR
of intellectual investigators, though there werdower bound advantages of the recommended
several mechanisms akin to this prior to 199(lock-based watermark supplement method.
Creative writing is flooded with enough number ofHsiang-Cheh Huangt al. [16] have come out with
illustrations [11-12], vouchsafing the vital factor a histogram-based reversible data hiding with quad
that are a must for devising a high-qualityiree perception. They advocated a revertible data
watermarking algorithm. In this regard, let usconcealing algorithm that showed supreme strength
consider the proposal of Zhangt al. [11] than traditional algorithm, having identical output
introducing the spread spectrum watermarking agage quality after embedding, and analogous
an optimization technique with wonderful qualitiesancillary data made available.
of easy deprival of the invisibility and the
robustness. In  addition, quality metric
recommended was effortless and surpassed t
high-tech metrics to the core and documente
watermarking problem as a logical solution. €ti

Ruchira Naskat al. [17] have gifted a novel
Eethod of revertible image watermarking by

nchronising logic function based forecast. Their

ethod was a reversible digital image
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watermarking algorithm which was capable otransforms (CWT) and discrete wavelet transforms
forecasting a pixel greyscale value taking du¢DWT). The DWT (Discrete Wavelet Transform)
advantage of its link with pixels in the vicinity, converts distinct signal from time domain into time
employing coordinate logic operations, andrequency domain using filter banks for
implanting watermark morsels into the forecastingonstructing the multi-resolution time-frequency
faults. They weighed its performance against othgslane. For the DWT, unique families of wavelet
identical programs. Outcomes of the investigatiofunctions are created like densely supported,
reveal that the cover image deformation caused lmyrthogonal or biorthogonal and are distinguished by
the algorithm was lower than that of other highhteclow-pass and high-pass analysis and synthesis
reversible watermarking algorithms. Jun Tang [18lilters. The alteration product is set of coeffitie

has offered a superior reversible watermarkingo-ordinated in such a way as to enable not only
algorithm based on arbitrary series. Theispectrum scrutiny of the signal, but also spectral
contribution was an improved digital watermarkingconduct of the signal in due time.

algorithm based on arbitrary series into reversible

watermarking algorithm. The algorithm made use Wavelets enjoy the trait of softness in both
of the forceful watermarking algorithm of theorthogonal and biorthogonal structures [20]. But,

popular arbitrary series as _implanting methodSOMe extraordinary qualities are the domain of

Sobel's edge recognition algorithm was used to di?orthogonal wavelets and orthogonal wavelets are

out the pixel value of edges from the watermarke arred entry to this domain, i.e. precise rebugdin

image. And the conclusive watermarked image wi nd equilibrium. - Biorthogonal ~Wavelets are

created by exchanging the original image accordi milies .O.f g:losely-kmt Symmetric .wave.lets [22].
to the pixel value of the edges for embeddin he equilibrium of the filter coefficients is alway

watermark dvantageous since it causes linear stage of the
' transfer function. In the biorthogonal case, indtea
3. PROPOSED REVERSIBLE |IMAGE of possessing one scaling and wavelet function,

WATERMARKING USING there are two scaling functions which can cause
BIORTHOGONAL WAVELET several multi-resolution scrutinise, and hence two
TRANSFORM AND |IMPORTANCE diverse wavelet functions. Another edge of
MEASURE MODEL biorthogonal over other wavelets is that their

superior implanting competence when they perform

In this paper, reversible image watermarkinghe function of decomposing the image into various

algorithm using bi-orthogonal wavelet transformgoutes. These entire traits enable Biorthogonal

and importance measure model is proposed. Theavelets emerge as shining stars in the galaxy of
two major steps includes in the watermarkingvatermarking domain [21].

algorithm is watermark embedding and watermark

extraction. In the embedding process, initially bi-

orthogonal discrete wavelet transform is employe hannon entropy where the entropy of a band is

to decompose the original input image into différen stimated. Shannon entropy is the standard

bands and the best band is elected based on @'(ﬁatility in an arbitrary variable, corresponditm

entropy. Subsequently, the selection of prop .
location is carried out using importance measu(ra[ € (_jata_ content, Shannon entropy stlp.ulates a
efinite limit on the optimum programming or

model. After finding the best band and the loagatio ensity of anv data. without possibility of anvdos
for embedding, proposed embedding process %d y y h ’r‘]N' d.ﬁH pOss ”36 yb ol d
carried out where binary image is used as an presumes that the difiusion may be symbolize
watermark. as a sequence of seIf_—rehant and equally
disseminated arbitrary variables. The Shannon
3.1 Selection of Band entropy presents a functional standard for
Wavelets are mathematical operations that dividevaluating and matching probability distribution,
information into various frequency segments, andnd provides an index of the data of any array.
analyse every segment with a firmnesEntropy (E) is a measure of unpredictability or
corresponding to its grade. They were developeinformation content and is given by:
independently from many areas such as image E=->Rlogy Kk @
dispensation and image density. They are functions K

meeting specific statistical conditions and are Here, pis the probability that the difference

employed in signifying data or other functions.petween two adjacent wavelet pixels is equal to K,
They are of two types: continuous waveleiyg Log,is the base two logarithms.

Entropy [23] is a measure of the ambiguity in an
rbitrary variable and generally refers to the
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The procedure for selecting the band is explainemeasure of parameters is computed based on the
below. Initially, the original image is resizedpee- level of interest that a human eye could have &b th
defined standard size. Let the original image aftenregion.
resizing be represented by @ size m x n. After

- ; ; . a) Intensity
resizing, 2D DWT using bi-orthogonal transform is ; . o
carried out to have approximation (CA) and This term refers to the brightness of a point in an

detailed (CH, CV, CD) coefficient bands. Here wemage. The blocks of image which are closer to mid

neglect the CA band coefficients as these cannot wgensny of image are the m°$t sc_ansmv_e to the
taken for watermark embedding process. From th yman eye. !—Ience_, bIock; havmg |nten_5|t_y levels
detailed band, we subsequently find the best bany " the mld Intensity are given _hlgher prioritneT
using the entropy value. The entropy values atjgtensny importance measurg () ;0 <i< y)of a
found out for the CH, CV and CD bands and let iblock in the imagéB; ;0 <i < y) is computed as:

be represented by & E, and E4 respectively.

Based on the entropy, the best band (x) is selected pM =10 —1_. ©)
: A in avg ~ 'avg
for further processing. The band selection is based )
the following equations: Where, I‘,Sl{,%J is the average intensity of the
if (Egh 2Eqy and Egp, 2E¢g), X =CH (2) block in consideration (B and L is the average
if (Eqy 2Ech and Eqy 2Eqg), X =CV (3) intensity of the image.
if (Ecq 2Egy and Egy 2E¢y), X =CD (4) b) Contrast

That is, the band having the maximum entrop Contrast is the difference in luminance and/or
value is tl’;\ken as the best band and is selected Oorlo.ur that makgs an ob]e.ct.(or |.ts representat]on
further processing; hence the above equations cap 'mage or display) d|st|ngU|shabI.e. In V|§ual
be briefed up and represented as: perceptlpn of the .real world, contrast. is determine

' by the difference in the colour and brightnesshef t

Ex =Maximum(Egn,Ecy Ecn) G object and other objects within the same field of

Here, K is the entropy of the selected baxid view. A block which has high level of contrast,
Hence we have resized the input image to standaydth respect to its surrounding blocks, attraces th
size, then applied biorthogonal DWT and found oufuman  attention and is perceptually ~more
the best band for embedding with the aid of entropy’Portant. - The contrast importance measure

measure. (D((:'g ;0<i<y) of a block in the image

(Bj ;0<i <y)is computed as:
3.1 Selection of Location , .

Once the best band is selected, the nest task is to D(') :C(') -ch )
; co avg ~ “avg

find the optimal location where the embedding can (i) )
take place. For this, we make use of importance Where, Cayqis the average luminance of the
measure model [19]. The model takes int%
consideration five parameters of intensity, cortfras lock
location, edginess and texture. From eachverage luminance of the neighbourhood blocks.
parameter, respective importance measures are
calculated and finally taken squared sum to have
the overall importance measure.

in consideration B;) and Cgvg is the

¢) Location
The central-quarter of an image is perceptually
The image is initially split into blocks and themore important than other areas. Hence, location
importance measure is calculated for each of the (i) A
block. And those blocks having good overalfMmportance (Dlo :0<i<y)of each block
importance measure is chosen as the location f@B; ;0<i<y) is measured by computing the ratio
embedding. Let image input for. finding the locationys hnumber of pixels in sub image that are lying in
be represented a8l of dimensiormXn. Let the _ )
number of blocks be y and each block the center-quarter of the |madé:q) to the total

(Bj ;0<i<y) is with dimensiorpxq.That is pumber of pixels in the blockl{)). It can be
mxn=yx pxqg. Subsequently the importancedefined by:

measure (D; ;0<i<y)corresponding to each

block is computed. The individual importance
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D|(CI)) :% ®) measure of each bloo; ;0 <i < y) is given by:
L |

o0 =00 %+ 240 “+08 *+00 * a9
d) Edginess ) That is, the importance measure is given by the
; ; 1) squared sum of all individual parameters. The

The edginess importance meaSLD:éd 's the ir(rqlportance measure is calculatedpfor all the blocks
total number of edge pixels in the block ingnd the blocks having good importance measure are
consideratiorfBj ;0<i<y). A block which taken for the embedding process. Normally the
contains prominent edges captures the humamage is divided into 16 blocks of which the top
attention. Canny edge detection method ifour blocks having highest importance measure are
employed for finding the edge pixels from thetaken as the location for embedding.
image. The threshold set for the algorithm is @7 s
that minor edges which usually occur ing 5 Embedding Procedure

:ﬁgg?g:cnedm:;gur:m'ded from the edginess The original .imag.e is resized and then DWT 2
: transformed using biorthogonal transformation. The

best band is selected from the derivative bands of

e) Texture CH, CV and CD using the entropy measure. The
Normally, flat regions have not attractiveness fotocation for embedding is chosen based on the
human eyes and hence, concentration is made tnportance measure model. Subsequently, the
the textured areas. The texture importance measumatermark is embedded to the original image. The

@i . ) ) _block diagram of the proposed watermarking
Dre’ is computed by variance of pixel values ingmpeqding technique is given in figure 1.
eac,th block Of_ the imag; ;0 <i < y)  ngh A random value (r) is generated with the same
variance value indicates that the sub image is N@l,e a5 that of the band seledt®j . The band
flat. The measure can be calculated as: . ' .
selection (based on the entropy) and location

selection (based in importance measure) are

(i) - 0]
Dre' =var(™?) (9) explained earlier. The watermark image is a binary

Where, Var represents the variance operator . .
' P P Image having pixel values of 0 or 1 and let 8

and T"is the grey level values of the pixels in theyit in the watermark image be representedVidy
blockB, . whereW {01} . The embedding is carried out in

That is we have computed all the parametef@se when the Wat_er_mark_pixel happ_ens to _be Zero.
importance values. Subsequently the normalisd® this case, the original pixel value in the locat
values are taken by dividing by the maximum valué modified with the help of the generated random
so that all values range in between [0, 1]. Suppodgimber. Suppose the original image pixel is
the parameter value in considerationZs and the represented b§ , then the embedding process can
highest parameter value considering all blocks ige defined by:

. 1 . " — Z
A , then normalized valug' will be Z /A\ IF(W, =0)

After normalization, the importance parameter THEN, S =S +(kxr) (1)
values corresponding to blocB are represented That is, the original pixel value is modified by
M) i) () i) (i) adding a random value to the existing value in case
byDjn” Dco’ D)7 Dgy'@and Dye” . Subsequently that the watermark image pixel is zero. When the

all normalised importance parameter values aﬁgatermgrk bit happens to be one, there is no change
in the pixel value.
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| | | |
A
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v

Selection of location

[ Watermarkimage ]\ v
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[ RandonrNumbe ]/ v

Watermarked Image

Figure 1: Block Diagram Of The Proposed Watermark Embedding Technique

3.4 Extraction Procedure generated value (r) is taken. Half the correlation
In the extraction phase, the watermark image igalue(cy,) is compared with the mean valzg)

retrieved from the watermarked image with the usgnd correspondingly the watermark image @its)

of inverse DWT. Initially, bi-orthogonal transform - ; .
based IDWT 2 is employed and form it the best'® generated based on the condition given below:

band and location is chosen as discussed earlier. ovr
Selection of band is based on the entropy in which Fl—->4
the band having maximum entropy is selected.

Selection of location in based on the importance THEN @ =0 @2
model where the locations with maximum ELSE w; =1
importance measure are taken. By this method, all the watermark bits are

Subsequently, input from the found out locatiorfXtracted from the watermarked image. The block

is taken(V;) and its correlation with the randomly giagram of the extraction process is given in fegur
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4
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!
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Entropy

g

Select location based on
Importance Measure

g

Random = Extraction Procedure
Number

[ Extracted Watermark Image

N\

J

Figure 2: The Block Diagram Of The Proposed Extraction Process

4. RESULTSAND DISCUSSION between the extracted watermark and the original
The results obtained for the proposedvatermark.

watermarking technique is discussed in this section - L .
Section 4.1 gives the experimental set up and 4],%';2\1;:62”5;?02; PSNR and NC is given in the
gives the description of the evaluation metricsduse ge€q '
Section 4.3 gives the performance analysis and 4.4 E,% W, XV,
give the robustness analysis. Section 4.5 gives the PSNR=10og; ax > 3
comparative analysis. W1 W1 *

2 2 Wik—Wik)

x=0 y=0

4.1 Experimental Set Up

The proposed technique is implemented using where,W,, and Wj,is the width and height of the
MATLAB on a system having the configuration of

6 GB RAM and 2.8 GHz Intel i-7 processor. watermarked imag¥ i is the original image pixel

value at coordinatd j, k), ij* is the watermarked
4.2 Evaluation Metrics . ) . . 0 .
The evaluation metric used to evaluate th&Mage pixel value at coordinatéj,k) and E ., is
proposed watermarking technique is carried ouargest energy of the image pixels .
with the use of Peak Signal to Noise Ratio (PSNR)
and Normalised Correlation (NC). The quality is

evaluated by the use of PSNR criterion in between Wo Wy .

the original images with the watermarked images ; ;W(J’k)XEW(J’k)

and the extracting fidelity is compared using the NC = 120 j=0 L4
NC value with original watermark and the extracted Wh Wy 2
watermark. PSNR is used to measure the 2 2 W(j.k)
invisibility of the embedded watermark in carrier i=0 j=0

image. NC is used to measure the similarity
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Where E, (j,k) is the extracted watermark image. table 1, the image used, watermark image used,
watermarked image obtained, extracted watermark
4.3 Performance Analysis image obtained, obtained reversible watermarked
The proposed technique is evaluated making ud@age along with PSNR and NC values are given.
of three standard images of DB-95 image!:rom the obtained PSNR and NC values, we can
cameraman image and Lena image. Th&e® that our proposed technique have performed
experimental results of the proposed watermarking®!l- Average PSNR value came about 30.13 and
techniques with the images are given in table 1. [Average NC came about 1.

Table 1: Experimental Results Obtained For The Proposed Watermarking Technique

Watermark | Watermarked |  EXtracted Reversible
I nput image - - Watermark | Watermarked | PSNR (dB) | NC
image image i
Image I mage
30.02 1
30.375 1
30.005 1

4.4 Robustness Analysis unsharp filter, the three cases are 0.2, 0.4 a@d O.

The robustness of the proposed watermarkinp case of blurring filter, we take cases of 3, a
technique is evaluated with the aid of differen6. And in case of noise filter, three cases are 0.2
filtering techniques. The algorithm is said to bé).3 and 0.4. Table 2 shows the PSNR and NC
robust only if the proposed technique can be able values obtained for various filters. From the
extract the watermark information after applyingobservation, we can see that the proposed technique
the different filtering techniques. The filters thee  achieved good robustness by performing well for
employ are unsharp filter, blurring filter and reis all filters achieving good PSNR and NC values.
filter. For each filter, we take three cases. Isecaf

Table 2: PSNR And NC Values Obtained For Various Filters

PSNR NC
Ist case 2nd case 3rd case 1st case 2nd case 3rd case
‘nsharp 27.781 27870 27.920 0.489 0.714 0.628
Image 1 Blwrring 28954 28955 28942 0.513 0.502 0.496
Noise 27.852 27.792 27908 0.579 0.569 0.489
Unsharp 27930 28054 28.191 0.500 0.495 0.627
Image 2 Bluwrring 29286 29277 29249 0.512 0.530 0.507
Noise 27944 27886 27.854 0.532 0.563 0.529
Unsharp 27358 27477 27.626 0.769 0.729 0.622
Image 3 Blwrring 28901 28.822 28757 0.502 0.498 0.490
Noise 27276 27.163 27.122 0.532 0.489 0.484
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4.5 Comparative Analysis techniques. From the figures, it is clear that our

Here our proposed technique is compared witAroposed technique performs well by achieving
the existing technique [24]. Figure 3 and 4 gives t better_ PSNR and NC values compared to existing
average PSNR and NC values respectively fdechnique.
different filtering techniques for both the

30 -
25
20 -
15 - ® Proposed
m Existing
10 -
5 .
0 i
Unsharp Filter  Blurring Filter Noise Filter
Figure 3: Average PSN\R Values
0.7 -
m Proposed
® Existing
Unsharp Filter  Blurring Filter Noise Filter
Figure 4: Average NC Values
5. CONCLUSION paper. Watermark embedding and watermark

extraction are the two important steps in the

Reversible image watermarking algorithm base@atermarking algorithm. Initially, the image is
on bi-orthogonal wavelet transforms andresized and applied bi-orthogonal discrete wavelet
importance measure model is proposed in thisansform. The band for embedding is selected
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based on the entropy and locations are selected multimedia products," IEEE Proceedings, Vol.
using the importance measure model. The proposed 87, No. 7, pp: 1197-1207, 1999.

embedding process is carried out for embedding thg] A.B. Kahng, J. Lach, W.H. M-Smith, S. Mantik,
image with a binary watermark image. Watermark | . Markov, M. Potkonjak, P. Tucker, H.
image is extracted using the proposed extraction \ang, and G. Wolfe, "Constraint-based
technique. The evaluation metric used to evaluate Watermarking techniques for design IP
the proposed watermarking technique is carried out protection,” IEEE Transactions on Computer.-
with the use of PSNR and NC. The proposed Aided Des. Integrated Circuits Syst., Vol. 20,
technique obtained good results having an average No.10, pp. 1236-1252, 2001.

PSNR value of 31.3 and NC value of 1. Thig

robustness of the proposed watermarking technique

is evgluated with the aid of diﬁerenF filtering watermarking,” in Proceedings of IEEE 33rd
techniques and good results were achieved in all - apnya| International Carnahan conference on

cases. Comparison is also made with existing Security Technology, Madrid , Spain, pag6
technique and from the results; we can see that our _ 595 1999 ’ ’ '

'E)echmque outperforms other technique by havalO] Saraju P. Mohanty, “Digital Watermarking: A
etter PSNR and NC values. d S .
Tutorial Review”, Dept of Computer Science
and Engineering, University of South Florida,
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