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ABSTRACT

The advancements in communication and embedded technology have created more chances to design energy-efficient wireless network. On the other hand, Wireless Sensor Network plays an important role in surveillance applications includes military applications such as battlefield surveillance, industrial and consumer applications, process monitoring and control, machine health monitoring, and so on. In that the sensor nodes have to be reliable and to be more specific, the protocols should be energy efficient through the best routing with the knowledge of the neighbor nodes in the sensor network. Since in surveillance environment, where all nodes must be easily contacted with each other at any cost without delayed time, large over head and packet loss due to minimum available energy. In this paper, an energy efficient protocol named High Power Energy Aware Routing (HPEAR) has been proposed to increase the life time of the WSN in the congestive environment. The performance of the proposed protocol has also been compared with the existing routing protocols. The simulation results show that the proposed HPEAR is efficiently adapting routes to the nodes with the available power to make the network into an intelligent one without compromising the Quality of Service.
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1. INTRODUCTION

A Wireless Sensor Network (WSN) is composed of a large number of low cost and low power sensor nodes capable of sensing, computation and communication to achieve complex information gathering and distribution tasks. Each sensor node communicates with its neighbor nodes through the in-built wireless module. A sensor node comprises a sensing unit, a processing unit, a transceiver unit and a power unit. The life time of sensor node is mainly dependent on the power supply from the finite battery source. So, a basic requirement for sensor nodes is to be able to survive with a small finite source of energy for attaining different tasks.

Already many authors put their efforts to utilize the available energy of the sensor nodes using different routing protocols in order to extend the life time of the network but resulted with the demerits of high time delay, the difficulty in identifying receiver node by sending messages to all nodes in the network that consumes more energy and the load balancing in routing. To overcome the existing shortcomings, it is high requirement to propose a suitable protocol, which is to increase the nodes life time that could lead better reliability and Quality of Service.

2. PROPOSED WORK

The objectives of the proposed High Power Energy Aware Routing (HPEAR) protocol are to reduce the time delay and the overload problem in WSN in order to increase the life time of the sensor network. The proposed protocol
chooses the minimum distance path to reduce routing time from any source node to destination node by distributing energy loads among nodes. The proposed work is divided into three modules namely Identification of Base station, minimum path determination between source to destination, and Comparison with the existing routing protocol.

2.1 Identification of Base Station

The proposed WSN with 10 sensor nodes is shown in Figure 1. Initially, it is assumed that all the nodes in the network have the same power level and so that the task is to find the shortest path to reach the base station from the destination node could be realized.

![Figure 1: Proposed Wireless Sensor Network](image)

The number of transmitting and receiving operation for each message to be sent is based on the power level of the nodes. The power category of nodes fall into three levels namely High, Medium and Low. Each node has two identifiers called Power Identifier (PI) and Distance Identifier (DI). PI represents the battery level of the nodes and DI represents the distance between the node and the Base Station. Initially, the base station sends a broadcast message to all sensor nodes in the network in order to determine the location of each node by calculating time needed for each message to reach sensor nodes. This calculated time will be stored in data table of each node and reported back to the base station using special control messages.

2.1.1 Algorithm for Identification of Base Station

The proposed algorithm is illustrated in the Figure 2. Identifying the base station is done by finding the shortest path distance and highest power level.

**STEP 1:** Store nodes details in appropriate list depending upon power level.

**STEP 2:** Store the first node details in final list as high, medium, low (or) null.

**STEP 3:** Find least base distance for each node.

**STEP 4:** Return least base distance.

**STEP 5:** Display the Base Station.

2.1.2 Determination of Minimum Path

Figure 2 illustrates the minimum path routing method. The Base Station sends a broadcast message to all sensor nodes in the network in order to determine the location of each node.

![Figure 2: Minimum Path Routing Algorithm](image)

The source node sends the packet data to the destination node through the shortest path. The shortest path is calculated based on the location of each node. For that Path length is stored and compared by the source node with the available paths. After identifying the Shortest Path in terms of minimum distance, the information is sent through the shortest path from source to receiver.

2.1.2.1 Algorithm for Identification of Minimum Path

**Step 1:** Identifying no of path, edges and weights.

**Step 2:** Path length is stored and compared with source nodes.

**Step 3:** Swap the length and store the minimum path.

**Step 4:** If the two paths have same length then go to step3.

**Step 5:** Find the path minimum edges.

**Step 6:** Finding the minimum path.

**Step 7:** Else Go To Step 4.
In Figure 3, initially the path lengths are stored and compared. Store the minimum length path in a variable. Find the path with minimum edges and stored is an array. Then print the minimum path.

3. EXPERIMENTAL WORKS AND OUTPUT

The minimum paths between source and destination have been found. Energy usage, average route length and packet delivery ratio have also been calculated.

The Figure 4 shows the proposed WSN, which has 13 nodes, out of which, node 8 acts as source node, node 11 acts a destination node and remaining nodes are the intermediate nodes as router nodes.

Packet Delivery Ratio (PDR): The packet delivery ratio (PDR) represents the ratio between the number of data packets that are sent by the source and the number of data packets that are received by the receiver.

\[
PDR = \frac{\text{Data Packets (bits) sent by source}}{\text{Data Packets (bits) received by receiver}}
\]

**Example:**

The source node number = 10
Packet delivery ratio = 10/10 = 1

(PDR is 1 because the sensor nodes do not send control packet)

Packet Life Time of Path (PLTP): Packet Life Time of Path = \(N \times \frac{1}{n+1}\)

- \(N\) \(\rightarrow\) Number of multiple paths.
- \(n\) \(\rightarrow\) number of nodes.

**Average Delay:** Average delay time between the moment a data packet is sent by a data source and the moment the receiver receives the data packet.

Average Delay Time = Packet Receiving time – Packet Sending time.

The Figure 5 shows that the source node 8 starts to identify the neighbor node for identify the Receiver Node. The source node creates the path by sending the message to its neighbor node 0.

The Figure 6 shows the Receiver node 11 receiving acknowledgement by sending the message to its neighbor node 5. At the same time...
source also extends the path for identifying the intersection point.

After identifying the base station, the source node starts identifying the shortest path from the source node to destination node. The source node considers all possible paths and calculates the base distance to select the path at minimum distance. Finally, the data transfer through the shortest path as 8 -> 0 -> 2 -> 5 -> 11 which is shown in Figure 7.

Once, the data reaches the destination node through the minimum shortest path, where the node participated in the routing is only in the on state. So the energy of the remaining non-participated nodes was retained and saved for their turn to be used. Thus the shortest path is identified using the proposed protocol which enhances the life time of the network in a hostile environment. The Figure 9 shows the comparison of transmission time between the proposed and the existing algorithm. It is identified that the transmission time for the data to be sent from the source node to the destination node of the proposed system is less than the existing system.

Table 1: Data Transmission Time For Every Node (SLR Protocol)

<table>
<thead>
<tr>
<th>NODE</th>
<th>TRANSMISSION TIME (seconds)</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>SLR</td>
</tr>
<tr>
<td>0</td>
<td>0.197</td>
</tr>
<tr>
<td>3</td>
<td>0.212</td>
</tr>
<tr>
<td>6</td>
<td>0.205</td>
</tr>
<tr>
<td>15</td>
<td>0.217</td>
</tr>
<tr>
<td>17</td>
<td>0.224</td>
</tr>
</tbody>
</table>

The Table 1 shows the transmission time of the existing and the proposed shortest path routing protocol calculated from different nodes level. It is found that the transmission time of the HPEAR is very less than the existing shortest path protocol.

Table 2: Total Power Consumed By Number Of Nodes (SLR Protocol) And The Proposed One

<table>
<thead>
<tr>
<th>PATH DISTANCE</th>
<th>POWER CONSUMED (Jules)</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>SLR protocol</td>
</tr>
<tr>
<td>5</td>
<td>0.675</td>
</tr>
<tr>
<td>6</td>
<td>0.695</td>
</tr>
<tr>
<td>7</td>
<td>0.777</td>
</tr>
<tr>
<td>8</td>
<td>0.840</td>
</tr>
<tr>
<td>9</td>
<td>0.879</td>
</tr>
</tbody>
</table>

The Table 2 and 3 shows the energy consumed by the nodes in the network after applying the existing and proposed algorithm and it is clearly noted that the proposed algorithm consumes less energy.
Table 3: Comparative Analysis Of Power Consumption Using Proposed And Existing Shortest Path Algorithm

<table>
<thead>
<tr>
<th>Path distance</th>
<th>POWER CONSUMED</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>SLR protocol</td>
</tr>
<tr>
<td>5</td>
<td>0.6880</td>
</tr>
<tr>
<td>6</td>
<td>0.7046</td>
</tr>
<tr>
<td>7</td>
<td>0.7913</td>
</tr>
<tr>
<td>8</td>
<td>0.8702</td>
</tr>
<tr>
<td>9</td>
<td>0.9083</td>
</tr>
<tr>
<td>10</td>
<td>0.9794</td>
</tr>
</tbody>
</table>

4. CONCLUSION

Since energy efficiency is a major design consideration for routing protocols in WSNs, the High Power Short Distance Routing (HPEAR) has been proposed to increase the life time of the WSN. The results show that HPEAR can increase the lifetime of the network many folds when compared to conventional routing protocol. Furthermore, HPEAR can easily adapt the selection of routes based on the available energy in the network. If the information is send through the shortest path means, the power consumption may be reduced and it is well proved that the life time of the sensor network has been increased. The implemented protocol also has been compared with the existing shortest path algorithm and it is observed that the proposed algorithm performs better in terms of power consumption. And it also provides reliability in a hostile environment with less transmission time. With the proposed algorithm, it is ensured that the WSN can be sustained for a longer time in an environment for surveillance applications. The results are also so encouraging that the proposed method determines the optimum route that consumes less power for the entire routing process.

REFERENCES:


