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ABSTRACT 
 

The continuous progress in circuit technology offers the opportunity to design circuit chip with high 
integration density. The parasitic capacitances among the signal lines in circuits are increased; this results 
in the arising of circuit noises such as crosstalk. The coupling effects of a crosstalk occur between the 
aggressor lines and victim lines. If the strength of the aggressor line is large, then it may produce interferes 
for a lot of adjacent lines. Therefore, the type of the crosstalk fault consists of an aggressor line and 
multiple victim lines are investigated in this paper. A new test vector generation approach is presented for 
the crosstalk faults with multiple victim lines. The approach uses a lot of structure characteristics of the 
circuit under test, performs the partition of circuit cones, path selections, value implications of signal lines, 
etc., and the test vectors are produced by forward tracing and backtrack tracing. The experimental results 
for a lot of digital circuits show that the test vectors of the crosstalk faults with multiple victim lines can be 
generated by using the approach proposed in this paper, and the feasible fault coverage can be obtained. 
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1.  INTRODUCTION  
 

As the VLSI design technology enters deep- 
submicron (DSM) domain, the feature size and 
density of integrated circuits are decreased, while 
the signal speed increases, which results in the 
appearing of the noises. The noises may harm the 
functions of circuits.  

The noises can be defined as any deviation of a 
node (signal line) voltage from nominal high or low 
values [1]. The crosstalk is one of dominant noises, 
it is the voltage induced on a node due to coupling 
among adjacent nets. The coupling effects can be 
divided into two following types: capacitive 
coupling and inductive coupling [2]. The crosstalk 
noises may result in unpredictable timing, for 
example, a crosstalk noise on a clock signal line of 
synchronous circuits can cause a wrong value to be 
clocked in a flip-flop, this can results in the circuit 
failure. Therefore, it is needed to perform the test of 
crosstalks to insure the reliability of circuits.  

The most of the related work in the area of the 
test for crosstalk has concentrated on the following 
aspects: the coupling effects of crosstalks, the test 
algorithm for crosstalk, and the crosstalk in 

interconnect lines such as bus lines, the built in self-
test (BIST) of the crosstalk, etc.     

First of all, the coupling effects of crosstalks 
were investigated.  Ferragina et al [3] analyzed 
the crosstalk effects due to the current pulses drawn 
from voltage supplies in analog-digital mixed-
signal CMOS ICs, the simulations results 
demonstrated that the disturbances of switching 
currents, and the interconnection affects, can 
degrade the circuit performance.  Roy et al [4] 
discussed the closed-form matrix rational-
approximation method to model the delay 
and crosstalk noise of coupled RLC on-chip 
interconnects, the method for any rational order can 
obtain the approximations in terms of the 
predetermined coefficients and parameters. Jongsun 
et al [5] investigated the crosstalks between the 
adjacent cells in SRAM, and proposed a test 
method that a negative voltage stress was applied to 
bit lines for performing the detection of cell 
coupling. Mbairi [6] discussed the approach that 
uses the guard traces to reduce the crosstalk 
between differential transmission lines pair, 
the crosstalk effects of differential lines were 
treated with and without guard trace separation 
between the differential line pairs. 
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In the aspect of the test algorithm for crosstalk, 
Sunghoon et al [7] investigated multiple-
aggressor crosstalk faults to maximize the noise of 
the victim line, and presented a test 
pattern generation method for delay faults 
considering crosstalk-induced delay effects, the 
method was based on the principle of the 
conventional automatic test pattern generation for 
delay faults. Hasan et al [8] discussed the glitches 
and delay faults being introduced by the crosstalk, 
and proposed a test generation and compaction 
algorithm for test patterns of crosstalk faults. The 
algorithm simultaneously considers the coupling 
capacitance, timing and functional incompatibilities 
between the victim and aggressor nets, and can 
produce the maximum crosstalk noise.    Jianxun et 
al [9] investigated the crosstalk noise of 
programmable logic arrays (PLAs), used the 
characteristics of dynamic PLA crosstalk noise to 
design an automatic test pattern generation method, 
the method can detect the maximum crosstalk 
noises of product lines.    

In the aspect of the crosstalk in the interconnect 
lines such as bus lines, Jaehoon et al [10] 
investigated the compact crosstalk test patterns for 
system on chip (SoC) and board level interconnects 
considering the physically effective aggressors, 
designed the 6λ test patterns for the multiple victim 
lines, where the λ was the effective distance among 
interconnect nets. Bengtsson et al [11] discussed the 
crosstalk-induced delay and glitch faults in 
network-on-chip interconnects, and presented a 
method for at-speed testing of crosstalk faults in 
asynchronous connection of chip, the method 
provided a complete mode for the detection 
of crosstalk-induced faults in on-chip 
communication infrastructure by using 
asynchronous handshaking protocols. Min et al [12] 
analyzed the glitch and crosstalk-induced delays in 
the SoC interconnect bus, and presented a pulse 
detector with an adjustable detection threshold, the 
detector can detect the glitches and crosstalk-
induced delay.   

In the aspect of built in self-test (BIST) for the 
crosstalk, Rudnicki et al [13] investigated the test-
per-clock approach for the at-speed testing of 
crosstalk faults in long interconnects of SoC, used a 
linear feedback shift register (LFSR) to produce the 
test pattern of crosstalk faults, the LFSR consists of 
2µ flip-flops, where the µ is the number of nets in a 
chip. Assadi et al [14] discussed the crosstalk noise 
in the FPGA, proposed a method to detect the 
crosstalk fault effects such as glitches and delays in 
FPGA, the method incorporated the test pattern 

generator to produce the test vectors and the 
analyzer to analyze the crosstalk faults.    Der et al 
[15] investigated the crosstalk faults in embedded 
RAMs, gave a test algorithm and its BIST 
implementation for detecting the crosstalk faults on 
the address buses and data buses of RAMs.  Jen et 
al [16] discussed the crosstalk faults in three-
dimensional integrated circuits, and presented a 
BIST scheme for the post-bond test of through 
silicon via (TSV) with crosstalk faults. 

Besides, the crosstalk effects with multiple 
aggressors were investigated. Sanyal et al [17] 
discussed the multiple aggressor crosstalk effects 
considering gate leakage, presented an 
automatic test pattern generation algorithm that 
uses 0-1 integer linear programming to maximize 
the cumulative voltage noise at a given victim net.  
Gope et al [18] investigated the crosstalk noises 
with multiple aggressors, gave a timing-driven test 
generator that can sensitize multiple aligned 
aggressors coupled to a delay-sensitive victim path, 
the test generator can detect the combination of a 
delay spot defect and crosstalk-induced slowdown.  
Ganeshpure et al [19] investigated the test approach 
for multiple aggressor crosstalk faults, presented a 
test pattern generation algorithm for multiple 
aggressor crosstalk faults considering the zero and 
unit delay, the algorithm can obtain the maximal 
aggressor excitation. 

In this paper, a new test vector generation 
approach is presented for the crosstalk faults with 
multiple victim lines.  The partition of circuit cones, 
path selections, forward tracing and backtrack 
tracing, etc, are used in this approach.  This paper is 
organized as follows. Section 2 gives the model of 
the crosstalk faults with multiple victim lines. 
Section 3 presents the test vector generation 
approach based on circuit structure for the crosstalk 
faults. In Section 4, the experimental results for a 
lot of ISCAS’85 benchmark circuits are given. The 
Section 5 concludes this paper. 

2.  CROSSTALK WITH MULTIPLE VICTIM 
 

The noise in VLSI circuit is the perturbation or 
interference on a signal line that causes the signal 
value to deviate from its original value. If the 
magnitude of noise is large enough, it can invert the 
logic value of signal line, and cause the malfunction 
of whole circuit. In general, the noise sources 
include inductive and capacitive crosstalk, power 
supply noise, thermal noise, flicker noise and shot 
noise, etc.   
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The crosstalk is one of the noises being induced 
by a signal line that interferes with another signal 
line. The crosstalk is produced primarily by the 
capacitive coupling and inductance coupling of 
some signal lines. A signal transition on a signal 
line can take effects on the adjacent signal lines. 
The crosstalk can cause many types of errors, such 
as circuit power swing, clock skew, signal delay, 
signal glitch, etc.   

For two signal lines in a circuit, if the signal 
transition of 0 to 1(or 1 to 0) on a line produces 
coupling effects on another signal line, then the 
signal line is called aggressor line, the another 
signal line is called victim line. If the strength of the 
aggressor line is large, then it may produce 
interferes for a few of adjacent lines. In the 
following, we consider this type of crosstalk, i.e., a 
crosstalk fault consists of an aggressor line and 
multiple victim lines. 

One of the main tasks of test generation for 
crosstalk faults is to produce the test vectors such 
that: when apply the test vectors to the circuit, 
results in that the correct circuit behavior and the 
faulty circuit behavior are different, i.e., the values 
of their primary output lines are not equivalent. A 
test vector of a crosstalk fault is a pair of circuit 
input vectors, i.e., it consists of two circuit input 
vectors. Let S=(S1, S2) is a test vector of a crosstalk 
fault, where the S1 and S2 are the input vectors of 
circuit. The S1 is called the first vector; the S2 is 
called the second vector. 

An example of test vectors is shown for the C17 
circuit in the Fig.1. 

  
 
 
 
 
 
 
 
 

Suppose there is a crosstalk fault in the C17 
circuit, and the signal line e1 is the aggressor line, 
the signal lines e3 and e4 are victim lines. The 
crosstalk fault is caused by a transition (0 to 1) in 
the line e1 that produces the interferences (0 to 1) in 
the lines e3 and e4. The goal of test generation is to 
search for the circuit input vectors that can detect 
the given crosstalk fault. Here, the following 
vectors S1=(x1 x2 x3 x4 x5)=(1 1 1 0 1) and S2 =(x1 

x2 x3 x4 x5)=(0 0 1 0 1) can be used to detect the 
crosstalk fault.  

Apply the vectors S1 and S2 to the circuit primary 
inputs sequentially. If the circuit outputs are y1=1 
and y2=1 for the S1, the y1=1 and y2=1 for the S2, 
then there is not crosstalk in the circuit. If the 
circuit outputs are y1=1 and y2=1 for the S1, the 
y1=0 and y2=0 for the S2, then there is the crosstalk 
in the circuit. Thus, the pair of vectors S1 and S2 
can detect the crosstalk fault that the e1 is the 
aggressor line and the e3 and e4 are victim lines.  

3.  TEST VECTOR GENERATION BASED   
ON CIRCUIT STRUCTURE  

 
The test vector generation of crosstalk faults with 

multiple victim lines can be described as the 
process of determining the test vectors for a given 
fault in a given circuit. The procedure of the test 
generation includes following aspects: The 
activation of crosstalk faults, the selection of 
sensitizing path, fault propagation, etc. 

For the circuit under test, let its primary input 
lines be x1, x2, ⋅⋅⋅, xn, let its primary output lines be 
y1, y2, ⋅⋅⋅, yL. Let the set of crosstalk faults in the 
circuit be F={f1, f2, ⋅⋅⋅, fm}, where the number of 
faults is m. Each crosstalk fault fi includes an 
aggressor line Ai and a lot of victim lines Vi1, Vi2, 
⋅⋅⋅,Vit, where the number of victim lines is t for the 
aggressor line Ai.  

The test generation procedure for the crosstalk 
faults with multiple victim lines consists of 
following steps: 

Algorithm 1 

Step 1. Put up the parameter k:=0; partition the 
circuit into L cones, the outputs of these cones are 
the circuit primary output lines y1, y2, ⋅⋅⋅, yL, 
respectively, let these cones be D1, D2, ⋅⋅⋅, DL. 

Step 2. Put up the k:=k+1; Choose the crosstalk 
fault fk from the set F. 

Step 3. Activate the crosstalk fault fk, i.e, set the 
aggressor line Ak of the fk to the required transition, 
set the victim lines Vk1, Vk2, ⋅⋅⋅, Vkt to their value. 

Step 4. Partition cones. For the circuit under test,  
partition the circuit into a lot of cones, where the 
number of cones is t+1. Let these cones are C1, C2, 
⋅⋅⋅, C t+1. The output of one cone is the aggressor line 
Ak, the outputs of another cones are Vk1, Vk2, ⋅⋅⋅, 
Vkt, respectively.   

x5  

Fig.1   The C17 circuit. 
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Step 5. Carry out the backtrack tracing operation 
and implication operation on the cones C1, C2, ⋅⋅⋅, 
C t+1 to obtain the first vector S1.  

Step 6. Locate the crosstalk signal lines Ak, Vk1, 
Vk2, ⋅⋅⋅, Vkt into the cones D1, D2, ⋅⋅⋅, DL. Select the 
paths from the fault site to the output of cones. 
Carry out the forward tracing to sensitize the paths 
being selected, and perform the backward tracing to 
obtain the values of primary input lines, thus the 
second vector S2 is obtained. The second vector S2 
can propagate the effect of the crosstalk fault to at 
least one of circuit primary outputs.  

Step 7. If the first vector S1 is not obtained in 
Step 5 or the second vector S2  is not obtained in the 
Step 6, then the test vector of crosstalk fault fk does 
not exist, else the test vector of the crosstalk fault fk 
is S=(S1, S2).       

Step 8. If the k<m is true, then go to the Step 2, 
else stop the algorithm.    

The detail implementation of the Algorithm 1 is 
given as follows.  

In the Step 1 and Step 4 of the Algorithm 1, the 
method of partitioning cones is following. A cone 
in a circuit is defined by the set of all signal lines 
that can be found connected between a single 
output and the inputs that lead to the single output.  

 
 
 
 
 
 
 
 
 
 
 
 

 
For example, the circuit shown in Fig.2 has two 

cones. The output of the first cone is y1, the cone 
has nine nodes x1, x2, x3, x4, e1, e2, e4, e5 and y1. 
The output of the second cone is y2, the cone has 
eight nodes x3, x4, x5, x6, e2, e3, e6 and y2.  

In the Step 3 of the Algorithm 1, the method of 
activating the crosstalk fault can be classified into 
following two cases: 

Case 1: If the aggressor line Ak has a transition 
of 0 to 1, then when generate the first vector S1, the 
value of the aggressor line Ak is set to 0, and the 
values of all victim lines Vk1, Vk2, ⋅⋅⋅, Vkt are set to 

0; when generate the second vector S2, the value of 
the aggressor line Ak is set to 1, and the values of 
all victim lines Vk1, Vk2, ⋅⋅⋅, Vkt are set to 0.    

Case 2: If the aggressor line Ak has a transition 
of 1 to 0, then when generate the first vector S1, the 
value of the aggressor line Ak is set to 1, and the 
values of all victim lines Vk1, Vk2, ⋅⋅⋅, Vkt are set to 
1; when generate the second vector S2, the value of 
the aggressor line Ak is set to 0, and the values of 
all victim lines Vk1, Vk2, ⋅⋅⋅, Vkt are set to 1.    

In the Step 5 of the Algorithm 1, the first vector 
S1 is obtained by backtrack tracing operation and 
implication operation. The implication operation is 
performed in the following mode: For an AND gate, 
if its output is 1, then its all inputs should be 1; if its 
output is 0, then at least one of its inputs should be 
0. For an OR gate, if its output is 0, then its all 
inputs should be 0; if its output is 1, then at least 
one of its inputs should be 1. 

The backtrack tracing operation is carried out in 
the following mode: The backtrack procedure traces 
the objective lines (Ak, Vk1, Vk2, ⋅⋅⋅, Vkt) back to 
one of the primary inputs and assigns a logic value 
to them. There are several possible paths from the 
objective lines to the primary inputs, and the 
selections of particular paths are made randomly. 
Because there maybe the conflicts in the assigning 
values to the signal lines, therefore in general, more 
than one backtrack process is needed to achieve the 
desired values on the objective lines (Ak, Vk1, Vk2, 
⋅⋅⋅, Vkt). 

We take a crosstalk fault that consist of aggressor 
line e4 and victim lines e5 and e6 in the Fig.2 as an 
example to show the backtrack procedure. Suppose 
the aggressor line e4 has a transition of 0 to 1. The 
objective values of lines e4, e5 and e6 should all be 
0 when the first vector S1 is applied to the primary 
inputs (x1, x2, x3, x4, x5, x6) of the circuit. 

(a) Firstly, the cone with output e4 consists of 
lines x1, x2, x3, e1 and e4. The value of e4 is needed 
to be 0 only if x1=0 and e1=0. The e1=0 implicates 
that at least one of the x2 and x3 should be 0.     

(b) Secondly, the cone with output e5 consists of 
lines x3, x4, e2 and e5. The value of e5 is needed to 
be 0 only if the e2=1. This implicates that at least 
one of the x3 and x4 should be 1.     

(c) Thirdly, the cone with output e6 consists of 
lines x3, x4, x5, x6, e2, e3 and e6. The value of e6 is 
needed to be 0 if at least one of the lines e2 and e3 is 
0. Randomly select a path from the primary inputs 

x1 

X2  

x3  

x4  

x5 

X6  

e1  

e2  

e3  

e4  

e5  

e6  

y1  

y2  

Fig.2  Cones in a circuit. 
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to the line e6. For instance, the path x6−e3−e6 is 
chosen.  The e3 is 0 only if the x5=1 and e6=1.  

The circuit input vectors that satisfy the above 
three aspects (a), (b) and (c) can be obtained. For 
example, (x1 x2 x3 x4 x5 x6)=(0 0 0 1 1 1). This 
vector can be as one of the first vectors S1. 

In the Step 6 of the Algorithm 1, the second 
vector S2 is produced by using the operations of 
selecting paths, forward tracing, and backward 
tracing, etc. Here, we still take the crosstalk fault 
that consists of aggressor line e4 and victim lines e5 
and e6 in the Fig.2 as an example. Here the 
aggressor line e4 has a transition of 0 to 1. The 
objective values of the lines e4, e5 and e6 should be 
1, 0 and 0 respectively when the second vector S2 is 
applied to the primary inputs (x1, x2, x3, x4, x5, x6) 
of the normal circuit.  

(d) Locate the lines e4 and e5 into the cone that 
its output is y1, the cone consists of nodes x1, x2, 
x3, x4, e1, e2, e4, e5, and y1. Select the sensitizing 
path x2−e1−e4−y1 for the line e4, select the 
sensitizing path x3−e2−e5−y1 for the line e5, and 
perform forward and backward tracing.     

(e) Locate the line e6 into the cone that its output 
is y2, the cone consists of nodes x3, x4, x5, x6, e2, 
e3, e6 and y2. Select the sensitizing path 
x6−e3−e6−y2 for the line e6, and carry out the 
forward tracing and backward tracing. 

The circuit input vectors that satisfy the above 
two aspects (d) and (e) can be obtained. For 
example, (x1 x2 x3 x4 x5 x6)=(1 0 1 0 1 1). This 
vector can be as one of the second vectors S2, 
because it can propagate the effect of the crosstalk 
fault to at least one of circuit primary outputs.   

In the Step 7 of the Algorithm 1, for the crosstalk 
fault that consists of aggressor line e4 and victim 
lines e5 and e6 in the Fig.2, the test vector S=(S1, 
S2)=( (0 0 0 1 1 1), (1 0 1 0 1 1)). Apply the vectors 
S1 and S2 to the circuit primary inputs sequentially. 
If the circuit outputs are (y1 y2)=(1 1) for the S1, 
and   the (y1 y2)=(1 1) for the S2, then there is not 
crosstalk in the circuit. If the circuit outputs are  (y1 
y2)=(1 1) for the S1, and the (y1 y2)=(0 0) for the S2, 
then there is the crosstalk in the circuit. Thus, the 
vector S can detect the crosstalk fault. 

4.  EXPERIMENTAL RESULTS 
 
We have implemented the test vector generation 

approach in this paper in C++ language for the 
crosstalk faults with multiple victim lines, and have 
carried out a lot of experiments for digital circuits 

such as the ISCAS’85 benchmark circuits. These 
experiments are performed on a personal computer 
with 3.0GHz and 256M main memory. The 
numbers of signal lines in these ISCAS’85 
benchmark are shown in the Table 1.  

Table 1  The results for ISCAS’85 benchmark circuits. 

Circuit    Inputs   Outputs  Lines    Twofc    Threefc 

C432      36         7         432      100%     100% 
C499      41        32        499      100%     100% 
C880      60        26        880      99%       97% 
C1355    41        32        1355    100%     98%   
C1908    33        25        1980    100%     100%      
C2670    233      140      2670    100%     96%       
C6288    32        32        6288    98%       97% 
C7552    207      108      7552    97%       95%    

In the Table 1, the column “Circuit” denotes the 
names of benchmark circuits. The columns “Inputs” 
and  “Outputs” show the numbers of primary inputs 
and primary outputs in the circuits, respectively. 
The column “Lines” denotes the total number of 
signal lines in a circuit.  

In these experiments, we randomly choose 400 
crosstalk faults with two victim lines and with three 
victim lines respectively from the ISCAS’85 
benchmark circuits. The Algorithm 1 is used to 
generate the test vectors of these crosstalk faults 
being chosen. The steps in the Algorithm 1 are 
implemented by the activation of crosstalk faults, 
the partitions of circuit cones, the selections of 
sensitizing paths, the propagation of fault effects, 
forward and backtrack tracing operations, etc. 

The experimental results are shown in Table 1.  
The column “Twofc” show the fault coverage for 
the crosstalk faults with two victim lines. The 
column “Threefc” show the fault coverage for the 
crosstalk faults with three victim lines. The fault 
coverage (FC) is calculated by the following 
equation Fc=(N0/N1)×100%. The N1 is the total 
number of crosstalk faults considered, the N0 is the 
number of crosstalk faults detected by using the 
Algorithm 1. 

The experimental results in the Table 1 show that 
the Algorithm 1 in this paper can produce the test 
vectors of the crosstalk faults with multiple victim 
lines. For some circuits such as the C432, C499 and 
C1908, the 100% fault coverage can be obtained. 

For some circuits such as C880, C1355, C6288 
and C7552, the high fault coverage that is more 
than 90% can also be obtained. In these 
experiments, for the crosstalk faults being not 
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testable, i.e. their test vectors do not exist, the 
Algorithm 1 is still used to produce the test vectors 
for the crosstalk faults, i.e. we do not judge the 
faults being testable or not testable before the 
Algorithm1 is performed. 

These experiments also show that a portion of the 
time needed in the Algorithm 1 is due to the 
forward tracing and backtrack tracing operations. 
This portion of the time needed can be decreased by 
using the partition of circuit cones in  Algorithm 1. 
Besides, another portion of the time needed in the 
Algorithm 1 is due to the sensitizing path selection. 
The total computation time needed can be cut down 
when the suitable paths are chosen. Therefore, it is 
valuable to investigated for the method that can 
obtain the most suitable paths for the test generation 
of crosstalk faults.   

5.  CONCLUSIONS 
 
The crosstalk effects are induced between the 

adjacent signal lines owing to both the scaling of 
VLSI circuit and the increase in switching speed. It 
is necessary to carry out test for the crosstalk fault 
because the crosstalk may induce pulses and delay.  
In this paper, the test for the crosstalk faults with 
multiple victim lines is investigated, a test vector 
generation approach for the detection of this 
crosstalk faults is presented. Further work needs to 
be done in the future such as the accurate analysis 
of the coupling effects among the aggressor line 
and the multiple victim lines.   
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