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ABSTRACT 
 

Endpoint security solutions are increasingly critical in light of the continual expansion of cyber threats, 
particularly malware, and the growing complexity of threat actors. Leveraging innovative techniques such as 
AI-based malware detection is necessary to counteract the increasing sophistication of malware. Additionally, 
alternative solutions like application whitelisting have been developed to protect users from malware 
infections by only permitting whitelisted applications to run on a host's real operating system. Safeguarding 
endpoints serves as a primary defense against cyberattacks through comprehensive security protocols, 
allowing organizations to better navigate the intricate digital environment fraught with potential risks. In this 
study, we evaluate four pivotal endpoint security solutions: Network Detection and Response (NDR), 
Endpoint Detection and Response (EDR), application whitelisting, and antivirus software with a specific 
emphasis on their ability to detect and handle malware threats.The findings of this study provide valuable 
insights into the effectiveness of application whitelisting compared to antivirus, EDR, and NDR endpoint 
solutions. 
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1. INTRODUCTION  
 

The importance of endpoint security has grown 
exponentially in our modern and deeply 
interconnected digital environment, driven by the 
pervasive integration of digital technologies into 
every aspect of our lives [1]. The term "endpoints" 
has moved beyond the physicality of devices to 
encompass the intricate network of access points and 
devices that serve as the foundation of our digital 
interactions [2]. As we rely more on these 
interconnected devices for personal and professional 
purposes, they become more than just information 
conduits, but also potential targets for a wide range 
of sophisticated malware attacks [3]. In the face of 
evolving cyber threats, preserving the integrity of 
these endpoints, safeguarding sensitive information, 

and ensuring the seamless functionality of 
interconnected systems have become imperatives. 
This comprehensive review takes readers on a 
journey through the ever-changing landscape of 
malware detection techniques, with a particular and 
nuanced emphasis on their application in the vast 
domain of endpoint security. The constant evolution 
of malicious software and the adaptive tactics used 
by cyber adversaries highlight the urgency of this 
investigation. Endpoint security strategies must no 
longer be reactive; they must be proactive, adaptable, 
and anticipatory in order to effectively counter 
emerging threats. In this digital battlefield, endpoint 
security solutions have emerged as critical defenders 
[4]. Traditional antivirus software, sophisticated 
Endpoint Detection and Response (EDR) systems, 
and innovative Application Whitelisting 
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methodologies are all part of the arsenal. Application 
Whitelisting, on the other hand, stands out as a 
promising technique for preventing unauthorized or 
malicious software execution [5]. Allowing only pre-
approved applications to run on a system fortifies the 
system against unknown threats [6]. However, 
implementing Application Whitelisting has its 
challenges, such as the need for continuous updating, 
potential false positives, and meticulous 
maintenance [7]. Through this meticulous 
comparative study, we hope to contribute to the 
current understanding of endpoint security by 
providing discerning insights and critical analyses. 
This project is a comprehensive investigation aimed 
at fortifying the foundations of endpoint security in 
anticipation of the multifaceted challenges that lie 
ahead in our digitally intertwined future. As we delve 
into the complexities of malware detection, our focus  

will include not only the effectiveness of 
Application Whitelisting, but also its integration 
with other endpoint security solutions, providing a 
holistic view of their collective strength and 
adaptability in safeguarding our digital landscape. 
The methodology of this study is based on a 
systematic review of the literature, which includes 
empirical studies, theoretical analyses in the latest 
studies focusing on the effectiveness of endpoint 
security solutions and application whitelisting in 
detecting and mitigating malware threats. The study 
will explore the incorporation of machine learning 
into application whitelisting and other endpoint 
security solutions to evaluate its efficacy. 

The need for proactive and flexible endpoint security 
in the face of evolving cyber threats is the driving 
force behind this project. Unlike conventional 
methods, we adopt a holistic approach by 
investigating how Application Whitelisting interacts 
with other security solutions in addition to evaluating 
its efficacy. Our distinct contribution consists of 
putting proactivity first, taking a comprehensive 
approach, and looking into how machine learning 
affects other endpoint security measures like 
application whitelisting. The purpose of this study is 
to provide useful insights to strengthen endpoint 
security foundations in order to meet the challenges 
of our increasingly digitally connected future. 

2. RESEARCH QUESTION 

1. In the context of detecting and mitigating 
malware attacks, how do application whitelisting 
compare with Network Detection and Response 
(NDR) and EDR and antivirus among the four 
primary endpoint security solutions? 

2. How do NDR, EDR, and antivirus, and 
application whitelisting compare in terms of their 
effectiveness with the integration of machine 
learning? 
 
3. RESEARCH OBJECTIVE 
 

The purpose of this study is to analyze the 
effectiveness of application whitelisting in 
identifying and mitigating malware threats in 
comparison to three endpoint solutions: antivirus, 
Endpoint Detection and Response (EDR), and 
Network Detection and Response (NDR). We are 
focusing on comparing the detection accuracy and 
response time of application whitelisting with the 
three endpoint solutions—NDR, EDR, and 
antivirus—in detecting malware. Additionally, the 
study will assess the effectiveness of integrating 
machine learning with these four solutions. It is 
important to note that the study will not cover the 
complexity of using the four solutions in a specific 
context, and it will not address the ease of 
implementing endpoint solutions as factors in the 
comparison. 

 
4. PROBLEM STATEMENT 

The study compares the efficacy of three main 
endpoint security solutions: antivirus, Endpoint 
Detection and Response (EDR), and Network 
Detection and Response (NDR) with application 
whitelisting in terms of malware detection and 
mitigation. The study's main objectives are to 
evaluate response speed, detection accuracy, and the 
effects of incorporating machine learning into these 
solutions. The intention is to shed light on the 
relative performance of application whitelisting 
compared to alternative approaches and see if 
machine learning makes them more efficient. The 
comparison of implementation complexity and ease 
is not taken into account in this study. 
 
5. SELECTION OF PAPERS FOR 

LITERATURE REVIEW 

 
In order to analyze our performance during our 
search in the Google Scholar and Saudi Digital 
Library databases, a literature review is done. In 
order to collect all the different kinds of records, we 
used a PRISMA 2020 version flow diagram. The 
results of our analysis supported and enhanced the 
content of this work. Using the subsequent standards  
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Figure 1: PRISMA 2020 for literature review. 
 
for inclusion: publications that highlight Application 
Whitelisting and Endpoint Security Solutions with 
an emphasis on Malware Detection and using the 
search terms (" Application Whitelisting " and 
"endpoint security solutions "and " malware 
detection "), we conducted a Google Scholar search 
that ultimately produced 48 studies that were chosen 
using PRISMA, as shown in the Figure 1. 

 

5. LITERATURE SURVEY 

Strong endpoint security solutions are vitally 
important, as evidenced by the rising frequency of 
cyber threats, especially malware, and the rising 
sophistication of threat actors. Since endpoints are 
the first line of defense against cyberattacks, 
securing endpoints has become crucial for 
businesses looking to strengthen their digital 
infrastructure. With a particular focus on their 
effectiveness in identifying and reducing malware 
threats, this study examines four essential endpoint 
security solutions: antivirus, NDR, EDR, and ap-
plication whitelisting. We systematically review 48 
studies covering a wide range of methodologies and 
empirical findings in this survey of the literature. 
One of the most interesting aspects of our 
investigation is how each of the four endpoint 
security solutions incorporates machine learning. 
We seek to offer a nuanced perspective on the 
changing endpoint security landscape by 
emphasizing studies that investigate the efficacy of 
machine learning in conjunction with network       
detection and response, endpoint detection and 

response, application whitelisting, and antivirus. The 
scope of this study will focus on the strengths and 
weaknesses of each endpoint security solution and 
application whitelisting in their capabilities in 
detecting and mitigating malware threats. 
Our survey aims to extract insights into the relative 
advantages and disadvantages of these security 
solutions through the dual lens of traditional 
endpoint security measures and the integration of 
machine learning. The integration of this extensive 
collection of research will aid in gaining a 
comprehensive understanding of the complex 
relationships between machine learning, endpoint 
security solutions, and the various threats posed by 
malware in the modern cyber threat environment. 
 
5.1 Endpoint Security Solutions 
 

Organizations must use endpoint security solutions 
to protect themselves from malware and other cyber 
threats. NDR, end-point detection and response 
(EDR), application whitelisting, and antivirus are the 
four main endpoint security solutions. Every 
solution has different features and methods for 
identifying and thwarting malware attacks. 
Botacin et al. [8] address the issue of network threat 
blocking, particularly the takedown of HTTP 
payloads and the blocking of malicious domain 
name resolution by host providers. The study 
revealed that DNS blocking was more effective than 
blocking individual HTTP payloads, and Brazilian 
malware samples stored in cloud servers were 
quickly sinkholed. Therefore, the authors propose 
solutions including improving the mechanisms for 
re-porting network abuse by providers, involving 
more cloud providers in threat mitigation efforts, and 
enhancing automatic identification and HTTP block 
procedures. They also advocate for improving 
overall network security, as several samples did not 
have any domain sink-holed at any given time. The 
mitigation measures proposed are aimed at 
countering malware threats effectively and guiding 
advancements in malware detection policies and 
solutions. 
In their discussion of the significance of endpoint 
security in malware detection, Bazrafshan et al.[9] 
point out that conventional signature-based 
approaches might not be adequate. Advanced threats 
require heuristic methods in order to identify and 
stop them. Benefits of endpoint security include 
monitoring access to sensitive data and enhanced 
protection for individual devices. It does, however, 
come with risks of false positives and false 
negatives, as well as ongoing maintenance and 
updates. In order to defend against sophisticated 
threats, the paper emphasizes the importance of 
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utilizing a variety of strategies, including endpoint 
security solutions. Organizations can enhance 
endpoint security by integrating it with additional 
strategies like behavioral analysis and signature-
based detection. 
Jayasinghe et al. [10] present a comprehensive 
analysis of crypto jacking attacks that target servers 
and cloud infrastructure, a growing cybersecurity 
threat that steals computational resources for 
cryptocurrency mining without user consent. After a 
thorough review of 11 specific attack instances, the 
survey identifies common characteristics, including 
targeted platforms, exploited vulnerabilities, and 
commonly used tools. The paper underscores that 
many of the evaluated attacks have used the Monero 
CPU miner, XMRig, and lever-aged "living off the 
land" techniques by using whitelisted system tools. 
The survey then reviews existing detection systems, 
highlighting their limitations and potential for 
improvement. Most notably, the authors propose the 
need for further research into dynamic, behavior-
based detection systems that can better handle file-
less malware and living-off-the-land attack 
techniques. 
Jones et al. [11] investigate the effects of the 
COVID-19 induced shift to Work-From-Home on 
the security operations center's endpoint security 
management. It identifies several issues like 
increased workloads, challenges in communication, 
altering priorities, impacts on productivity, 
constraints with current tools, and social and 
technical limitations. To address these, the 
researchers used various ethno-graphic research 
methods (participant observation, semi-structured 
interviews, surveys) and historical analysis to 
identify trends and better understand the dynamics in 
response to external forces like the sudden shift to 
WFH. They propose mitigation strategies like 
implementing new services, tools, processes, and 
policies; repurposing existing systems; increasing 
SOC employee training; creating a return to office 
policy; improving transparency of endpoints; 
improved alert handling; and strengthening 
collaborations with other departments. They also 
stress the importance of understanding the context 
surrounding these issues for better end-point security 
management. 
Hizver et al. [12] discussed how a promising 
technique to stop malicious helper programs from 
operating on corporate virtual machines (VMs) is 
application whitelisting. If unknown program 
modules are not included in a whitelist of trusted 
programs, it stops them from being loaded into 
active address spaces. This method protects security 
agents from attacks when virtual machines (VMs) 

are compromised by simplifying security agent 
upgrades and maintenance. On the other hand, it can 
result in false positives and needs to be updated 
frequently. Virtualization is used by Cloud-Based 
Application Whitelisting (CLAW) to provide 
centralized, uniform, and policy-driven management 
of computing resources and security. It enforces 
security policies using virtual machine introspection 
technology without the need to install agents inside 
managed virtual machines (VMs). Because CLAW 
has a run-time performance overhead of less than 
10%, it is a practical option for endpoint security 
involving malware detection. 
Qamar et al. [13], address the surge in mobile 
malware attacks and offer a thorough over-view of 
the different approaches to analysis, malware 
evasion, and detection. In order to detect malware, it 
highlights in particular the hybrid analysis method, 
which combines static and dynamic analysis. In 
feature extraction from applications, the 
effectiveness of several tools is highlighted, 
including Androguard, APK Inspector, DroidBox, 
San-droid, and Tracedroid. Additionally, the use of 
AI, such as machine learning and deep learning 
algorithms, to enhance malware detection is 
considered in this paper. Given the growing 
complexity and sophistication of malware, the paper 
makes the case for the need for more effective 
detection tools. It also highlights how important it is 
to comprehend and address malware evasion 
strategies like polymorphism, Java reflection, and 
obfuscation. 
Enhancing small- to medium-sized organizations' 
cyber-resilience in the face of changing cyber threats 
is a challenge that Lucian et al. [14] address. The 
authors point out a number of problems, such as the 
expense and difficulty of putting advanced security 
solutions into place, the dynamic nature of malware, 
the overwhelming amount of malware samples, and 
the obfuscation tactics used by bad actors. They 
suggest an open-source security framework that 
makes use of a variety of techniques and 
technologies to lessen these. Incident management 
and network security policy are major areas of 
emphasis. Modules for asset protection, data 
confidentiality, unauthorized access prevention, and 
incident detection and response are all included in 
the system. The proposed approach makes use of 
several open-source technologies to implement it 
more affordably and uses predictive analysis to 
assess threats. Details about the system architecture's 
operation are included in the implementation, which 
also makes use of Docker technology for simple 
deployment. Furthermore, the system makes sure 
that rules and industry standards are followed. 
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5.2 Network Detection and Response (NDR) 
 

In order to detect and address malicious activity, 
NDR focuses on tracking and evaluating network 
traffic. Real-time visibility into network traffic 
patterns and anomalies is made possible by it, which 
makes it possible to identify malware—such as 
viruses and worms—that propagates throughout the 
network. Among the many methods used by NDR 
[15] is signature-based detection, which compares 
known malware signatures to identify malicious 
network traffic. Finding unusual patterns in network 
traffic that might point to the presence of malware is 
known as anomaly detection [16]. Machine learning-
based analysis: This method looks for anomalies and 
possible malware activity by analyzing network 
traffic patterns using machine learning algorithms 
[17]. 
Campfield discusses how NDR [18], which analyzes 
network traffic and behavior to find and address 
threats that may have eluded conventional solutions, 
is a potent tool for malware detection and endpoint 
security. Although it is capable of identifying 
malicious activity from other sources or 
compromised endpoints, it shouldn't be the only 
endpoint security solution. NDR provides context 
for network activity, automated response 
capabilities, and real-time threat detection. It might, 
however, have drawbacks, such as the requirement 
for knowledgeable analysts to understand alerts and 
the possibility of false positives or false negatives. 
The research study highlights the value of using 
NDR in addition to more conventional endpoint 
security tools, offering a thorough picture of network 
activity, and emphasizing how machine learning can 
improve NDR's capabilities and increase the 
accuracy of threat detection. 
According to Kaur et al. [19], NDR plays a crucial 
role in endpoint security by identifying and 
countering threats that conventional solutions might 
overlook. Data breaches and other security incidents 
can be avoided with the help of NDR solutions, 
which can analyze network traffic and identify 
suspicious activity, such as command-and-control 
traffic or data exfiltration. Real-time threat detection 
and response, the capacity to identify possible 
threats from network traffic analysis, and the ability 
to detect threats that other solutions might miss are 
some of the advantages of NDR. Its complexity, 
which can make deployment and management 
challenging, and its propensity to produce false 
positives, which could result in pointless alerts and 
resource waste, are its drawbacks. The authors stress 
the value of NDR in identifying threats that 
conventional solutions might overlook and give a 
thorough review of the many approaches used for 

endpoint detection and response, including machine 
learning. Organizations can make well-informed 
decisions about implementing NDR solutions as part 
of their endpoint security strategy by considering the 
benefits and drawbacks of NDR. 
In their paper, Cahill et al. [20] discuss NDR 
systems, which can identify threats that may have 
eluded endpoint security measures and offer 
insightful information about network traffic. They 
do, however, advise against using NDR solutions in 
place of endpoint security because the latter cannot 
offer the same degree of defense against threats that 
have already compromised endpoints. NDR 
solutions may produce a large number of alerts that 
are challenging to sort through and look into, and 
they can be challenging to implement and maintain. 
They contend that NDR can improve endpoint 
security solutions by offering an extra line of defense 
against threats that might have gotten past endpoint 
security controls and by assisting businesses in 
meeting regulatory obligations concerning threat 
detection and network visibility. Nonetheless, they 
stress that in order to successfully de-fend against 
sophisticated threats, end-point security must adopt 
an adaptive and tiered approach. 
Singh [21] discusses NDR in endpoint security and 
malware detection, highlighting the significance of 
keeping an eye on the DeltaV DCS system in order 
to identify and stop security breaches. It suggests 
analyzing network traffic and spotting odd or non-
standard behavior using NSN (Net-work Security 
Monitoring) sniffing and analysis. To lower the risk 
of a cyberattack and shield businesses from damage 
to their finances and reputation, the author suggests 
implementing a defense-in-depth strategy, 
conducting routine security risk assessments, and 
putting security measures like antivirus, whitelisting, 
patch management, and NSN sniffing monitoring 
into place. Real-time network traffic visibility and 
threat detection that traditional security methods 
might miss are both possible with NDR. It can, 
however, produce a lot of alerts, which security 
teams may find overwhelming. NDR solutions can 
also be costly to implement and maintain, requiring 
a large amount of resources. The article highlights 
how important it is to put in place a defense-in-depth 
plan that includes NDR monitoring in order to find 
and stop security breaches. Organizations can lessen 
the impact of successful cyberattacks by 
implementing security measures like patch 
management, whitelisting, antivirus software, and 
NSN sniffing monitoring, as well as by conducting 
regular security risk assessments. 
A technology called NDR can improve endpoint 
security by identifying and neutralizing threats that 
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might have gotten past conventional defenses. NDR 
is able to spot suspicious activity and indicators of 
compromise (IOCs) that traditional solutions might 
overlook by examining network traffic. 
Organizations can enhance their security posture 
visibility and detect and respond to sophisticated 
threats by integrating NDR with endpoint security 
solutions. But NDR can produce a lot of alerts, 
which can be hard for security teams to handle and 
possibly lead to false positives, which wastes time 
and money. In order to strengthen an organization's 
security posture, this paper highlights the 
significance of integrating NDR with endpoint 
security solutions [22]. 
Strengths: 

 Effective in detecting malware that spreads 
through the network. 

 Provides real-time visibility into network 
traffic patterns. 

 Can detect malware that is not yet known to 
security vendors. 

Weaknesses: 
 May be blind to malware that does not 

generate network traffic. 
 Can generate false positives due to network 

anomalies that are not malicious. 
 Requires continuous monitoring and 

analysis of network traffic. 
 
5.3 Endpoint Detection and Response (EDR) 
 

EDR focuses on monitoring and analyzing endpoint 
behavior to detect and respond to malicious activities 
[23]. It gives extensive visibility into endpoint 
activity and may detect existing malware on 
endpoints such as backdoors, trojans, and persistent 
threats. EDR employs a variety of methodologies, 
including signature-based detection, which involves 
matching known malware signatures to detect 
harmful endpoint activities [24]. Heuristic analysis 
is the process of analyzing endpoint behavior using 
known harmful patterns and heuristics. Sandbox 
analysis is the process of running suspicious files or 
programs in a sandbox environment in order to study 
their behavior and discover malicious activities [25]. 
Analysis based on machine learning: Analyzing 
endpoint behavior with machine learning algorithms 
to discover abnormalities and probable malware 
activities. 
Karantzas et al. [26] evaluate the effectiveness of 
EDR systems and other endpoint security solutions 
for identifying and combating advanced persistent 
threats (APTs). Their findings show that there is still 
a lot of space for improvement, since modern 
endpoint security solutions fail to prevent and log the 

majority of the assaults revealed in this paper. 
However, the authors point out that EDRs give a 
more holistic approach to an organization's security 
since they correlate information and events across 
many hosts, giving blue teams a thorough 
understanding of the dangers that an organization's 
perimeter is vulnerable to. 
EDR is described by Chakraborty et al. [27] as taking 
into account endpoint behavior, registry settings, file 
activity, network activity, and analytics to discover 
and notify of abnormalities. The report also proposes 
employing next-generation anti-virus, which is a mix 
of End Point EDR and End Point Protection (EPP) 
that blocks signature or signature-less malware using 
behavioral analytics. Furthermore, the author states 
that a suitable threat-hunting architecture is required 
to track and prevent the complicated approaches 
used by attackers all over the world to bypass 
standard endpoint security measures. 
Park et al. [28] discuss the importance of EDR 
technologies in detecting advanced persistent threats 
(APTs) and malware. EDRs provide real-time 
monitoring and analysis of endpoint activity, 
allowing for speedy detection and reaction to 
possible threats. They can also detect and respond to 
APTs that standard antivirus software may miss. 
EDRs also provide forensic data for analyzing and 
resolving security problems. However, the report 
also examines the problems of EDRs, such as the 
huge volume of data generated, potential false 
positives, and the ability of sophisticated attackers to 
avoid detection. To solve these difficulties, the study 
proposes an open-source EDR solution that 
incorporates Google Rapid Response with Osquery. 
The system's utility in detecting APTs and other 
threats is demonstrated using MITRE's Adversarial 
Tactics, Techniques, and Common Knowledge 
model. The relevance of open-source solutions in 
endpoint security is emphasized in the report, as they 
allow for customization and flexibility in response to 
new threats. 
Endpoint Defense (EDR) tools are discussed by 
Hassan et al. [29] in the context of malware detection 
and endpoint security. EDR tools monitor end-user 
activity and provide threat warnings if malicious 
conduct is detected. They correlate system events 
with adversarial tactics, methods, and procedures 
(TTPs), which are expert rules that describe low-
level attack patterns. In companies, EDR 
technologies provide four primary functions: 
detecting possible security issues, scalable log intake 
and administration, investigating security incidents, 
and giving remediation recommendations. While 
EDR systems provide deep visibility into attacker 
TTPs and help with threat assessment, they can 
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create a large number of warnings, which can be 
overwhelming for security analysts. They may not 
be effective against zero-day or previously unknown 
TTP assaults. Tactical Provenance Graphs, which 
capture the provenance of system events and rebuild 
attack scenarios, are introduced as a solution to these 
difficulties, minimizing false positives and giving 
more accurate alerts for security analysts. 
Strengths: 

 Effective in detecting malware that is 
already present on endpoints. 

 Provides granular visibility into endpoint 
behavior. 

 Can detect malware that evades traditional 
signature-based detection. 

Weaknesses: 
 Requires continuous monitoring and 

analysis of endpoint activity. 
 Can be resource-intensive due to the 

volume of endpoint data. 
 May be ineffective against zero-day attacks 

that exploit unknown vulnerabilities. 
5.4 Antivirus 
 

Antivirus software is the standard endpoint security 
tool for detecting and removing malware [30]. It 
employs a number of strategies, including signature-
based detection: Detecting dangerous files by 
matching known malware signatures [31]. Heuristic 
analysis is the process of analyzing file behavior 
using known harmful patterns and heuristics [32]. 
Sandbox analysis is the process of running 
suspicious files or programs in a sandbox 
environment in order to study their behavior and 
detect malicious activity [33]. 
Mishkovski et al. [34] identify antivirus programs as 
critical endpoint solutions for preventing malware 
infections. Antivirus software detects known 
malware signatures and behaviors by scanning files 
and programs. When an anti-virus technology 
identifies a file or application as hazardous, it might 
quarantine, delete, or attempt to clean it by deleting 
the malicious code. To protect against malware 
attacks, the authors underline the need of having 
good anti-virus programs in place as endpoint 
solutions. The authors also point out that various 
anti-virus vendors utilize the same or very similar 
anti-virus engines, leaving customers vulnerable to 
existing security concerns. 
Software that is installed first on a device should 
always be antivirus software, according to Dominik 
Samociuk [35]. Using a blacklist database of known 
malicious codes, antivirus software scans files and 
compares their contents. It eliminates or places them 
in quarantine so they can be cleaned up if it finds any 

potential threats. Antivirus software analyzes 
possible threats and decides how to counter them, 
much like a doctor. As part of a com-prehensive 
endpoint security solution, antivirus software is 
frequently utilized to defend against a variety of 
threats. 
Strengths: 

 Effective in detecting and removing a wide 
range of malware. 

 Mature and well-established technology. 
 Relatively easy to deploy and manage. 
 Suitable for organizations with a wide 

range of endpoints and budgets. 
Weaknesses: 

 Can be bypassed by advanced malware 
techniques that utilize polymorphism, 
obfuscation, or encryption to evade 
detection. 

 Can generate false positives due to 
heuristics and machine learning algorithms 
that may misinterpret benign files as 
malicious. 

 May not be effective against zero-day 
attacks that exploit unknown 
vulnerabilities. 

 May be less effective in organizations with 
highly complex or sensitive environments. 

 
5.5 Application Whitelisting 
 

Preventing malware from ever installing on 
endpoints is the main goal of application 
whitelisting. In order to do this, it investigates 
behavior and application code for flaws that malware 
might exploit [36]. Techniques for application 
security include Static application security testing 
(SAST) is the process of examining application code 
to find flaws prior to production deployment. 
Application code is tested while it is operating in 
order to find vulnerabilities and possible attack 
routes. This process is known as dynamic 
application security testing, or DAST [37]. Software 
composition analysis (SCA) is the process of 
locating and evaluating open-source components in 
applications to check for security flaws. 
Application whitelisting is a promising strategy to 
combat the zero-day threat of malware, as discussed 
by Pareek et al. [38] With this approach, all other 
applications are blocked and only those on the 
whitelist are permitted to run. The design and 
implementation approaches for application 
whitelisting solutions are listed in the paper, along 
with a discussion of the challenges involved in 
implementing these solutions successfully. 
Regarding the benefits and drawbacks of application 
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whitelisting, the paper notes that one is that it can 
help defend against zero-day attacks by blocking the 
execution of unknown or un-authorized applications. 
The study does, however, also point out that 
application whitelisting may be resource-intensive to 
manage and can be challenging to establish and 
maintain. Furthermore, there's a chance of false 
positives and false negatives, which could result in 
the blocking of trustworthy apps or the opening of 
harmful ones. As an endpoint solution, application 
whitelisting offers security by allowing only 
authorized apps to operate on a system and blocking 
all others. This aids in preventing the use of 
unapproved or unknown applications, which helps 
defend against malware and zero-day attacks. 
Application whitelisting can lessen the attack 
surface and make it more difficult for attackers to 
exploit software vulnerabilities by restricting the 
amount of applications that are allowed to run on a 
system. Application whitelisting can, in general, be 
a useful security precaution for endpoint solutions, 
but its successful implementation necessitates 
careful planning and oversight. 
In order to stop unauthorized or malicious software 
from running, Shahid et al. [39] de-scribe it as a 
security measure that only permits pre-approved 
applications to run on a system. Reducing the attack 
surface and limiting the possibility of malware 
infiltration into a system makes this an effective 
endpoint solution. But because there are fewer ap-
proved apps running, application whitelisting may 
have some benefits like better system performance, 
lower malware risk, and enhanced security. But there 
are also some possible drawbacks, such as the 
requirement for continuous whitelist updates and 
maintenance, possible incompatibilities with 
specific apps, and the potential for false positives in 
the event that a legitimate application is mistakenly 
labeled as malicious. 
Application whitelisting is a crucial technique for 
hardening endpoints at the technological layer, as 
discussed by Wai et al. [40]. A security feature called 
application whitelisting stops all unauthorized apps 
from operating on a system and only permits those 
that have been approved. Better control over the 
software that runs on the system and enhanced 
protection against malware and unauthorized 
software are two benefits of application whitelisting. 
Cons include the possibility of false positives, in 
which trustworthy apps are denied access, and the 
continual upkeep required to maintain the whitelist 
current. As a result, before using application 
whitelisting as an endpoint solution, carefully weigh 
its benefits and drawbacks. 

Application whitelisting is one method, for instance, 
that banks can employ to stop malware from 
operating on endpoints. Using this method, all other 
applications are blocked from running on a system 
and a list of approved applications is created. Banks 
can lower the risk of malware infections by doing 
this and preventing the installation of unauthorized 
software on their systems. Increased control over the 
software that is permitted to run on a system is one 
benefit of application whitelisting, which can aid in 
preventing malware infections and other security 
incidents. Additionally, by limiting the number of 
applications that hackers can target, application 
whitelisting can aid in lowering a system's attack 
surface. But there are drawbacks to application 
whitelisting as well. Making and keeping an accurate 
whitelist of applications that have been approved is 
one of the biggest challenges; this can take a lot of 
time and resources. Additionally, because it can 
restrict users' ability to install and use new software, 
application whitelisting can be challenging to 
implement in settings where users need a high level 
of flexibility and autonomy [41]. 
Application whitelisting is a tactic that protects IT 
systems against unknown threats by adding only 
known or trusted apps to the whitelist, as discussed 
by Swaona et al. [42]. It highlights the requirement 
for enterprise-specific apps and the susceptibility of 
whitelisting to intrusions. To lessen this risk, the 
paper suggests anomaly detection techniques. In 
order to provide complete defense against threats, it 
promotes a hybrid security model that combines 
positive and negative measures. 
Endpoint security solutions use application 
whitelisting as a security measure to identify 
malware in files or executables that they are unsure 
of. The path name, libraries, and executable hash 
determine how granular it is. It might not be able to 
fend off runtime intrusions, though. The reduction of 
malware infections, attack surface, and unauthorized 
software execution are among the benefits of 
application whitelisting. Additionally, it aids 
businesses in upholding security guidelines and 
complying with legal requirements. Cons include the 
requirement for constant updating, which can 
demand a lot of time and resources. Attackers can 
also get around whitelisting by taking advantage of 
security holes or employing social engineering 
strategies. Whitelisting can also prevent legitimate 
software from running, which can lead to 
compatibility problems and annoyance for the user 
[43]. 
Application whitelisting is a security feature that 
blocks all other applications from operating on a 
system and only permits those that have been 
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approved. By stopping unknown or malicious 
software from running, it defends against malware 
attacks. It can be challenging to maintain, though, 
and it might even prevent access to legitimate 
software that isn't on the whitelist. The use of covert 
strategies in payloads or components to locate APIs 
requires retrofitting in order to prevent conflicts with 
mitigations such as EAF and IAF. A new covert 
design called Rope is proposed by Invidia et al. [44] 
that uses return-oriented programming and 
commodity techniques like transacted files for 
covert communication and payload distribution, 
thereby minimizing its footprint. They detail how the 
artificial Rope samples managed to get past 
Windows 10 option mitigations for hardening 
applications, as well as conventional anti-virus and 
endpoint security solutions. The novel covert design 
that this paper suggests can circumvent operating 
system mitigations and conventional antimalware 
programs, enhancing endpoint security and malware 
detection. 
Strengths 

 Proactive approach to preventing malware 
infections. 

 Reduces the risk of malware exploiting 
vulnerabilities in applications. 

 Improves overall application security 
posture. 

Weaknesses 
 Requires a deep understanding of 

application development and security 
practices. 

 Can be time-consuming and resource-
intensive to implement and maintain. 

 May not be effective against malware that 
exploits unknown vulnerabilities or zero-
day attacks. 

 
5.6 The Integration of Machine Learning with 

Endpoint Solutions 
 

Machine learning-based techniques have been used 
to detect malware in endpoint security, according to 
Pan et al. Using algorithms, these methods examine 
endpoint data to find trends that point to the 
existence of malware. Methods based on machine 
learning have the potential to identify malware that 
more conventional methods based on signatures 
might overlook. Endpoint security benefits include 
Total protection: Endpoint security offers total 
protection for all endpoints, which include mobile 
devices, laptops, and desktop computers. Real-time 
detection: Endpoint security solutions have the 
ability to quickly identify and remove malware, 
enabling prompt action. Centralized management: It 

is possible to administer endpoint security solutions 
centrally, which facilitates the distribution of patches 
and updates to every endpoint. Among the 
drawbacks of endpoint security are: False positives: 
Endpoint security programs may mistakenly identify 
legitimate apps as malicious, leading to false 
positives. Resource-intensive: In order to function 
properly, endpoint security solutions can be very 
demanding on memory and processing power. 
Restricted protection: Not all malware, including 
zero-day exploits, may be detected by endpoint 
security solutions. One crucial element of a thorough 
cybersecurity plan is end-point security. In endpoint 
security, machine learning-based methods for 
malware detection can be useful, but they may have 
drawbacks such as false positives and re-source-
intensive requirements. To offer complete defense 
against cyberattacks, endpoint security should be 
employed in concert with other security measures.  It 
is imperative to acknowledge that machine learning-
based methodologies are not a panacea and may 
present certain drawbacks, including the potential to 
produce false positives and necessitate substantial 
processing power and memory for optimal 
functioning [45]. 
The challenge of malware detection in computer 
systems was the subject of a paper by Mishra et al. 
The limitations of current methods, including 
behavior-based, machine learning-based, and 
signature-based approaches, were deliberated. They 
suggested a hybrid strategy for malware detection 
that combines behavior-based, machine learning-
based, and signature-based methods in order to 
address these problems. This suggested approach 
goes through a multi-step process that includes 
feature extraction (extracting pertinent features from 
the data), classification (classifying the data using 
machine learning algorithms), and post-processing 
(analyzing the results to improve classification 
accuracy). They contend that by combining several 
approaches, this hybrid strategy addresses the 
shortcomings of each one and improves malware 
detection efficiency [46]. 
Sheth et al. [47] address the integration of deep 
learning and blockchain technologies and point out a 
number of problems, including the difficulty of 
efficiently managing big data, scalability issues 
arising from the growing size of blockchain 
networks, and limited compression techniques that 
do not meet the requirements for the large-scale 
deployment of deep learning-based applications 
using blockchain. The use of deep learning 
techniques for data compression, the incorporation 
of privacy-preserving solutions into deep learning 
systems, the use of blockchain technology for safe 
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and unhackable data storage, the efficient planning 
and organization of resources in underlying 
networks, and the creation of effective coordination 
and incentive systems are just a few of the solutions 
the authors suggest to address these problems. The 
paper highlights the need to give these problems and 
potential solutions more scholarly and research 
attention.  
Koppula et al. [48] discuss the exponential rise in 
malware attacks, with a focus on the difficulty of 
identifying novel malware variants that frequently 
evade detection through the use of different 
strategies like code obfuscation. There is research 
being done on malware analysis and increasingly 
complex machine learning algorithms, but it 
frequently requires in-depth domain knowledge and 
occasionally breaks down in real-time. An 
alternative is suggested in order to address these 
ongoing problems: a highly scalable malware 
detection framework based on Deep Learning 
Convolutional Neural Networks. 
The problem of high complexity and computational 
overheads in traditional software-based malware 
detection is addressed by Makrani et al. [49]. 
Hardware Malware Detection is presented as a 
useful substitute that employs machine learning 
algorithms to examine microarchitectural events in 
contemporary microprocessors in order to lessen 
these problems. Nevertheless, the need for a flexible 
and affordable method of online malware detection 
has not been taken into account by the HMD 
techniques currently in use. According to the 
authors, the types of machine learning algorithms 
and how they are used should be determined by the 
type of malware being analyzed and the performance 
evaluation metrics that are established. The authors 
suggest Adaptive-HMD, an accurate and economic 
framework with a lightweight tree-based decision-
making algorithm that can choose the most effective 
ML model based on predetermined preferences and 
performance versus cost criteria, as a way to get 
around these present limitations. The findings 
demonstrate that, in comparison to current 
techniques, Adaptive-HMD can achieve up to 94% 
detection rate, significantly increasing cost-
efficiency. 
Suraneni [50] address the issues associated with 
malware and its increasingly sophisticated forms. It 
discusses the crippling effects of cyberattacks, the 
persistent problem of malware and the difficulties of 
identifying them, especially with polymorphic and 
meta-morphic versions. It also covers malware's 
various concealment strategies, types, attack 
mechanisms and the various methods thieves use to 
spread the malware. The paper proposes several 

mitigation measures. It suggests machine learning 
techniques to detect and categorize new viruses into 
recognized families using the behavioral patterns 
discovered via static or dynamic analysis. It also 
discusses malware analysis strategies as a method of 
identifying malware programs. A comprehensive 
overview of malware detection techniques such as 
Endpoint Protection Platforms and EDR is 
additionally provided. Furthermore, the study offers 
a realistic examination of malware in a sandbox 
environment, providing a practical approach to 
counteracting malware. 
Quertier et al. [51] use reinforcement learning 
algorithms to solve the problem of avoiding malware 
detection engines. Cybersecurity is at risk because 
such evasion makes it harder for security systems to 
identify malicious software. The authors describe a 
method that circumvents malware detection models 
and exposes their flaws using two reinforcement 
learning models: Deep Q-Network and 
REINFORCE. By leveraging the vulnerabilities re-
vealed by these models to enhance current detection 
mechanisms, the paper suggests mitigation 
strategies. In order to make a malicious file 
undetectable, the system offers an automated audit 
for a particular antivirus. This enables security 
experts to address these vulnerabilities. Subsequent 
research endeavors aim to enhance this model 
through training on distinct malware categories and 
the integration of alternative reinforcement learning 
algorithms. 
In their discussion of malware detection and 
containment in Internet of Things networks, 
Dinakarrao et al. [52] take scalability and resource 
limitations into account. Current methods are not 
scalable for larger networks, are frequently 
inefficient, and demand a lot of processing power. 
The authors suggest using a two-pronged strategy. 
To find malware in IoT devices, they first use a 
hardware-assisted malware detection method. The 
resource consumption and latency associated with 
conventional methods are decreased by this method. 
In order to anticipate and prevent malware from 
spreading through communication links, a 
significant problem in IoT networks, they secondly 
employ a recently suggested lightweight HMD 
solution on IoT nodes. Using data-driven models and 
machine learning to predict malware propagation 
across larger networks, the solution also takes 
scalability issues into account. In essence, the work 
suggests improving IoT network security by fusing 
AI-driven network modeling with hardware-based 
detection techniques. 
Adam Wolsey [53] discusses how malware attacks 
are becoming a bigger threat in a world where 



Journal of Theoretical and Applied Information Technology 
31st March 2024. Vol.102. No 6 

©   Little Lion Scientific  
 

ISSN: 1992-8645                                                                    www.jatit.org                                                    E-ISSN: 1817-3195 

 
2461 

 

technology is developing at a rapid pace. In one 
sense, his paper emphasizes how cybercriminals are 
using artificial intelligence techniques to develop 
malware that is more complex and sophisticated, 
which in turn leads to more advanced cyberattacks. 
However, it addresses the reliance on AI to identify 
and lessen these attacks. In order to detect malware, 
the paper suggests using AI-based techniques like 
Shallow Learning, Deep Learning, and Bio-Inspired 
Computing. These techniques can be used on a 
variety of platforms, including PCs, clouds, 
Android, and Internet of Things. These cutting-edge  
methods are predicted to be able to develop and 
deploy undetectable malware more quickly than 
cybercriminals, providing a more potent line of 
defense. The paper concludes that in order to combat  
malware's growing sophistication, more research 
into AI-based malware detection is required. 
Dorel Yaffe and Danny Hendle [54] tackle the issue 
of early computer malware detection in memory, 

which is essential to stopping malware from carrying 
out destructive actions. The authors suggest a 
machine learning-based approach that makes use of 
environmental data gathered over time from 
processes running on endpoint computers. This 
entails building a prediction model through training 
that can distinguish between malicious and benign 
activity represented by a log. The authors advise 
lightweight log extraction service on an endpoint 
computer. By using this method, logs extract data 
from vital processes that must be safeguarded and 
send it to the detector, which determines the 
likelihood that the activity is malevolent. The goal of 
this solution is to significantly improve malware 
detection before it can carry out destructive actions. 
The issue of malware attacks causing security 
breaches to escalate is addressed by Rajan et al. [26].  
The current methods of detecting malware have 
shown to be insufficient for the job, especially in 
light of the rapidly rising quantity and complexity of 

Feature NDR EDR 
Application 
Security Antivirus Machine Learning 

Detection 
focus Network traffic 

Endpoint 
activity 

Application code 
and behavior Files 

Patterns and 
anomalies in data 

Detection 
techniques 

Signature-
based, 
anomaly 
detection, 
machine 
learning 

Signature-
based, 
heuristic 
analysis, 
sandbox 
analysis, 
machine 
learning 

Static application 
security testing 
(SAST), dynamic 
application 
security testing 
(DAST), software 
composition 
analysis (SCA) 

Signature-
based 
detection, 
heuristic 
analysis, 
sandbox 
analysis 

Unsupervised 
learning, supervised 
learning, 
reinforcement 
learning 

Strength 

Detecting 
malware that 
spreads 
through the 
network 

Detecting 
malware that is 
already present 
on endpoints 

Preventing 
malware from 
being installed on 
endpoints in the 
first place 

Detecting and 
removing a 
wide range of 
malware 

Identifying and 
classifying new 
threats, improving 
detection accuracy 

Weakness 

Can be blind to 
malware that 
does not 
generate 
network traffic 

Requires 
continuous 
monitoring and 
analysis of 
endpoint 
activity 

Requires a deep 
understanding of 
application 
development and 
security practices 

Can be 
bypassed by 
advanced 
malware 
techniques 

Requires large 
amounts of data to 
train, can be biased if 
not trained correctly 

Additional 
considerations 

Requires 
significant 
network 
infrastructure 
and expertise 
to implement 
and maintain. 

Requires 
significant 
endpoint 
infrastructure 
and expertise 
to implement 
and maintain. 

Requires a 
comprehensive 
understanding of 
application 
development and 
security practices. 

May not be 
effective 
against all types 
of malwares, 
particularly 
advanced 
malware that 
utilizes 
sophisticated 
techniques. 

Requires careful 
selection of 
algorithms and data 
preprocessing to 
ensure effectiveness 

Table 1: Table of Endpoint Security Solutions and Application Whitelisting 
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malware attacks. The majority of widely used 
systems rely on the laborious and unreliable static 
and dynamic analysis of malware signatures in real 
time. In order to effectively detect malware in real 
time, the paper presents a novel method called 
ELMNet, a scalable architecture that makes use of 
big data and deep learning techniques. In particular, 
it achieves intelligent zero-day malware detection 
through the use of deep learning architectures for 
image processing and visualization in addition to 
static and dynamic processing. In order to improve 
the model's performance with respect to the training 
set and test dataset, it also includes data 
preprocessing tasks and a splitting dataset 
methodology for training and testing the model. The 
goals of ELMNet are to address the problems with 
storage needs, decision-making effectiveness, and 
scalability of current methods [55]. 
 

6. DISCUSSION 

Application whitelisting is shown to be a proactive 
and promising security measure in this extensive 
comparative study. It provides a strong barrier 
against the execution of unknown or unauthorized 
applications, especially when considering zero-day 
threats. Its strengths are in providing a strong first 
line of defense and in the fine control it grants over 
the software ecosystem on a system. The study does, 
however, recognize certain difficulties, such as the 
need for continuous maintenance and the possibility 
of false positives, which emphasizes the significance 
of a well-managed implementation strategy. On the 
other hand, dynamic solutions for endpoint and 
network security are offered by EDR and NDR. EDR 
excels at detecting different kinds of malware that 
are already on endpoints by utilizing techniques like 
machine learning, heuristic analysis, sandbox 
analysis, and signature-based detection. These 
techniques give EDR deep visibility into endpoint 
behavior. By spotting and reacting to malicious 
activity in the network, network deep scanning, 
which focuses on real-time network traffic 
monitoring and analysis, enhances conventional 
endpoint security measures. Conventional antivirus 
solutions provide a funda-mental defense against 
known malware through the use of sandbox analysis, 
heuristic analysis, and signature-based detection. 
But difficulties like keeping up with new threats 
emphasize how crucial it is to combine antivirus 
software with more sophisticated and flexible 
security measures.  
 
 The integration of machine learning (ML) with 
these security paradigms is also explored in this 

study. ML-based strategies offer an extra line of 
defense by using algorithms to examine data from 
networks and endpoints. By offering complete 
protection, real-time threat detection, and centralized 
management, machine learning (ML) improves the 
capabilities of application whitelisting, EDR, NDR, 
and antivirus software. The study does point out that 
machine learning (ML) is not a panacea and that it 
may have drawbacks, such as the possibility of false 
positives and resource-intensive requirements. The 
study's comprehensive approach emphasizes how 
important it is to combine ML-based techniques with 
Application Whitelisting, EDR, NDR, and antivirus 
software. In order to provide a comprehensive and 
flexible defense against the ever evolving and 
complex landscape of malware attacks, this 
synergistic approach is essential. In order to handle 
the particular difficulties that come with each 
solution and make sure that businesses can 
proactively stay ahead of new cybersecurity threats, 
it is imperative that ongoing research and analysis be 
conducted. Also, the consequences of that combined 
approach on the overall performance and resource 
utilization within organizations are worth exploring, 
as it may lead to a more efficient allocation of 
cybersecurity resources and enable organizations to 
build a more robust defense against emerging 
malware threats. 
 
7. CONCLUSIONS 

Our study clarifies the complex world of endpoint 
security solutions, highlighting the significance of a 
comprehensive strategy that includes application 
whitelisting, EDR, NDR, and conventional antivirus 
protection. It is crucial to recognize the inherent 
limitations in our research methodology, which 
primarily focused on theoretical analysis without 
direct practical case studies, even though our 
findings emphasize the strengths of each solution 
and the necessity of an integrated approach. This 
limitation emphasizes the need for more research to 
fully understand the usefulness of these solutions in 
a variety of organizational contexts and their 
practical application. With these difficulties, our 
research provides helpful details about the possible 
benefits and limitations of endpoint security 
solutions. The conclusion functions as both a 
summary and a critical analysis, pointing out the 
gaps found and pushing the scientific community to 
do more investigation and real-world applications. In 
light of the constantly changing nature of cyber 
threats, we hope that this study will help close these 
gaps and further the development of endpoint 
security tactics that work. 
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